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CHAPTER | GENERAL PROVISIONS

FH1HK XRFHE AR

Article 1 Subject-matter and objectives

ABANE. AT —Z OB D BRAN DRI 2 BUE L O AT — 2 O H 72 it
T O BERZED D,

1. This Regulation lays down rules relating to the protection of natural persons with regard to the processing of
personal data and rules relating to the free movement of personal data.

ABANT, BRANOIEAMER RO E B, NS, R S O AT — & IR DOHER] 2 (R4

é o
2. This Regulation protects fundamental rights and freedoms of natural persons and in particular their right to
the protection of personal data.

EUBKNOIEANT — % 0B\ Z2B8E, AT — % OB IR D B RN OREICBEES 5 B

HIZ L - T, HRXITEEIE SN TIE R B0,
3. The free movement of personal data within the Union shall be neither restricted nor prohibited for reasons
connected with the protection of natural persons with regard to the processing of personal data.

F2 4 FERIIHH
Article 2 Material scope

AHANT, BT =R BB RFEICEIDEANT =2 OBBWCEA S D, 774U~
TYAT A THD, XIT77 A4V TV AT AO—ERICTH 2 ENERENZEAT—
2O HEBR 7 FEUANAOBIH WIS LA S5,

1. This Regulation applies to the processing of personal data wholly or partly by automated means and to the

processing other than by automated means of personal data which form part of a filing system or are intended to
form part of a filing system.

ABANE, WIZHT 2 ANT — Z OB TIRE ] S 70720,

2. This Regulation does not apply to the processing of personal data:

(@ EUEOBHZZ T RWIEENCRIT AT — % OERE,

(a) in the course of an activity which falls outside the scope of Union law;

(b)  EUZSKI, %5 2 EOWM 232 2158 217 5 BRI EC X 2 AT —Z O ik

Uy,
(b) by the Member States when carrying out activities which fall within the scope of Chapter 2 of Title
V of the TEU;

(c) IR SUTHEENOTEINZIL T 2 BRNC L DA T —Z OBk,



(c) by a natural person in the course of a purely personal or household activity;

(d) AORE~OEBIST 2R OB E T, JLIROBIIE, A, ., &, X
IHFEEN 2B DI EE T AT 2 AT —Z OB,
(d) by competent authorities for the purposes of the prevention, investigation, detection or prosecution
of criminal offences, the execution of criminal penalties, including the safeguarding against and the
prevention of threats to public security.

EUBERE. HIfR, TR OTEHEENC K 2 AT — % OBk ICE L Tid, #HI(EC) No
45/2001 233 FH S 415, HHI(EC) No 45/2001 K OME N 77— 4 @ M 5Z Hl v M3 FH rTRE 72l o>
EU LSR5 98 RICHE» TAMRIOFAI R OCBUEIZHE A SR T TR 570,

3. For the processing of personal data by the Union institutions, bodies, offices and agencies, Regulation (EC)

No 45/2001 applies. Regulation (EC) No 45/2001 and other Union legal acts applicable to such processing of
personal data shall be adapted to the principles and rules of this Regulation in accordance with Article 98.

ABBNL, F545 2000/31/EC DA Z 15T 5 6 DO TIER, KR, YHIESOF 1258055 15
RIZBT MNP —E R « Ta A F—DOELICHETLRUOBER 21T 5 b DT,

4. This Regulation shall be without prejudice to the application of Directive 2000/31/EC, in particular of the
liability rules of intermediary service providers in Articles 12 to 15 of that Directive.

H3 5 PRI
Article 3 Territorial scope

ABANT, EU BN O B ST IR O FEFT OIEENCBE L T SN D EAT — 2 Ok
WA SN D, ZOHE, 20BNV EUIRN UL Cle 15 8 22 DWW b
7200,

1. This Regulation applies to the processing of personal data in the context of the activities of an establishment
of a controller or a processor in the Union, regardless of whether the processing takes place in the Union or not.

AHANX, EU SN O 72 WE B XOIHRRE 12 L D EUTE(ED T — % EROE AT — %
OHEARWIZEA S D, 7272 L, BERWEEINRICHE T 2 HBIZBEE L TWD HOIZRLN D,

2. This Regulation applies to the processing of personal data of data subjects who are in the Union by a
controller or processor not established in the Union, where the processing activities are related to:

(@ EBEUTEFEOT —Z EEICKT 2 M T — 20T 2 Bk, Zo%A. 7
— X ERICKHDER KD D ENIC OV TIERbD RN,
(a) the offering of goods or services, irrespective of whether a payment of the data subject is required,
to such data subjects in the Union; or

(b) EUBWNTITON DT —F EROITEIO I BT 2 Bk,

(b) the monitoring of their behaviour as far as their behaviour takes place within the Union.

AHANX, EUBNICILE 2R WERFIC L AT —Z OB ic bl s s, B
BRAEIZ X0 IR E O ERNERE] S 25T H 2 FHE I L 5BV 0L A ICiR6h D,
3. This Regulation applies to the processing of personal data by a controller not established in the Union, but
in a place where Member State law applies by virtue of public international law.



45 EFHE
Article 4 Definitions

AIRANZ BT,

For the purposes of this Regulation:

1)

()

3)

(4)

()

MAANT—2] Lid, WSz 3ETEH s m2 B8N CIT I5—=2FEK] LnoH, ) 12
BT 25000 EHmEEKT 2, WHSNGEDBRANT, Frlo, K4, @hlES, (ET—Z.
T T A AT O XD AT AT REE RN T WA, R, B TR, KRR
B, R, SUERIAE LR T A 707 4 7T 4 IR A R— o8 LITEROER 2 2]
T EIZH o T EEMICSUIMENIC, Bl S EoEZ N9,

1) ‘personal data' means any information relating to an identified or identifiable natural person (‘data subject);
an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an

identifier such as a name, an identification number, location data, an online identifier or to one or more factors
specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person;

M &1, BRI FETH I 0ENI2rD 6T, AT —Z UIEANT — % O%EE
(XL THTOND H B D HIEREUT —EDIEREZ VD, ZOMEEIE, IS, ook, mik. s
b, A, EESUIERE, EIH, 2R RN, B X D8R, JEE 32 Ot 04w RE /e
bOIZT 252 & BIISUIHEE. SR, HEIBES L L2009,

2 'processing' means any operation or set of operations which is performed on personal data or on sets of
personal data, whether or not by automated means, such as collection, recording, organisation, structuring, storage,

adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making
available, alignment or combination, restriction, erasure or destruction;

TR OFIR] &1, FRROEAT —Z OBV EZRET 2 BT, RfFSNIZEAT—H
BT LRV,

?3) ‘restriction of processing' means the marking of stored personal data with the aim of limiting their
processing in the future;

(TaZ77A40 7] &id. BRANIET 2 H 2 —EOM AN 22 2 71 2 72 D12,
FriZ. BRAOEBER, Rkl ., EARELr, Bk E8. 178, FrEUIBEc
BT Sl DT U TR AT D 720ic &N s, AT —Z OFHNLELEAT —% O
65 HED BB 7R ILE 2 D

(@) ‘profiling' means any form of automated processing of personal data consisting of the use of personal data to
evaluate certain personal aspects relating to a natural person, in particular to analyse or predict aspects concerning
that natural person's performance at work, economic situation, health, personal preferences, interests, reliability,
behaviour, location or movements;

Mgl Lid. BINOE#R BE L CHRE S 4, 3] S 72 XFEN S s 2 B AR NS A
T=HPIFE LN T L B RAET D B R ORI E 2 & 5 2 L2k » T, BZEMNOE
WMEFAETIEANT = B HITRORFEDT — 2 ERITFE L2 K D 2 FIET, AT —4
AL Ex2N D,
(5) ‘pseudonymisation’ means the processing of personal data in such a manner that the personal data can no
longer be attributed to a specific data subject without the use of additional information, provided that such additional

information is kept separately and is subject to technical and organisational measures to ensure that the personal data
are not attributed to an identified or identifiable natural person;



(6)

(")

(8)

©)

(10)

(11)

(12)

[T 74V VAT L] LI, BERERSUIHIBRAIC A C, B, . HDWITIEHE T
WEHNENERDT, FFEOKEBIIN-STT 7 EATES, bowitiEfbsn-MAT —%
DEEEZV D,

(6) 'filing system' means any structured set of personal data which are accessible according to specific criteria,
whether centralised, decentralised or dispersed on a functional or geographical basis;

MERE ] L3, BT e RFE LT, AT —F OBV O B R OFBEEZRET 2 H
RN BN, ARIRERE. ATEREBI U Z O OHEZ VS, MEEER D B B R OVFES EU
ESIINBE O ENIEIC & - TRIE SN L5EITIE, EHEE UXEE O EICHET 257 ED
AT, BUBBESUIIMREOERNEEZ > TED D ZENTE D,

@) ‘controller' means the natural or legal person, public authority, agency or other body which, alone or jointly
with others, determines the purposes and means of the processing of personal data; where the purposes and means of

such processing are determined by Union or Member State law, the controller or the specific criteria for its
nomination may be provided for by Union or Member State law;

(kg ] L1E. HEEOZOIEANT — 2 OBV EIT O HIRA. AL AFIEERT. FTE0E
B UL F DO OHEEZ WS,

(8) ‘processor' means a natural or legal person, public authority, agency or other body which processes personal
data on behalf of the controller;

(BEHE] LI, BB THLINENIIIDLT ., T—2OREZT2ERAN, IEA. A
FIRERE. 1TBUEBE UL DMOFEIERZ WS, 7272 L, EUIEXIIINBEEOENIEIZHE > TRE
DREDOHNTEANT — 2 ZBGT 2 AT, BGE LAk sy, 2 b AERIC
LY ¥ET — 2 OB ML, B BRIIS U Tl S b 7 — 2 RESEICIE D2 T UL
IRBIR,
9) 'recipient’ means a natural or legal person, public authority, agency or another body, to which the personal
data are disclosed, whether a third party or not. However, public authorities which may receive personal data in the
framework of a particular inquiry in accordance with Union or Member State law shall not be regarded as recipients;
the processing of those data by those public authorities shall be in compliance with the applicable data protection
rules according to the purposes of the processing;

E=F) LiE. T2 EE FEE, BE R OVERE UTERE OE#E O T 7 —#
RO OMERE G2 SN TWDELSD AR BN, AR, 1TERERI X3 ZE DD
TEu 9,

(10)  ‘'third party' means a natural or legal person, public authority, agency or body other than the data subject,
controller, processor and persons who, under the direct authority of the controller or processor, are authorised to
process personal data;

T—HEERO TFEE] LI, Bz, . FEIC, BHRREEZT72 5 2 TH OB T
BRNT—HEROBRERTHDH L EHERT L, TORBEIL, Y%7 —% 2R, 55T
B O MR FEBAI T A K - T, B IR D AT —Z OEHW A E (agreement) L TR T 6 D
L5,

(11)  ‘consent' of the data subject means any freely given, specific, informed and unambiguous indication of the
data subject's wishes by which he or she, by a statement or by a clear affirmative action, signifies agreement to the
processing of personal data relating to him or her;

MEANT —Z12E] L1t Bis, (REXIIFOMOBEIH N2 SN EANT — 2 1551 5 %
B SEERREE, W, £, SN TWARVWETRXIIT 7822803 X2U T o

REZVI,



(13)

(14)

(15)

(16)

(17)

(12)  'personal data breach' means a breach of security leading to the accidental or unlawful destruction, loss,
alteration, unauthorised disclosure of, or access to, personal data transmitted, stored or otherwise processed;

BT —%] L1, BARNOAEPBERE IR ICET 2 EA OFEHRE G 2. FHTEZBERA
O DEMHIY T NDGN BN D . Mk TIER LTz B RN OBRRREIC BT D 5
ANT—=Z %09,

(13)  'genetic data’ means personal data relating to the inherited or acquired genetic characteristics of a natural

person which give unique information about the physiology or the health of that natural person and which result, in
particular, from an analysis of a biological sample from the natural person in question;

VERT —42 ) Lid, BEEGSUIIEBEERET — % O X 512, S AR ANICER OB 4 780
HIDUTFEND BV D, BIRAO R, AR UIATEREIZ B3 2 FFE O HAlT L BR
MO/FOLNDLEANT —F %209,

(14)  'biometric data’ means personal data resulting from specific technical processing relating to the physical,

physiological or behavioural characteristics of a natural person, which allow or confirm the unique identification of
that natural person, such as facial images or dactyloscopic data;

MERRICBET 57— LIk, ERT—EA~ORMRN 2 & DRI OV T oF#RE B
BT D BIRA DB R SR e BRI T 2 MAT —Z 2\ 5,

(15)  'data concerning health' means personal data related to the physical or mental health of a natural person,
including the provision of health care services, which reveal information about his or her health status;

JESYARAR: = 35 P

(16)  'main establishment’ means:

() HEEOMBEICENTHEERZHFOEHEICOVTVZIE, EUIRNIZI W THIAES
WD EVD, 72720, AT —Z OB\ BH R OFEOREN EU BN OE
HEOMOFEEFT TITONTHE LT, Mk OF I, YL I E HER 2 FF > T
RWGEIZRD, ZOHRE, UHIREMTONDEEMPBFELLFETEEIOND T
HTH %,

(a) as regards a controller with establishments in more than one Member State, the place of its central
administration in the Union, unless the decisions on the purposes and means of the processing of personal
data are taken in another establishment of the controller in the Union and the latter establishment has the
power to have such decisions implemented, in which case the establishment having taken such decisions is
to be considered to be the main establishment;

(b)  BEOMBEICIBWTHEEFR ZROERE IC OV TWRIE, EUNO T RAER & 5
iz 9, 7o72 L. WA DY EU NI R RARER 2 FF 72 2081213, BARE AR
AN D S FREDFRH TR 2% T, Bl O S35 DTGB B4 2 722 Bl g
T O T D EUBNOBIRE OFEEFE 0,
(b) as regards a processor with establishments in more than one Member State, the place of its central
administration in the Union, or, if the processor has no central administration in the Union, the
establishment of the processor in the Union where the main processing activities in the context of the
activities of an establishment of the processor take place to the extent that the processor is subject to
specific obligations under this Regulation;

MEEEA ) &S0E, 27 fRIC L 0 BHEHE ITBRE IC L » CTEE T4 S h, ABRANCES<L
BEE IR E O 2 DEFITE L THEOREL T 5 EUBNICE I B A XITEA
AR



(18)

(19)

(20)

(21)

(22)

(23)

(17)  'representative’ means a natural or legal person established in the Union who, designated by the controller or
processor in writing pursuant to Article 27, represents the controller or processor with regard to their respective
obligations under this Regulation;

(368 i3, R Lo ZMLT. BEEEIIEF L TV 2 LFERE S IHk E &
TeRBFEENCIEF LTV D BRAUTIEAZ N I,

(18)  ‘enterprise’ means a natural or legal person engaged in an economic activity, irrespective of its legal form,
including partnerships or associations regularly engaged in an economic activity;

(HEET V=T LT, HEEFEEEL DT OMEE FICH D HEREZ VD,

(19)  'group of undertakings' means a controlling undertaking and its controlled undertakings;

[ RAORZETER ) &3, %%%ﬁw%inﬂﬁ%%%%’ﬁ%ﬁé%%%ﬁw%fmf\
— 7 E XATE O H = EIZ BT 5 EHE TR E 1SR L TEANT — 2 B X T —EOE AT
w&%%@tﬁ\M%E®%ﬁt_ % BB TR IS K o THESFEN DA T — i
FEtaun o,

(20)  'binding corporate rules' means personal data protection policies which are adhered to by a controller or
processor established on the territory of a Member State for transfers or a set of transfers of personal data to a

controller or processor in one or more third countries within a group of undertakings, or group of enterprises
engaged in a joint economic activity;

MEEHEBE ) & iX. BB 5L RICE W INBEEIC X o TR SN L7 AR 20 9
(21)  ‘'supervisory authority' means an independent public authority which is established by a Member State
pursuant to Article 51;

(BEMREGEHERE) Lk, RIZBT 20 FnhoFEHICLY, AT —% OEHRWICERT 58
BBz 9,

(22)  ‘'supervisory authority concerned' means a supervisory authority which is concerned by the processing of
personal data because:

(a)  EHE UTHHRAE Y YL EE RS O N E O BN ICAFET D,
(a) the controller or processor is established on the territory of the Member State of that supervisory
authority;

(b)  HEEEBEEOMBEICEET 57 — % TEB, GBI &> THREMICEEZ X
FTWD0 XITFEENCHEZZ 55,
(b) data subjects residing in the Member State of that supervisory authority are substantially affected or
likely to be substantially affected by the processing; or

(© W REEEEAIC TSN LY THNT WD

(c) a complaint has been lodged with that supervisory authority;

PESER IR &3, RICHBT 2 FHOWTLZ W D,

(23)  ‘cross-border processing' means either:

() B SUIEERA BSEEINRE THET 256, BV OB P SUIHER A OBEEN
WRENC BT 2 FEFHOEEICBEE L TITTON AT — 2 OB,



(24)

(25)

(26)

(a) processing of personal data which takes place in the context of the activities of establishments in
more than one Member State of a controller or processor in the Union where the controller or processor is
established in more than one Member State; or

(b)  EUMNOEBEE SUTERE OB —DEEFTOMEANT —Z OB TH 575, EEINH
EOT —# FARICFERN B2 KT T, TR BEEXIFLED XD RiEEICEEL
TITONDENT —Z O,

(b) processing of personal data which takes place in the context of the activities of a single

establishment of a controller or processor in the Union but which substantially affects or is likely to
substantially affect data subjects in more than one Member State.

NEGISEEBRFEHF L T) &3 ABRABER D & 503850, SUTEHEF L < IZHHRE I
L2 FESNTATEDRABANCET L THENENE NS ZEIZAL T, 7 — % EROEARR
MR L O H BN, EAAH 256, EUBNOFEANT —% 0B\ 2BIRICET 2RERIC
LoTRESND YV A7 DERMEZFIEIGEN LIEAIRASZITZ VN 9,

(24)  'relevant and reasoned objection' means an objection as to whether there is an infringement of this
Regulation or not, or whether the envisaged action in relation to the controller or processor complies with this
Regulation, which clearly demonstrates the significance of the risks posed by the draft decision as regards the

fundamental rights and freedoms of data subjects and, where applicable, the free flow of personal data within the
Union;

ME AL — 2 ) FEONGERS R O 2 055 (EU) 2015/1535 D5 1 545 1 H(b) TER S
Nl —erxzxn o,

(25) 'information society service' means a service as defined in point (b) of Article 1(1) of Directive (EU)
2015/1535 of the European Parliament and of the Council*;

MERSMAR ) &k, EBERAEIC K > THE S TOW DL O O TH/E UL, ZVEEL L
DOEZHEOWEIC L > TRk SN 53 L ITAMEICIE S ZommHAKREZ NS,
(26)  'international organisation' means an organisation and its subordinate bodies governed by public
international law, or any other body which is set up by, or on the basis of, an agreement between two or more
countries.

! Directive (EU) 2015/1535 of the European Parliament and of the Council of 9 September 2015 laying
down a procedure for the provision of information in the field of technical regulations and of rules on
Information Society services (OJ L 241, 17.9.2015, p. 1).
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CHAPTER Il PRINCIPLES

H5E N T —F DIRR I T S A

Article 5 Principles relating to processing of personal data

AT —# %,

1.

(@)

(b)

(©)

(d)

()

Personal data shall be:

T =X EREDOBRICEBNT, ik, RENOEAMED H L FECTIY b/ iF it
RV, EEME, AEMEROEAYEOFAI)

(a) processed lawfully, fairly and in a transparent manner in relation to the data subject (‘lawfulness,
fairness and transparency");
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(b) collected for specified, explicit and legitimate purposes and not further processed in a manner that

is incompatible with those purposes; further processing for archiving purposes in the public interest,
scientific or historical research purposes or statistical purposes shall, in accordance with Article 89(1), not

be considered to be incompatible with the initial purposes (‘purpose limitation');
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(c) adequate, relevant and limited to what is necessary in relation to the purposes for which they are
processed (‘data minimisation');
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(d) accurate and, where necessary, kept up to date; every reasonable step must be taken to ensure that

personal data that are inaccurate, having regard to the purposes for which they are processed, are erased or
rectified without delay (‘accuracy");
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(e) kept in a form which permits identification of data subjects for no longer than is necessary for the
purposes for which the personal data are processed; personal data may be stored for longer periods insofar
as the personal data will be processed solely for archiving purposes in the public interest, scientific or
historical research purposes or statistical purposes in accordance with Article 89(1) subject to
implementation of the appropriate technical and organisational measures required by this Regulation in
order to safeguard the rights and freedoms of the data subject (‘storage limitation');
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® processed in a manner that ensures appropriate security of the personal data, including protection

against unauthorised or unlawful processing and against accidental loss, destruction or damage, using
appropriate technical or organisational measures (‘integrity and confidentiality").
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2. The controller shall be responsible for, and be able to demonstrate compliance with, paragraph 1
(‘accountability").
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Article 6 Lawfulness of processing

R E, RICHIT 507 &b —20EABEH SN 2HEIZRY . @iEE T2,

1. Processing shall be lawful only if and to the extent that at least one of the following applies:
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(a) the data subject has given consent to the processing of his or her personal data for one or more
specific purposes;
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(b) processing is necessary for the performance of a contract to which the data subject is party or in
order to take steps at the request of the data subject prior to entering into a contract;
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(c) processing is necessary for compliance with a legal obligation to which the controller is subject;
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(d) processing is necessary in order to protect the vital interests of the data subject or of another natural
person;
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(e) processing is necessary for the performance of a task carried out in the public interest or in the
exercise of official authority vested in the controller;
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) processing is necessary for the purposes of the legitimate interests pursued by the controller or by a

third party, except where such interests are overridden by the interests or fundamental rights and freedoms
of the data subject which require protection of personal data, in particular where the data subject is a child.
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Point (f) of the first subparagraph shall not apply to processing carried out by public authorities in the performance
of their tasks.
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2. Member States may maintain or introduce more specific provisions to adapt the application of the rules of
this Regulation with regard to processing for compliance with points (c) and (e) of paragraph 1 by determining more

precisely specific requirements for the processing and other measures to ensure lawful and fair processing including
for other specific processing situations as provided for in Chapter IX.
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3. The basis for the processing referred to in point (c) and (e) of paragraph 1 shall be laid down by:
(a) EU %,
©) Union law; or

(b)  EBEEDUE O ~Z IR E O EWA,
(b) Member State law to which the controller is subject.
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The purpose of the processing shall be determined in that legal basis or, as regards the processing referred to in point
(e) of paragraph 1, shall be necessary for the performance of a task carried out in the public interest or in the
exercise of official authority vested in the controller. That legal basis may contain specific provisions to adapt the
application of rules of this Regulation, inter alia: the general conditions governing the lawfulness of processing by
the controller; the types of data which are subject to the processing; the data subjects concerned; the entities to, and
the purposes for which, the personal data may be disclosed; the purpose limitation; storage periods; and processing
operations and processing procedures, including measures to ensure lawful and fair processing such as those for

other specific processing situations as provided for in Chapter IX. The Union or the Member State law shall meet an
objective of public interest and be proportionate to the legitimate aim pursued.
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4. Where the processing for a purpose other than that for which the personal data have been collected is not
based on the data subject's consent or on a Union or Member State law which constitutes a necessary and
proportionate measure in a democratic society to safeguard the objectives referred to in Article 23(1), the controller
shall, in order to ascertain whether processing for another purpose is compatible with the purpose for which the
personal data are initially collected, take into account, inter alia:
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©) any link between the purposes for which the personal data have been collected and the purposes of
the further processing;

(b) AT —ZBPRESNTR (2T FAN) , FRCT — & BIR & FEE M OB,
(b) the context in which the personal data have been collected, in particular regarding the relationship
between data subjects and the controller;
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(©) the nature of the personal data, in particular whether special categories of personal data are
processed, pursuant to Article 9, or whether personal data related to criminal convictions and offences are
processed, pursuant to Article 10;
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(d) the possible consequences of the intended further processing for data subjects;
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(e) the existence of appropriate safeguards, which may include encryption or pseudonymisation.
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Article 7 Conditions for consent
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1. Where processing is based on consent, the controller shall be able to demonstrate that the data subject has
consented to processing of his or her personal data.
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2. If the data subject's consent is given in the context of a written declaration which also concerns other
matters, the request for consent shall be presented in a manner which is clearly distinguishable from the other

matters, in an intelligible and easily accessible form, using clear and plain language. Any part of such a declaration
which constitutes an infringement of this Regulation shall not be binding.
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3. The data subject shall have the right to withdraw his or her consent at any time. The withdrawal of consent

shall not affect the lawfulness of processing based on consent before its withdrawal. Prior to giving consent, the data
subject shall be informed thereof. It shall be as easy to withdraw consent as to give it.

11



FESHBIZR STV LI OWTHETT 5B, —EAKHEZLRMDOBITI, B%R
KIDBITIZULEDIRVMENT —Z ORI K T D RIEZ M & LTV ENTONT, &
KRIROBER DR T IT7R B 720,

4, When assessing whether consent is freely given, utmost account shall be taken of whether, inter alia, the

performance of a contract, including the provision of a service, is conditional on consent to the processing of
personal data that is not necessary for the performance of that contract.
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Article 8 Conditions applicable to child's consent in relation to information society services
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1. Where point (a) of Article 6(1) applies, in relation to the offer of information society services directly to a
child, the processing of the personal data of a child shall be lawful where the child is at least 16 years old. Where the

child is below the age of 16 years, such processing shall be lawful only if and to the extent that consent is given or
authorised by the holder of parental responsibility over the child.
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Member States may provide by law for a lower age for those purposes provided that such lower age is not below 13
years.
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2. The controller shall make reasonable efforts to verify in such cases that consent is given or authorised by
the holder of parental responsibility over the child, taking into consideration available technology.
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3. Paragraph 1 shall not affect the general contract law of Member States such as the rules on the validity,
formation or effect of a contract in relation to a child.
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Article 9 Processing of special categories of personal data
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1. Processing of personal data revealing racial or ethnic origin, political opinions, religious or philosophical
beliefs, or trade-union membership, and the processing of genetic data, biometric data for the purpose of uniquely
identifying a natural person, data concerning health or data concerning a natural person's sex life or sexual
orientation shall be prohibited.
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2. Paragraph 1 shall not apply if one of the following applies:
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(a) the data subject has given explicit consent to the processing of those personal data for one or more

specified purposes, except where Union or Member State law provide that the prohibition referred to in
paragraph 1 may not be lifted by the data subject;
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(b) processing is necessary for the purposes of carrying out the obligations and exercising specific
rights of the controller or of the data subject in the field of employment and social security and social
protection law in so far as it is authorised by Union or Member State law or a collective agreement pursuant
to Member State law providing for appropriate safeguards for the fundamental rights and the interests of the
data subject;
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(c) processing is necessary to protect the vital interests of the data subject or of another natural person
where the data subject is physically or legally incapable of giving consent;
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(d) processing is carried out in the course of its legitimate activities with appropriate safeguards by a
foundation, association or any other not-for-profit body with a political, philosophical, religious or trade-
union aim and on condition that the processing relates solely to the members or to former members of the
body or to persons who have regular contact with it in connection with its purposes and that the personal

data are not disclosed outside that body without the consent of the data subjects;
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(e) processing relates to personal data which are manifestly made public by the data subject;
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) processing is necessary for the establishment, exercise or defence of legal claims or whenever
courts are acting in their judicial capacity;
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(9) processing is necessary for reasons of substantial public interest, on the basis of Union or Member
State law which shall be proportionate to the aim pursued, respect the essence of the right to data protection
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and provide for suitable and specific measures to safeguard the fundamental rights and the interests of the
data subject;
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(h) processing is necessary for the purposes of preventive or occupational medicine, for the assessment
of the working capacity of the employee, medical diagnosis, the provision of health or social care or
treatment or the management of health or social care systems and services on the basis of Union or Member

State law or pursuant to contract with a health professional and subject to the conditions and safeguards
referred to in paragraph 3;
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(i) processing is necessary for reasons of public interest in the area of public health, such as protecting
against serious cross-border threats to health or ensuring high standards of quality and safety of health care
and of medicinal products or medical devices, on the basis of Union or Member State law which provides
for suitable and specific measures to safeguard the rights and freedoms of the data subject, in particular
professional secrecy; or
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@) processing is necessary for archiving purposes in the public interest, scientific or historical research
purposes or statistical purposes in accordance with Article 89(1) based on Union or Member State law
which shall be proportionate to the aim pursued, respect the essence of the right to data protection and
provide for suitable and specific measures to safeguard the fundamental rights and the interests of the data
subject.
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3. Personal data referred to in paragraph 1 may be processed for the purposes referred to in point (h) of
paragraph 2 when those data are processed by or under the responsibility of a professional subject to the obligation
of professional secrecy under Union or Member State law or rules established by national competent bodies or by

another person also subject to an obligation of secrecy under Union or Member State law or rules established by
national competent bodies.

MMBEEZ, BIRZEZD, BT —%, £ERT7T—F UIMEREICET 27 — 2 1IT6R 28I ELUE 2
HERFUTBEAT 52N TE D,

4. Member States may maintain or introduce further conditions, including limitations, with regard to the
processing of genetic data, biometric data or data concerning health.
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Article 10 Processing of personal data relating to criminal convictions and offences
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Processing of personal data relating to criminal convictions and offences or related security measures based on Article 6(1)
shall be carried out only under the control of official authority or when the processing is authorised by Union or Member

State law providing for appropriate safeguards for the rights and freedoms of data subjects. Any comprehensive register of
criminal convictions shall be kept only under the control of official authority.
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Article 11 Processing which does not require identification
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1. If the purposes for which a controller processes personal data do not or do no longer require the

identification of a data subject by the controller, the controller shall not be obliged to maintain, acquire or process
additional information in order to identify the data subject for the sole purpose of complying with this Regulation.
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2. Where, in cases referred to in paragraph 1 of this Article, the controller is able to demonstrate that it is not
in a position to identify the data subject, the controller shall inform the data subject accordingly, if possible. In such

cases, Articles 15 to 20 shall not apply except where the data subject, for the purpose of exercising his or her rights
under those articles, provides additional information enabling his or her identification.
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CHAPTER 111 RIGHTS OF THE DATA SUBJECT

F1H BHEKROFRK
SECTION 1 TRANSPARENCY AND MODALITIES
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Article 12 Transparent information, communication and modalities for the exercise of the rights of the data
subject
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1. The controller shall take appropriate measures to provide any information referred to in Articles 13 and 14
and any communication under Articles 15 to 22 and 34 relating to processing to the data subject in a concise,
transparent, intelligible and easily accessible form, using clear and plain language, in particular for any information
addressed specifically to a child. The information shall be provided in writing, or by other means, including, where

appropriate, by electronic means. When requested by the data subject, the information may be provided orally,
provided that the identity of the data subject is proven by other means.
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2. The controller shall facilitate the exercise of data subject rights under Articles 15 to 22. In the cases referred
to in Article 11(2), the controller shall not refuse to act on the request of the data subject for exercising his or her
rights under Articles 15 to 22, unless the controller demonstrates that it is not in a position to identify the data
subject.
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3. The controller shall provide information on action taken on a request under Articles 15 to 22 to the data
subject without undue delay and in any event within one month of receipt of the request. That period may be
extended by two further months where necessary, taking into account the complexity and number of the requests.
The controller shall inform the data subject of any such extension within one month of receipt of the request,
together with the reasons for the delay. Where the data subject makes the request by electronic form means, the
information shall be provided by electronic means where possible, unless otherwise requested by the data subject.
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4, If the controller does not take action on the request of the data subject, the controller shall inform the data

subject without delay and at the latest within one month of receipt of the request of the reasons for not taking action
and on the possibility of lodging a complaint with a supervisory authority and seeking a judicial remedy.
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5. Information provided under Articles 13 and 14 and any communication and any actions taken under Articles

15 to 22 and 34 shall be provided free of charge. Where requests from a data subject are manifestly unfounded or
excessive, in particular because of their repetitive character, the controller may either:
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(a) charge a reasonable fee taking into account the administrative costs of providing the information or
communication or taking the action requested; or
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(b) refuse to act on the request.
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The controller shall bear the burden of demonstrating the manifestly unfounded or excessive character of the request.

BUGERETDH LR, BHEIX, BILENOE 2 LTEDLIEREITIARADOS
TIZET 2 B ARR AR OLE. BEEIL. T X EEOH T E M ND D OIS EBIND
WO ZZERT D ZENTE D,

6. Without prejudice to Article 11, where the controller has reasonable doubts concerning the identity of the

natural person making the request referred to in Articles 15 to 21, the controller may request the provision of
additional information necessary to confirm the identity of the data subject.

5513 R KOV 14 RICHEVWT — Z FRICIREE S N D #IT. BRI TO 5 BV o B
BaRG IR TE, B LT < oRMICHFTE 2 HETRIET 2720, kI n:
Mgl o A GO TR ST L, KEL S EFIICREE SN D58 13T T
RITULIR BV,

7. The information to be provided to data subjects pursuant to Articles 13 and 14 may be provided in
combination with standardised icons in order to give in an easily visible, intelligible and clearly legible manner a

meaningful overview of the intended processing. Where the icons are presented electronically they shall be
machine-readable.

BONZEBRIE, BB ASIC & > TR S DR A CIERE L S W MIERE 5 2184 57200
FzRETL2HT, B RRJILDBEATHERIRT DT OOMERB G2 6N b D LT

2
8. The Commission shall be empowered to adopt delegated acts in accordance with Article 92 for the purpose
of determining the information to be presented by the icons and the procedures for providing standardised icons.
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F2H FBREWMEANT—F~DT 7 ER
SECTION 2 INFORMATION AND ACCESS TO PERSONAL DATA

FI3F T=F TP OMIN T — 5 ZIREE TSGR S 15

Article 13 Information to be provided where personal data are collected from the data subject

T BRI LEANT =2 BT =2 ERPOIES NS %HE, BHER, AT —2 200G
TOHRE. T EERICKIBT 5T X TOFRERET 26D LT 5,

1. Where personal data relating to a data subject are collected from the data subject, the controller shall, at the
time when personal data are obtained, provide the data subject with all of the following information:

(a) EHHEOI TR UFHIIOERL, AT 256, BHEEORIEA,
(a) the identity and the contact details of the controller and, where applicable, of the controller's
representative;

(b) FEMTDHEE. T X IREL T o ORI ERE L,
(b) the contact details of the data protection officer, where applicable;

() EMINEAT—Z OBV, KOBHO OERRIL,
(c) the purposes of the processing for which the personal data are intended as well as the legal basis for
the processing;

d)  HEROVE 6 KB LHO) ZICES<GE, BHEANIHE ="AICL > TROLNHIES 2

R,
(d) where the processing is based on point () of Article 6(1), the legitimate interests pursued by the
controller or by a third party;

() bLHD2bIE, BEEXIIEAT —2 OHEFE O,

(e) the recipients or categories of recipients of the personal data, if any;

()  ZAET2H0. BHEMIANT —Z OBEEZ BT 55 —EA U I ZEBSHH R ORI
ZER LD FoMREDFES L IIAAEICET 2992, SUTEE 46 595 L < I35
4725, L <UEER 49 556 1 R B TIE YD 2 BHRIRIUIC IV T, U L < IddiE etk
R R OMANT — 2 OER A TG T 2 HEE L EEAT — 2 B3R HATREIC 722 D &
(B R
) where applicable, the fact that the controller intends to transfer personal data to a third country or
international organisation and the existence or absence of an adequacy decision by the Commission, or in
the case of transfers referred to in Article 46 or 47, or the second subparagraph of Article 49(1), reference to

the appropriate or suitable safeguards and the means by which to obtain a copy of them or where they have
been made available.

FLIHTEDDERITMZ, FHE X, WAT— 22T 28, AETEHMED H 2 By
ERET D700, 7 — % ERICRIZE T 2 BB MR ARt T2 b0 L35,

2. In addition to the information referred to in paragraph 1, the controller shall, at the time when personal data
are obtained, provide the data subject with the following further information necessary to ensure fair and transparent
processing:
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(@ AT —ZBREINDHIM, b LAFARETH L2 0I1E, MMM ERET DI
DAL D HAE,
(a) the period for which the personal data will be stored, or if that is not possible, the criteria used to
determine that period;

(b) EEEICHLEANT —Z~OT 7 A FIIEXTHE, 7—F ROV TOREND
HIRR 2 Bk T DR, SUTY B OC AR IRE B LT ORI & & bic, T—F R —%
v YT — ORI DAFE,
(b) the existence of the right to request from the controller access to and rectification or erasure of

personal data or restriction of processing concerning the data subject or to object to processing as well as
the right to data portability;

() BBV E 6 &5 1 IH(a) s XITHE 9 &R 2 H(a) IO K BE . MERTORIEICEES<
WP 525 2 L7 LIS, WO TLIEE Z#E+ 2R O1FE,
(c) where the processing is based on point (a) of Article 6(1) or point (a) of Article 9(2), the existence
of the right to withdraw consent at any time, without affecting the lawfulness of processing based on
consent before its withdrawal;

(d)  EEEHEBIICAIRZ B LS T 2 HER,

(d) the right to lodge a complaint with a supervisory authority;

() AT —F DN ES IR LB U AT 2 OICLEREETH
HIED, BT — X BRICENT — 2 OO FEN B 5 0G0, WY H%T —F
REORIBITIZLVEZ VG DR,

(e) whether the provision of personal data is a statutory or contractual requirement, or a requirement

necessary to enter into a contract, as well as whether the data subject is obliged to provide the personal data
and of the possible consequences of failure to provide such data;

) TeTrA VT EED B 2255 1EKOE 4HTED D BEL Sz BERED
e, 27 b ZD XD RPN T, BET 2RI HOVWTERD D 1E®R, 7—
Z FARICET 2 Y BR OO BE L OTH S5 kR,
) the existence of automated decision-making, including profiling, referred to in Article 22(1) and (4)

and, at least in those cases, meaningful information about the logic involved, as well as the significance and
the envisaged consequences of such processing for the data subject.

EANT — 2 BIE S BRLISAN O BRI TEAT —# ZBINAICERE 5 2 & 2 EHE N EMT
D%a. EHEFEILLZMOAICET OERLAOE 2HTED L L) RHLDLEENDH 5
BB SR 2 BN ERBA e SN DRNS T — 2 ERICRME LR T E R 57220,

3. Where the controller intends to further process the personal data for a purpose other than that for which the

personal data were collected, the controller shall provide the data subject prior to that further processing with
information on that other purpose and with any relevant further information as referred to in paragraph 2.

FLHE, FH2HEKOFE IHL, 7 —F EERBPT TITHEREFTEF L TV DLIGEICRY | @S
R0,
4. Paragraphs 1, 2 and 3 shall not apply where and insofar as the data subject already has the information.
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Fl4 5 T EEDPSMN T —F F G LRGN RS S TR
Article 14 Information to be provided where personal data have not been obtained from the data subject

AT =2 N7 =2 EERPSIGESNRVGS, EHE TRICET 2 HHE 7 — 7 Bkt
LR IEe B 720,

1. Where personal data have not been obtained from the data subject, the controller shall provide the data
subject with the following information:

(a) EHEOSICMUOFHAIOERL, b LHD b, FHEORIA,

©) the identity and the contact details of the controller and, if any, of the controller's representative;

(b) ZUTLEE. T HRES T 4 T — ORI ERS SE
(b) the contact details of the data protection officer, where applicable;

() EBRINZEAT—ZOBRWVAR, KOO OERRIL,
(c) the purposes of the processing for which the personal data are intended as well as the legal basis for
the processing;

d)  BET L EAT—Z O,

(d) the categories of personal data concerned;

(€  HUT A, BUEE UL AT — 2 DRUFH ORI,
(e) the recipients or categories of recipients of the personal data, where applicable;

)  ZAET 256, BHENMIANT -2 OBEZ BT 55 ZFH U I ZE BRI ORON
ZERCE D T OMEREDOAEICET 5 HE, ST 46 K7 L ITH 475, FLLIF
55 49 558 L TR BECED DB IS IV T, B U < 13 1B 72 PR R & K OME A
7 — 2 O ZTAFT 2 HIEE L TEANT —F BRI ATREIZ 722 2 SR I B3 5 1 e
) where applicable, that the controller intends to transfer personal data to a recipient in a third country
or international organisation and the existence or absence of an adequacy decision by the Commission, or in
the case of transfers referred to in Article 46 or 47, or the second subparagraph of Article 49(1), reference to
the appropriate or suitable safeguards and the means to obtain a copy of them or where they have been made
available.

FLHTEDDHERITMZ, FHE X, 77— ERICEEST 2 AETERAMED & 5 B\ 2
AET D 72 DI BERIRICHT DM AT — 2 FRICRET 2 b0 & T2,

2. In addition to the information referred to in paragraph 1, the controller shall provide the data subject with
the following information necessary to ensure fair and transparent processing in respect of the data subject:

(@ BWAT—ZREFESNLIHIE, b LARATRETH L2722 61X, LM 2 RET 5 DI
b o FLE,
(a) the period for which the personal data will be stored, or if that is not possible, the criteria used to
determine that period;

(b)  HUERWSE 6 SR LIH() S ES < GE, BHA NIHE AL > TROLNDHIESH 2

PAIEAS
(b) where the processing is based on point (f) of Article 6(1), the legitimate interests pursued by the
controller or by a third party;
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(©)

(d)

(€)

()

(9)

EBHRFIII MBEANT —Z~OT 72 A, FTEXTHEE, 7—F FRIZOWVTORHE WO
HlPR A Bk 3 MR USRS AR Z B LS THMHERI L L BT, T —F AR —4
v T o — ORI DIFLE,

(c) the existence of the right to request from the controller access to and rectification or erasure of

personal data or restriction of processing concerning the data subject and to object to processing as well as
the right to data portability;

RN 6 555 1 HH () 5 SUEE 9 456 2 HH(a) 5 I O < Hh . WEIRTORIEIZHE-S<
WERBIRNC A 522 2 7 LI, WO TbIEEZRUE3 2R OFFE,

(d) where processing is based on point (a) of Article 6(1) or point (a) of Article 9(2), the existence of
the right to withdraw consent at any time, without affecting the lawfulness of processing based on consent
before its withdrawal,

BB BB IS ANk &2 B L AL T D4R,

(e) the right to lodge a complaint with a supervisory authority;

AT =2 RNFELIERR, b LETUIELIRBIT, —MROAALRT 7 EATEDE
WD RKTZ S D TH DINED,

® from which source the personal data originate, and if applicable, whether it came from publicly
accessible sources;

TaT7 AV T ), 522 55 1HEKOGR 4 TED S BEE S BRI E O
AL, D7 L b 2D L5 RPN T, BT 25ROV TERD 2 1HH. 7—
A ERICEET 2 UV OBER L OTFH SN D FER,

(9) the existence of automated decision-making, including profiling, referred to in Article 22(1) and (4)

and, at least in those cases, meaningful information about the logic involved, as well as the significance and
the envisaged consequences of such processing for the data subject.

BEEH I LHE O 2 HTED 2 1FMa kI T 2R ICREET 2 b0 L35,

3.

(@)

(b)

(©)

The controller shall provide the information referred to in paragraphs 1 and 2:

AT — 5 3 b 5 BRI Z B8 L, BAT — ¥ ORGSO mIA, 7
L. L b 10 AL,

(a) within a reasonable period after obtaining the personal data, but at the latest within one month,
having regard to the specific circumstances in which the personal data are processed;

ENT — 2N T — & FRICHEEZ WD 2o fEbi s 72 51X, B &b Y ERICHD
TG U 7Ry,

(b) if the personal data are to be used for communication with the data subject, at the latest at the time
of the first communication to that data subject; or

HOEIFE DB TR SN 572561 F, B EBMEAT =2 B39O RSN S
R Ao

(c) if a disclosure to another recipient is envisaged, at the latest when the personal data are first
disclosed.
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EHEMNMANT — 2 201G L2 BRLSN O BB TREAT — 2 2 BIMHICERE 5 2 & 2 BT 5
Ba, EEFIILAEMOBNICET AEREOE 2HTED D L) b b MO H 5B
NG R 2 BN B O3 72 ST DRI T — & BRI L 2T X2 o7,

4, Where the controller intends to further process the personal data for a purpose other than that for which the

personal data were obtained, the controller shall provide the data subject prior to that further processing with
information on that other purpose and with any relevant further information as referred to in paragraph 2.

LD D A BFITRICHET 2 W08 H S g,
5. Paragraphs 1 to 4 shall not apply where and insofar as:

@ T EEST I ERE T LTV A5 E,

(a) the data subject already has the information;

(b) HEHROBENARETH L2, H L ATBEORNEZ M S Ha, FIZALORIZED BT,
BEroE U < RESEAOATZE B B SO EHRERT B BRI BT 2 B, 72720, 25 89 k%
LIETED DR M OREHEIZIE > TV DD, UIAREKE LEHTED D JBE N FE T
ELONTRWE L IFSFEBRBO O AR DO ZER P ER DAL HEICRD, DX 57
B BEHEIR, FICEBREAREAFLEDL LT 22 L2880, 7% EROHEFR]
S OE B N IEYS 2RI O 72 DI etk 2 & 2 b D LT 5,

(b) the provision of such information proves impossible or would involve a disproportionate effort, in
particular for processing for archiving purposes in the public interest, scientific or historical research
purposes or statistical purposes, subject to the conditions and safeguards referred to in Article 89(1) or in so
far as the obligation referred to in paragraph 1 of this Article is likely to render impossible or seriously
impair the achievement of the objectives of that processing. In such cases the controller shall take

appropriate measures to protect the data subject's rights and freedoms and legitimate interests, including
making the information publicly available;

() WS XIIBIRD, 7 —F EEROIES RS 2R T 2720 D@L 2t WA HE L TV D
EHENRT 5 EUIEIIMMBEOEMNIEIC L > THBICHE SN T D55,
(c) obtaining or disclosure is expressly laid down by Union or Member State law to which the
controller is subject and which provides appropriate measures to protect the data subject's legitimate
interests; or

d) WAT—FPEEOEETHLNELG, KEL, ETOTREBZ D, EUEXIX
MMBEENC K > THE SN TV AIE EOSFRIEB ICIRT 5,
(d) where the personal data must remain confidential subject to an obligation of professional secrecy
regulated by Union or Member State law, including a statutory obligation of secrecy.

FHI5F FT—FFHhDOT 2t XfE
Article 15 Right of access by the data subject

T2 BRI, BHE NS LHET —F BRICET DEANT —Z ZHY oo T D IE )RS
BOMRZE DG, O H->TWLIGE, AT —% ROWKIZHET 2HWICT 7 & 23 5R %
o,

1. The data subject shall have the right to obtain from the controller confirmation as to whether or not personal

data concerning him or her are being processed, and where that is the case, access to the personal data and the
following information:
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(@) Bk o B,

©) the purposes of the processing;

(b) B DEANT — 5 ORI,

(b) the categories of personal data concerned;

(€  BAT—FDBHR SN UIBIR SN D PEORGE ILIGE O, FrICHE =0
B3 X E RS
(c) the recipients or categories of recipient to whom the personal data have been or will be disclosed, in
particular recipients in third countries or international organisations;

(d) FETHLIRHIE, AT —2BRFIND TEHM, RATRETH L7251, Hikif
DOBPTENZHN B AL D HHE,
(d) where possible, the envisaged period for which the personal data will be stored, or, if not possible,
the criteria used to determine that period;

() EHHEIIKHULMAT —F~OFTIELE LITHE, 7—F EERICHT 2EAT — % OHik
WORIPRZ ZRF DHER] SUTHREBAR NS AR 2 B LSL TSR] DAL,

(e) the existence of the right to request from the controller rectification or erasure of personal data or
restriction of processing of personal data concerning the data subject or to object to such processing;

() EEEHBAICAARZ LA T 2 HER,

() the right to lodge a complaint with a supervisory authority;

(@ AT —=ZRT =2 EENLESNRNGE, AT — % OERIFIZEET 5 AF AR
SRS
(9) where the personal data are not collected from the data subject, any available information as to their
source;

(hy 777400 7%, FEREFELEROEAHETED S HEb S ERBRED
F1E, e L b 2D L) RRWICENT, BHETLBmICOVWTERD HER. 7—
H FARIZEE T 2 Y RO OB R E TRl S 5 55,
(h) the existence of automated decision-making, including profiling, referred to in Article 22(1) and (4)

and, at least in those cases, meaningful information about the logic involved, as well as the significance and
the envisaged consequences of such processing for the data subject.

N7 — & 238 —[E SO EBMEMIC B SN D 56, 7 — % BRIIBERICE LT 46 5RICit
W) 22 PR E A A SN O MR 2 RO b D &5,

2. Where personal data are transferred to a third country or to an international organisation, the data subject
shall have the right to be informed of the appropriate safeguards pursuant to Article 46 relating to the transfer.

EHE TN Z T TV LEAT =2 ol 2R td 2 b0 L35, 7—2EEKICE->THE
Kb b HBMAERICE LT, BEFIIERE HICESZREICR 5 R WREDO T
BHAUT 52 LinT& D, T—F ERPEFHFRICE > TERT GG, 7 —F EEKICE
HERDIEWGEAEZRRE, FRITBRNICHVSNSETHRECRE SN LD LT 5,
3. The controller shall provide a copy of the personal data undergoing processing. For any further copies
requested by the data subject, the controller may charge a reasonable fee based on administrative costs. Where the

data subject makes the request by electronic means, and unless otherwise requested by the data subject, the
information shall be provided in a commonly used electronic form.
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4.

2 3IHTIE 9 2 HRIG ORI IME OHERM K O H RIS AR 2 KIE LTI 6720,

4,
others.

The right to obtain a copy referred to in paragraph 3 shall not adversely affect the rights and freedoms of
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FI3H FTERWHEZE
SECTION 3 RECTIFICATION AND ERASURE

F16 5 FTIEDHER]
Article 16 Right to rectification

T—Z ERITYET — 2 ERICET DR EMREAT — 2OV TEBREICASIZERT 5 2 &<
AIESELHERNZRS>b D LT 5, BRVORMNEZZE L, BMORLRZRETD L0 FREZD,
T =S EREIARTERRMEANT —F 2 72T DR 2 FobD &5,

The data subject shall have the right to obtain from the controller without undue delay the rectification of inaccurate personal
data concerning him or her. Taking into account the purposes of the processing, the data subject shall have the right to have
incomplete personal data completed, including by means of providing a supplementary statement.

F17F THEDHEF (5505 HEF))
Article 17 Right to erasure (‘right to be forgotten")

1. T BRI LET —F EERICEAT AT — X IOV TERFICRYITERT 52 L7 <H
ESELHRZFFOb D LT 5, BHEZ, WIHBTL2RILONTNIPEH S D56,
NT—=F 2 RYICBHT LI ERHETLIEB A D LT 5,

1. The data subject shall have the right to obtain from the controller the erasure of personal data concerning

him or her without undue delay and the controller shall have the obligation to erase personal data without undue
delay where one of the following grounds applies:

€) A AT — & DSEE S 7= 3T ZE OB O BRIIZBE LT, YEEAT — X B HIiEeH0
CEPANA ZRE
(a) the personal data are no longer necessary in relation to the purposes for which they were collected
or otherwise processed;

(b) T TN, 6L 1T (@) 5 IEE 9 R 2 H(a) 5 K 2 REICHES S Bk o fF
BafEl L, 2Bl OIS U TUOIERIARIA W56,
(b) the data subject withdraws consent on which the processing is based according to point (a) of
Article 6(1), or point (a) of Article 9(2), and where there is no other legal ground for the processing;

() T—FEEN, F2ARFLHEIZLY RREHFILT, DOBIRWICE L TEET D1EH
AL T2V, UXT — % ERME 21 55 2 THIZ L W RIRE B L CH54,
(©) the data subject objects to the processing pursuant to Article 21(1) and there are no overriding
legitimate grounds for the processing, or the data subject objects to the processing pursuant to Article 21(2);

(d) AT —FZBRECE Fb =54,

(d) the personal data have been unlawfully processed;

() MEAT—Zn, BEHENED ~&E EUEIINEEOEWNIEIC I T 5 IERIFH DOREF O
TOHESINRITNITR B VEE,
(e) the personal data have to be erased for compliance with a legal obligation in Union or Member State law
to which the controller is subject;
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() WEAT =225 8 KW LHTED DAt — e 2O L TIEES G A,
(f) the personal data have been collected in relation to the offer of information society services referred to in
Acrticle 8(1).

EHENMINT =22 AL TEY, BLEICLDZBEAT —FE2HETLIRELAOSLE. £
OERF L, P ARERBIRR OFEMOBEMEBE L. BT —Z 200 o TW L EH
FHIBILT = FERPAEBANT =2 Db b9 5 ) 7 da v —5H L UIEROEEZZR
LTW2 BEZ@MT 27012, BINHELZGOAENFREL L O RTER LR,

2. Where the controller has made the personal data public and is obliged pursuant to paragraph 1 to erase the
personal data, the controller, taking account of available technology and the cost of implementation, shall take
reasonable steps, including technical measures, to inform controllers which are processing the personal data that the

data subject has requested the erasure by such controllers of any links to, or copy or replication of, those personal
data.

B LEK O 2 1L, BHROARIZHEIT 2 W TN EZRGE, EH IR,
3. Paragraphs 1 and 2 shall not apply to the extent that processing is necessary:

(@)  FIHKLOIEFRO B HOMER OITHEIZ LB G5,

(a) for exercising the right of freedom of expression and information;

(b) AEBENED EUBEE L <IZMBEEOENIEC X > THRBOWAZER S T0h 2B RS
ST D DICHE RS, XITALORIZRR L B BEIZEH 2 b IV RHER DT
EDTZDIATON L B DETICHE IR 6,

(b) for compliance with a legal obligation which requires processing by Union or Member State law to

which the controller is subject or for the performance of a task carried out in the public interest or in the
exercise of official authority vested in the controller;

(€)  HIKRFE2HMN)FIWZ()F. KOHE IRE 3HIZLY . AREEDFEIZE T 5048
DOFNIED T2 DI B GE
(©) for reasons of public interest in the area of public health in accordance with points (h) and (i) of
Acrticle 9(2) as well as Article 9(3);

(d) ZEBIFHE1IICLY, NLOFRED HAY, BHaagd L TR AMFSE B /9 SUIHEH
DL D T2 DITHFHR WSS A, 72720, FLHETED DMHEFDERTEE H I
IRV IT RN O B OZE B DI 2 55T IR D,
(d) for archiving purposes in the public interest, scientific or historical research purposes or statistical

purposes in accordance with Article 89(1) in so far as the right referred to in paragraph 1 is likely to render
impossible or seriously impair the achievement of the objectives of that processing; or

()  IERYTSRIFOSLEE, {THUITICHE LG E,

(e) for the establishment, exercise or defence of legal claims.

H I8 F IR HROHEF

Article 18 Right to restriction of processing

F—H ERIT, WICBIT2FEO—OTH Y TTE LA, EHEICHEIRVOHIIRZ S8 5
Fz o,
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1. The data subject shall have the right to obtain from the controller restriction of processing where one of the
following applies:

(@ EHENMINT — 2 OEMEEZRAETE WA T, 7= FEERIZL > TEAT—ZD
IEMEMEIC AR B LAZ T B 6,
(a) the accuracy of the personal data is contested by the data subject, for a period enabling the
controller to verify the accuracy of the personal data;

(b)  BHRWREETHY ., T—F EEDB, AT —Z OHEEIILOFT 2 b 00, FIHOHIR
ZERT D56,
(b) the processing is unlawful and the data subject opposes the erasure of the personal data and requests
the restriction of their use instead,;

() EHHEDPBHBOOBMICELBEAT =2 % HIT00NE L LRV, ERFERRFONGE,
ITRESUTHF D T2 DI T — 2 FARIZ Lo TER S 7256,
(c) the controller no longer needs the personal data for the purposes of the processing, but they are
required by the data subject for the establishment, exercise or defence of legal claims;

(d)  EEREOERILA T — & EERO FRITESE T 2 0 EDOREENRIREREIZ, 7 —F F
(R385 21 555 1TEIC L 0 B DS AR Z B LSE Te g6,
(d) the data subject has objected to processing pursuant to Article 21(1) pending the verification
whether the legitimate grounds of the controller override those of the data subject.

LHICESE RO BHIR S e, UEMAT — 213, RFERET —F FEROFEIC
ES LD IENERIFONGE, 1T L <IFFR o) Ao BN L <ITiEANOHEF
ERHET D0, HLLIFEUSE L IINMEEOBEER2AEOFIED 720 2 IZHR Y Hbh 7z
TR 5720,

2. Where processing has been restricted under paragraph 1, such personal data shall, with the exception of
storage, only be processed with the data subject's consent or for the establishment, exercise or defence of legal

claims or for the protection of the rights of another natural or legal person or for reasons of important public interest
of the Union or of a Member State.

B LHIZ LY BBV ORIREZ ZRT 57 — 2 ERIT, BV OHIREER S 281, EHE
IZEkoTEmMmENLbDET 5,

3. A data subject who has obtained restriction of processing pursuant to paragraph 1 shall be informed by the
controller before the restriction of processing is lifted.

H19F MIN T =X DFTIEE LU < VLIHEXIZIRBL D FIRIC BT TS 1265

Avrticle 19 Notification obligation regarding rectification or erasure of personal data or restriction of processing

BHAEIIFE 165K, BUTRIEROFE I8 RICLVFETEN, HOWLBAT—FOFTER LT
HEUTER N DHIFRIZHON T, AT —Z BRSNS BEHIT, AATRETH 2058 L <1l
DINEEZ O HHzRE, EXRTD2b0 L5, BHEIX, 7 —F ERNERT L6, YEIEHE
IZOWNWTT —F ERICHINT 2 HD LT D,

The controller shall communicate any rectification or erasure of personal data or restriction of processing carried out in
accordance with Articles 16, 17(1) and 18 to each recipient to whom the personal data have been disclosed, unless this

proves impossible or involves disproportionate effort. The controller shall inform the data subject about those recipients if
the data subject requests it.
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F20F F—HRN—sE VT —DHEF
Article 20 Right to data portability

T—H ERIT, UiET — X EEPEIREFICREE LN T — 2 ERICEAT A EAT —ZIZon
T, Mg, —MAICRIE SV THIED & AT CZ T A HERR S Y | Yi%T — X
. AT —Z PRE SN HE O ER LIC, hOBEBHEIIBITT MRS 5, 72721,
RIHGT 5B IR D,

1. The data subject shall have the right to receive the personal data concerning him or her, which he or she has
provided to a controller, in a structured, commonly used and machine-readable format and have the right to transmit

those data to another controller without hindrance from the controller to which the personal data have been provided,
where:

(@) R3S 6 555 1 H(a) 5 SUEER 9 &-5F 2 H(a) I K D RIEICHES S, BH65E 1H
O) T L DZNESGAETHY . o
©) the processing is based on consent pursuant to point (a) of Article 6(1) or point (a) of Article 9(2) or
on a contract pursuant to point (b) of Article 6(1); and

(b) BV HBEMES NI FETEITSIA TS 5EA,

(b) the processing is carried out by automated means.

BLIBICKL VYT — X EROT — 2 R—2 )7 4 —OHFMTEIND5GE, 77— EK
X, HIRBICIATRRE Ch D72 bIX, AT — & Z HENICERE D O MOEBRE ITBIT S
LHERN DN %

2. In exercising his or her right to data portability pursuant to paragraph 1, the data subject shall have the right
to have the personal data transmitted directly from one controller to another, where technically feasible.

REHE LI TED DHEFNTTEEILER 17 ROMAZRHE LRV DO LT 5, SiZHERITRE I
NALOFIZE ITEHFIZE 2 DT AHREROITED 72 OITAT oI 5 BT BB e il
WA L7euy,

3. The exercise of the right referred to in paragraph 1 of this Article shall be without prejudice to Article 17.

That right shall not apply to processing necessary for the performance of a task carried out in the public interest or in
the exercise of official authority vested in the controller.

F L TED DR, M OHER K OV H IS AR 2B e 5 2 T3 by,
4.

The right referred to in paragraph 1 shall not adversely affect the rights and freedoms of others.
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SECTION 4 RIGHT TO OBJECT AND AUTOMATED INDIVIDUAL DECISION-MAKING

F21 5 FZFrEz SHER
Article 21 Right to object

T2 TR, YT X EEROENENORDUCET 2B AR L LT, 556 55 1 H(e)
FXIEFOFIZESIL T a7 7 AV U T2 E0RYHUAHEERILE LB BT 2lAT—2 0
BT LT, WO THREEE 2 DM EAT 2, WEEIL, 7—F EEROFIE, HERK
O H BB T 2BV 072 o 0, SUTENTRFFONEE, 1T L <I3HroizooxE Ll
STEESZRIRITH D Z L 2RI RVIRY | BITRBEAT —F 2O Ho> TIRD R0,

1. The data subject shall have the right to object, on grounds relating to his or her particular situation, at any
time to processing of personal data concerning him or her which is based on points (e) or (f) of Article 6(1),
including profiling based on those provisions. The controller shall no longer process the personal data unless the
controller demonstrates compelling legitimate grounds for the processing which override the interests, rights and
freedoms of the data subject or for the establishment, exercise or defence of legal claims.

ANT—2RNEA VT h~—0T 4 VT DRI bbb 726X, 77— % BRIL, Yi%~
=TT 4T DODHET —F FERICEATLZBEAT —F ORI H LT, WO THEFEE
WEX DMERIZFFD, YA AV b~—TT o TRIENO T a7 7 A4 ) T EE T,

2. Where personal data are processed for direct marketing purposes, the data subject shall have the right to

object at any time to processing of personal data concerning him or her for such marketing, which includes profiling
to the extent that it is related to such direct marketing.

T—=EEERKRLA VI b~—TT 4 T ORRDO D OBHRNCEFZLBZ D256, AT —
XA ER TR P TER B R0,

3. Where the data subject objects to processing for direct marketing purposes, the personal data shall no longer
be processed for such purposes.

EL &b T —F BERICHD TBET DA T, 8 LK O 2 T TED 2RI T —#
FEROFTEEZME L, BRIt o@ e & 130 S TR S e il 57220,
4. At the latest at the time of the first communication with the data subject, the right referred to in paragraphs 1

and 2 shall be explicitly brought to the attention of the data subject and shall be presented clearly and separately
from any other information.

WAL — 2AOFI I L Tix, 54 2002/58/EC (223 B3, 7 — & FRIE, Hifi
R E AW BEME SN FRICE - T BT — 2 EROREB LB DM 21T 252 &
MNTED,

5. In the context of the use of information society services, and notwithstanding Directive 2002/58/EC, the
data subject may exercise his or her right to object by automated means using technical specifications.

B N7 — 2 2355 89 -5 1 THIC & 0 BR2Aas L VRS ROIFSE O B A U EHEET B BRI D 72 9D 12 B
VRN LGE, T — 2 ERIE, HET X EROENENORMICEAT S A ARILE LT,
DFEORZED T2 DITAT DN D FEHEAT LRI N TIZARWIRY | 547 —F EERICET 2
TENT — 2 OHAR M 2 T8 2 5 W & £,

6. Where personal data are processed for scientific or historical research purposes or statistical purposes
pursuant to Article 89(1), the data subject, on grounds relating to his or her particular situation, shall have the right

to object to processing of personal data concerning him or her, unless the processing is necessary for the
performance of a task carried out for reasons of public interest.
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Article 22 Automated individual decision-making, including profiling

1.

T—HERIE, BT X EERICETDIERNDIRE L 5T XIIYEET — ¥ ERICFEEOE
K BE b0 7u 7740 7 EOBEMEINTZER OO BIZIESWNTZPEITHR L2
VR 2 FF o,

1. The data subject shall have the right not to be subject to a decision based solely on automated processing,
including profiling, which produces legal effects concerning him or her or similarly significantly affects him or her.

51 HIIRIZIIT 2 WO P EIZITEH S e,
2. Paragraph 1 shall not apply if the decision:

@ T HERE T XEHEMOZGR, UIBITICRIERRE,
©) is necessary for entering into, or performance of, a contract between the data subject and a data
controller;

(b) T —F EROMHER R OE BN IE Y e Fis 2 R T 5 7o OO R %R N E b
EERERE D EUIEUIINEE O ENIEIC L - TR b kiE,
(b) is authorised by Union or Member State law to which the controller is subject and which also lays
down suitable measures to safeguard the data subject's rights and freedoms and legitimate interests; or

(© T —FFEEOPIRRERICES S WIE,
(c) is based on the data subject's explicit consent.

2@ B LU 5 TEDDIRBUCEA LT, 7= 2 FEE L, 7 — 7 EIROHEN L OH hik

WIZIES 2 FE 2 R T D20 Db 2 iRz Ehi L. D7 L b EREMTAEZMESED
MR, Y%7 — 2 EROBHRZRHT MR, KOWEICFRET DMz E /T 200 ET 5,
3. In the cases referred to in points (a) and (c) of paragraph 2, the data controller shall implement suitable

measures to safeguard the data subject's rights and freedoms and legitimate interests, at least the right to obtain
human intervention on the part of the controller, to express his or her point of view and to contest the decision.

B2 TEDDUEIL, B IFE 2 H(a)w XX F0EH T, 77— FEROHEF LA
A ONTIE 2 22 Fl 45 2 PR 9~ 2 T2 O D BN 22 S ERE L TV e B, BB 9RE LIHTE
D 2R OMEN T — Z IS W TIE R b 2R,

4. Decisions referred to in paragraph 2 shall not be based on special categories of personal data referred to in

Article 9(1), unless point (a) or (g) of Article 9(2) apply and suitable measures to safeguard the data subject's rights
and freedoms and legitimate interests are in place.
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SECTION 5 RESTRICTIONS

#2355 HIR
Article 23 Restrictions

7 — Z EHE TR E 23 O EU SESUIMBRE O EWNEZ, ER R 2 VLT, 5 12 &0
HH 225, H34%, MO ERTED LT FB M OHERM O A2 HRT 5 Z LR TE
Do T2 L. UELHIROHENE 12 %055 22 K7 TED LNHEF R ORHICEE L, Yk
FIBRDNEEAPER L O A HOABE ZHH L, REERERITEBWTRICHIT 2 FEHEZTLH20D
(B OHF LTZHE TH 2 HE IR D,

1. Union or Member State law to which the data controller or processor is subject may restrict by way of a
legislative measure the scope of the obligations and rights provided for in Articles 12 to 22 and Article 34, as well as
Article 5 in so far as its provisions correspond to the rights and obligations provided for in Articles 12 to 22, when
such a restriction respects the essence of the fundamental rights and freedoms and is a necessary and proportionate
measure in a democratic society to safeguard:

(@ EFRRA
(a) national security;
(b)  EBL,

(b) defence;

() %,
(c) public security;

d) AR TLEEO TR OBIEE &S, JUFROBGIE, A, e L IR, U
JLIRALET DT,
(d) the prevention, investigation, detection or prosecution of criminal offences or the execution of
criminal penalties, including the safeguarding against and the prevention of threats to public security;

(e)  Zofth EU XITMBEO— AL OFIZRI N HEE LB, FRlo, BER, TERED
ARBLEIE . ARG ONITHSRIEZ & D7z, EU R L <IN E O EEE kg X
E B 72 R
(e) other important objectives of general public interest of the Union or of a Member State, in

particular an important economic or financial interest of the Union or of a Member State, including
monetary, budgetary and taxation a matters, public health and social security;

(h  FHEOM R OFEFGEORE,

(U] the protection of judicial independence and judicial proceedings;

(@ HHZsZT 5 ICB T D mBhER OBk, A, PRI &L O,
(9) the prevention, investigation, detection and prosecution of breaches of ethics for regulated
professions;

(hy  HEEFDRVELTH, @%. ()%, © %, (d) 5. () FTLU(Q)F TED HIRBLZE
W TARIMERROATHZ B9 2 Bitl, U3 O RE,
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(h) a monitoring, inspection or regulatory function connected, even occasionally, to the exercise of
official authority in the cases referred to in points (a), (b), (c), (d), (¢) and (g);

(i) T —FEERXIMEOHEF] & B B OMRE,

0] the protection of the data subject or the rights and freedoms of others;

0) ¥ Lok 5947,

) the enforcement of civil law claims.

Fric, BLHETED D H O HIERHRIT, BN H 572 51X, D & bRICEIT5HA I
JECTREANREZEL D LT 2,

2. In particular, any legislative measure referred to in paragraph 1 shall contain specific provisions at least,
where relevant, as to:

(@ Bk o BHEYSUIEAR O O FEEE,

(a) the purposes of the processing or categories of processing;

(b) AT —Z DR,

(b) the categories of personal data;

() AEENDHIROHE,

(c) the scope of the restrictions introduced;

(d) EEHXINERT 7824 L I ZD T2 ) OIRERTE,
(d) the safeguards to prevent abuse or unlawful access or transfer;

(e)  EHIF OFEM ILE HAE O,
(e) the specification of the controller or categories of controllers;

M REFEE B O OME . B\ O O i & OV E B9 SUTER W O 2 5 58 L 7256 H
AIRE 7R PR T I,
(U] the storage periods and the applicable safeguards taking into account the nature, scope and purposes
of the processing or categories of processing;

@ T—XEEROHEF KR OABICTDY 27,

(9) the risks to the rights and freedoms of data subjects; and

(hy  HIRDBENCAFNT 2 S0 e HIE, HIRICET 28m A2 57 — 2 EIROMHER,
(h) the right of data subjects to be informed about the restriction, unless that may be prejudicial to the
purpose of the restriction.
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CHAPTER IV CONTROLLER AND PROCESSOR

B —RAOEE
SECTION 1 GENERAL OBLIGATIONS

#2245 BHEDEMT
Article 24 Responsibility of the controller

AR OOPEE . fPH, SCIRM O B9 NS B AR A ORI OV E BIZEI$ 5 U A7 Ofkx 72 Al EE
PR OERMEEZZBE L, BEEIIARFANAE > TERHRWAFATINTWD 2 & ZRGE& OFEY]
5 72 O U 7o BTt S OSEAR A6 3R & 92hiie L 722 1T AU e B 72wy, TG xERIFAE S 4L, &
BIG CTHEF SN2 T e b0,

1. Taking into account the nature, scope, context and purposes of processing as well as the risks of varying
likelihood and severity for the rights and freedoms of natural persons, the controller shall implement appropriate

technical and organisational measures to ensure and to be able to demonstrate that processing is performed in
accordance with this Regulation. Those measures shall be reviewed and updated where necessary.

BAREENCEA L THI L TV A e X, BB LI CTED H5R 1T, BEEICL > Tl e T —
AR ORI Z DL LD ET D,

2. Where proportionate in relation to processing activities, the measures referred to in paragraph 1 shall
include the implementation of appropriate data protection policies by the controller.

55 40 5 CTIE O D KFBFEATENAE SUTES 42 5 TE D 2 KGR RRE A 1 = X L DESFILE BE D
BHEOET AT 2ERLE LTHOLA TS LW,
3. Adherence to approved codes of conduct as referred to in Article 40 or approved certification mechanisms

as referred to in Article 42 may be used as an element by which to demonstrate compliance with the obligations of
the controller.

B TSN TV R IF B RHAA T T 4 P
Article 25 Data protection by design and by default

Bk, EEoEHE M, Bk oME, . SURECHER, WIZBRHRWIZ L > Th &
EZINDEBRANOHER R REHICET DU X7 Offx 2 alieE R O ERELBE L, EHE
X ABRIOBEMHICEBIEL72D R OT —F FROHER 2 R#ET 2720, BV OFiELZ R
TE 2 WAL O O R IR D TR AL 38N T @ 0 22 BT Al S OSSR RO 3R (B 2 1 3544 (k)
ZFERM LR TNERLT, T2 REDFA (B 2137 — 2 F/Mb) 22 R Re 7 5E TR
D2 L RO B REREZ BN ERET 2 2 ENERINTZREN bR bD LT 5,
1. Taking into account the state of the art, the cost of implementation and the nature, scope, context and
purposes of processing as well as the risks of varying likelihood and severity for rights and freedoms of natural
persons posed by the processing, the controller shall, both at the time of the determination of the means for
processing and at the time of the processing itself, implement appropriate technical and organisational measures,
such as pseudonymisation, which are designed to implement data-protection principles, such as data minimisation,

in an effective manner and to integrate the necessary safeguards into the processing in order to meet the
requirements of this Regulation and protect the rights of data subjects.
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BEHFIL, 774V N THEEERNEHRNO BRIZLEREANT =2 OHPRY Fbhd 2 &%
(RFES 2 72 8 OB 72 B B ORI REE % JE0E L 22 B 72 /e vy, 33 IiE S
AT —4# O, BRWVOHEHE, R EOT 7 A rgErEICEH S5, R4 %R
BEAT =2 BEANDIAER LIEAFFESEOARANCT 7 B A SNRNWZ L& T 74/ I T
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2. The controller shall implement appropriate technical and organisational measures for ensuring that, by
default, only personal data which are necessary for each specific purpose of the processing are processed. That
obligation applies to the amount of personal data collected, the extent of their processing, the period of their storage

and their accessibility. In particular, such measures shall ensure that by default personal data are not made accessible
without the individual's intervention to an indefinite number of natural persons.

55 42 FRIC K DAKGRTRRAE A 71 = A LIE, ARRHE LEL O 2 HTRUE ST % EZ D #EST
ZAEAT2EFEL L THOWLATH K,

3. An approved certification mechanism pursuant to Article 42 may be used as an element to demonstrate
compliance with the requirements set out in paragraphs 1 and 2 of this Article.

26 5 S EHE
Article 26 Joint controllers

ZE TN EOFRE D IE L TRV O BRI R OFEARET 256, Uik B I3t
FEHE LT 5, HigkFEREIT. BWMEDOH D HIETHRBANCE S BEOETFICEA LT
FHERLOWHEIZL > TENENDOFELA RO RITIUIR L2, T, 7 — % EEROHEF]
ITEIZBE T2 2 & ROE 13 KOV 14 R CTED HIEMA RIS 2 U EHE Th ThOES
ZRDRTNTR BV, 7272 L, FEEDOENENOBELOREITEHEPIED & EUE
SATMMEEOENIETED HALTHWARWGEICRY | EOOLNTWDHEITZIUIRD, WiE
X7 =2 RO D ORMEEHREHEEL TH Ly,

1. Where two or more controllers jointly determine the purposes and means of processing, they shall be joint
controllers. They shall in a transparent manner determine their respective responsibilities for compliance with the

obligations under this Regulation, in particular as regards the exercising of the rights of the data subject and their

respective duties to provide the information referred to in Articles 13 and 14, by means of an arrangement between

them unless, and in so far as, the respective responsibilities of the controllers are determined by Union or Member
State law to which the controllers are subject. The arrangement may designate a contact point for data subjects.

BLIHTED DWEILENENORE L T — & Bk E M3 2 L FREEE OREGRMEZE L
Bk L CTWRIFIUTZR B2, BEDOAREITT — % FRICH L TAFARER S DOIZI LT
THE7e 6720,

2. The arrangement referred to in paragraph 1 shall duly reflect the respective roles and relationships of the

joint controllers vis-a-vis the data subjects. The essence of the arrangement shall be made available to the data
subject.

FHLHTED D WHEDFKMEII DL T, 7 —F EERITIABAN IS < Y7%T — & EIROHEF
ZERT HEHEICH L TTH, £ TRVWEHEIIH L TTHITHT 22 L8 TE D,

3. Irrespective of the terms of the arrangement referred to in paragraph 1, the data subject may exercise his or
her rights under this Regulation in respect of and against each of the controllers.
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Article 27 Representatives of controllers or processors not established in the Union

FILRE2EMNEHA SN LA, BEE IXBEE T EU BN ORI ZZE @ TR LT

TR 570,
1. Where Article 3(2) applies, the controller or the processor shall designate in writing a representative in the
Union.

BHEBHITRITHET 20T OHEITITEA SR,
2. This obligation shall not apply to:

() HFILRFE LHTED DRHIRFEHD T — & O ITE 10 & TED 2 A FRHIR L O
LFRICBET DENT —Z OFRN 2 KRB E £ B OOME, SOk, #PH kO R
ZEE L THRADOHENIUIABIZHT 2 ) A7 RELE STy, BENIZRSH
2 Bk,

©) processing which is occasional, does not include, on a large scale, processing of special categories
of data as referred to in Article 9(1) or processing of personal data relating to criminal convictions and
offences referred to in Article 10, and is unlikely to result in a risk to the rights and freedoms of natural
persons, taking into account the nature, context, scope and purposes of the processing; or

(b)  NHIBERE ST,
(b) a public authority or body.

RENIT, T—F FEDNEEL, YT — X EEA~ORELY— B R ORMICEEE L CYi%T
—&£%®@AT~&ﬁm@éhéﬁ MITHEET — X EROITEINER IS MEEO—>
WS 2R 72 T U7 B 7e

3. The representative shall be established in one of those Member States where the data subjects are and whose
personal data are processed in relation to the offering of goods or services to them, or whose behaviour is monitored.

REAZ, AHANETZHEICT 2RO, BHRWICEE T 25 X ToMEIZ W T, &
HER L <EHRAE L & bIcUINb iz, Fro, BEHELROT —2 EREAFELT 5720
EHE TBRE (L > TRESh R T IER 57200,

4. The representative shall be mandated by the controller or processor to be addressed in addition to or instead
of the controller or the processor by, in particular, supervisory authorities and data subjects, on all issues related to
processing, for the purposes of ensuring compliance with this Regulation.

BEE IEFRE I L D RBAOEMIL, BEHE IIBHRE B I L TR ONDERITEA
5 Z gz,

5. The designation of a representative by the controller or processor shall be without prejudice to legal actions
which could be initiated against the controller or the processor themselves.

285 kE

Article 28 Processor

FEHEONRD Y ICER OB FERSND5E, £OEEET, BHROWAAHAOBELFIZEE L,
T —Z EROHERMORE 2 IS 2B ITIE T, W02 B i K OSHMRR) 72506 3R 2 32kt 4
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1. Where processing is to be carried out on behalf of a controller, the controller shall use only
processors providing sufficient guarantees to implement appropriate technical and organisational
measures in such a manner that processing will meet the requirements of this Regulation and ensure the
protection of the rights of the data subject.

kA 1L, FRTORFESUTEEE O — i) 72 Em OFF 22 LISHO B A 2 1t SETidk b
&Wo*%%ﬁ%ﬁ®%ﬁ®%6\W&%ﬁ\M®@ﬁ%@ﬁmﬂiﬁ*’%¢6%5©éﬁ
M SNIZEFICHOWTEBRFIT@EM LRI TR 6T, T Ko TEHEEICYZERIT AR
EH LML TOMEZRIET b0 L T2,

2. The processor shall not engage another processor without prior specific or general written authorisation of
the controller. In the case of general written authorisation, the processor shall inform the controller of any intended
changes concerning the addition or replacement of other processors, thereby giving the controller the opportunity to
object to such changes.

IR I K 2B L, 2RI EU A L <IIMBREOENE (EEE RO 2 Bk % 1 H
L. Bl WO RHEE K ORHee i), TV oOMEE R CHP, AT —2 OB 0T —# &
RKOFEE, W NTEHE ORBE R ORI Z E D H15) ITES ZOMIERITAIC L > TEBS
NTWRITIEZR B0, UK ITE OMIERATZ X, FRICBERE RIS 5 FHEZLT
9 KOITHIE LT T b7y,

3. Processing by a processor shall be governed by a contract or other legal act under Union or Member State

law, that is binding on the processor with regard to the controller and that sets out the subject-matter and duration of
the processing, the nature and purpose of the processing, the type of personal data and categories of data subjects

and the obligations and rights of the controller. That contract or other legal act shall stipulate, in particular, that the
processor:

(@  BUREDE D N & EUEXIIMBEOEWNIEIZ K > TR O ERAZR STV
RO, F=FEUIEBEERE~OEAT — 2 OBIRICET L2580, BHENLDOX
F SN RICBNTOREANT —F ZTOH D T &, YRIEHEIC K> TRV E
MENER SN TV DG, BERE L, SEENEER AN LORGRICE S & i@z
EIELTW W2 B, Bl O AN SEEN EH I SW COEEE (@A L T huEze b
AN
©) processes the personal data only on documented instructions from the controller, including with
regard to transfers of personal data to a third country or an international organisation, unless required to do
so by Union or Member State law to which the processor is subject; in such a case, the processor shall

inform the controller of that legal requirement before processing, unless that law prohibits such information
on important grounds of public interest;

(b) MWAT—=FEWMOIED Z & T SNTEAPRE R 2T 20, JUTET7Z2IER
BB RS TICEPND Z L2 RIET D 2 &,
(b) ensures that persons authorised to process the personal data have committed themselves to
confidentiality or are under an appropriate statutory obligation of confidentiality;

(c) HRFICIVERENTVWATRTONELELZ L,

(c) takes all measures required pursuant to Article 32;

(d) MORPREZUEFSEDLZLICHLTE 2HIOH AHTED LR ETT L L,

(d) respects the conditions referred to in paragraphs 2 and 4 for engaging another processor;
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BHELIET DL,

(e) taking into account the nature of the processing, assists the controller by appropriate technical and

organisational measures, insofar as this is possible, for the fulfilment of the controller's obligation to
respond to requests for exercising the data subject's rights laid down in Chapter IlI;

() BHROOME R OEBE ORI M ATRE R G HmE BE L. & 325K 55 36 RICTKH/HD
WP ERERICT D LICBWTERE 2 IRTH 2 L,
® assists the controller in ensuring compliance with the obligations pursuant to Articles 32 to 36
taking into account the nature of processing and the information available to the processor;

(@) EBEEEOBRIICEY ., BROICEE L2 — B A ORMHE THRICT X TORAT — 4 %
HWEXTERFICEAT 2 Z & X0, EUEIIMBEEOENIERNEANT —F ORFEE
BORLRWGEIZIRY . fFET 2 EE M EIHEZ &,

(9) at the choice of the controller, deletes or returns all the personal data to the controller after the end

of the provision of services relating to processing, and deletes existing copies unless Union or Member State
law requires storage of the personal data;

(h) AEHIZED DN REOBSF LI T2 L L bio, FHEFEXIFHRTICL VBTSN
T DEERE NI L > CTEESNDTEZF O TEE~OHEH L N G217 9 T2 DI
R R COEREEHENAFAIREICT 2 Z &,
(h) makes available to the controller all information necessary to demonstrate compliance with the

obligations laid down in this Article and allow for and contribute to audits, including inspections, conducted
by the controller or another auditor mandated by the controller.

ATE(N) ZICB L. FR s AHAIUT EUE L EMEE O 7 — 2 RERHELRET 572 613,
AR R B (A B (@ LR 72 5720,

With regard to point (h) of the first subparagraph, the processor shall immediately inform the controller if, in its
opinion, an instruction infringes this Regulation or other Union or Member State data protection provisions.

WAl H3 8 BB O 0 ITAT  FRE O B WEE) 2 i O R E IZEF S & 57 H1F, X
5 3T TIED 5 HHE L BRE MO % OMIERTT A THE SN TWD O LR UF — Z R#ERD
23, FRIOUT EUESRS L <INBE O EWNEICEES < Z OMIERITAIZ X > THOBERE ISR S
WTWZRIT IR B, FRZ, BERWAARBRIOZE: & G825 & 9 2 Ul 22 85l & O
AR SR DN 2+ I TRFET D K 2 ICHEL TnD Z &,

4. Where a processor engages another processor for carrying out specific processing activities on behalf of the
controller, the same data protection obligations as set out in the contract or other legal act between the controller and
the processor as referred to in paragraph 3 shall be imposed on that other processor by way of a contract or other
legal act under Union or Member State law, in particular providing sufficient guarantees to implement appropriate
technical and organisational measures in such a manner that the processing will meet the requirements of this
Regulation. Where that other processor fails to fulfil its data protection obligations, the initial processor shall remain
fully liable to the controller for the performance of that other processor's obligations.

BB £ 55 40 52 CE D 2 AR A TEI LG )ULEE 42 52 TEWD 2 AKGRHERAEA 7 = X L DHE
SIIARE LHEKOE AHTED L Ha R RGEAREA T 2 EHHFE L LTHWLA TS LUy,

5. Adherence of a processor to an approved code of conduct as referred to in Article 40 or an approved
certification mechanism as referred to in Article 42 may be used as an element by which to demonstrate sufficient
guarantees as referred to in paragraphs 1 and 4 of this Article.
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ThOHEabED, BT, REE 7THKOE 8 HTED HIEERKIFHIZESWTH
oy,

6. Without prejudice to an individual contract between the controller and the processor, the contract or the
other legal act referred to in paragraphs 3 and 4 of this Article may be based, in whole or in part, on standard

contractual clauses referred to in paragraphs 7 and 8 of this Article, including when they are part of a certification
granted to the controller or processor pursuant to Articles 42 and 43.

7. PRI Z B 2135 93 -5 2 H TE D 2 Tl TRl il » TARSRE 3THM O 4 HTIED 2 FlIC
B L TIEERRI R RET 2 2 LN TE 2,
7. The Commission may lay down standard contractual clauses for the matters referred to in paragraph 3 and 4
of this Article and in accordance with the examination procedure referred to in Article 93(2).

8. BB HEBIEEE 63 R TED 2 —EMEA U = X LITHE» TARSH 3HKL O 4 HTED D FMIC
B L TR R Z ERINT 5 2 L N TE 5,
8. A supervisory authority may adopt standard contractual clauses for the matters referred to in paragraph 3
and 4 of this Article and in accordance with the consistency mechanism referred to in Article 63.

9. 3LV 4 THTED DM IIMOIERAT#AILE I EZ & OER TRITIUIR B2V,
9. The contract or the other legal act referred to in paragraphs 3 and 4 shall be in writing, including in
electronic form.

10. 825, HOIRKAVF 8ALKERETHZ L BIENEHR VO B K ONFEZ RET
5 2 & TABANGER T 256, BB LSBT T 28 HE LR T b0 LT 5,
10. Without prejudice to Articles 82, 83 and 84, if a processor infringes this Regulation by determining the
purposes and means of processing, the processor shall be considered to be a controller in respect of that processing.

29 5 EHE XTI DR T TORBEL

Article 29 Processing under the authority of the controller or processor

I, SUTEBREAE L < ITBRBEOHR T TITE L TWAEAT =217 78X TELTXTOA
Wi, EUESUIMBEEOENIETE S T5Z LAROHILTWRWIRY | FHE )G OFFRUST

YT —Z 2O H-> IR B0,

The processor and any person acting under the authority of the controller or of the processor, who has access to personal data,

shall not process those data except on instructions from the controller, unless required to do so by Union or Member State
law.

30 £ R ITB D AR

Article 30 Records of processing activities

1. FEHEKRD, ZET 256, BHAEORHENL, EHTICH LR EEOFLER L &R L7
FIUTZR B0, FREITRICEIT D FRO T TE2E T,
1. Each controller and, where applicable, the controller's representative, shall maintain a record of processing
activities under its responsibility. That record shall contain all of the following information:
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(@)

(b)

(©)

(d)

()

()

(9)

B OAFT L EESEOFEM, ZET05mE. HEFHE, FEEORBAKGT —4
A7 4+ P —2E T,

(a) the name and contact details of the controller and, where applicable, the joint controller, the
controller's representative and the data protection officer;

o H ),

(b) the purposes of the processing;

T =2 EROEEH L HNT — &% OO,

(c) a description of the categories of data subjects and of the categories of personal data;

B _ESUIEBEBEIC BT 2 BEE 2 &0 AT —2 B3R S D UIFR S hiG s
4S8 O,

(d) the categories of recipients to whom the personal data have been or will be disclosed including
recipients in third countries or international organisations;

U HYE. B S E X XE R & R E L7 L A 8 = E U ERS R B~ o fE A
T AR, KO, FA95E LHEGE CED S BIEOLA . My R EICRET 5
j{%o

(e) where applicable, transfers of personal data to a third country or an international organisation,

including the identification of that third country or international organisation and, in the case of transfers
referred to in the second subparagraph of Article 49(1), the documentation of appropriate safeguards;

ARECTHIUL, 7T L D EETO T S D HIR,

® where possible, the envisaged time limits for erasure of the different categories of data;

ARETHAUT, 5 32 5% 1 TH TIE D 2 BATHY M OSHRH) 2 e PRt hf 1B O L,
(9) where possible, a general description of the technical and organisational security measures referred
to in Article 32(1).

B KO, 8T 056, Bl OB NTEBE 2R D - TT 9 T TOREO Bl
TEENCB DREEIC OV T, RICHBIT 2 FEZZ O, HEFF LR T T 72w,

2.

Each processor and, where applicable, the processor's representative shall maintain a record of all categories

of processing activities carried out on behalf of a controller, containing:

(@)

(b)

(©)

Bl XOTEE IR L OEHRE SRV ICER L TV A K EBE W N, %4155
B EFEE IERE ORBEAROT — Z IREAF 7 1 Y — O &KL DFEM,

(a) the name and contact details of the processor or processors and of each controller on behalf of
which the processor is acting, and, where applicable, of the controller's or the processor's representative, and
the data protection officer;

HEBEORD VTN LTV D Bk O FEEE,

(b) the categories of processing carried out on behalf of each controller;

AT %0, B EDUTERER 2 frE L 7o X 2 2 0% = E X E B~
TANT — 2B KON, 5 49 R 1 HR B TED ZBEOSE . W) 2 R EREICB
% X
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(c) where applicable, transfers of personal data to a third country or an international organisation,
including the identification of that third country or international organisation and, in the case of transfers
referred to in the second subparagraph of Article 49(1), the documentation of appropriate safeguards;

(d) FEETH IR, F 325K5E 1 HTE D D HINHY M OHRLARA) 22 B ORGE T E O,
(d) where possible, a general description of the technical and organisational security measures referred
to in Article 32(1).

3. B1IENOE 2 TED DLk, ErEELZ 3D, FRTRINTR LR,
3. The records referred to in paragraphs 1 and 2 shall be in writing, including in electronic form.

4, EHAE TBRE KO, AT 556, BEHESUTERE ORBENTZRIZIE TRl s BE
BERAAS AFRTREIC L2 1T AUT e 720,
4. The controller or the processor and, where applicable, the controller's or the processor's representative, shall
make the record available to the supervisory authority on request.

5. FLHEMOFE 2 TED D513, 250 ARG 2 JEH L T D BT ITE N S h e
W, 72720 BBRWOFERN T — 2 EEROHEM K OARA~D Y 27 Z2E T SE/HL 5, B
DOBEERRTIEROD, UL IFE LI TED DR O T — 2 5 L <ILH 105 TE
D HA R OILFRICBET AN T —HZ 2 5B E1T > TR WIGEICIR 5,

5. The obligations referred to in paragraphs 1 and 2 shall not apply to an enterprise or an organisation
employing fewer than 250 persons unless the processing it carries out is likely to result in a risk to the rights and

freedoms of data subjects, the processing is not occasional, or the processing includes special categories of data as
referred to in Article 9(1) or personal data relating to criminal convictions and offences referred to in Article 10.

H31 K EERHEEE DB
Article 31 Cooperation with the supervisory authority

B R OB E T N, ST A8E . A0 OB AITESRICE U CE B O EBEZITICB W
THEBHEBA L 9 ) LR T HIE 720,

The controller and the processor and, where applicable, their representatives, shall cooperate, on request, with the
supervisory authority in the performance of its tasks.
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F28 BAT—XDORHE
SECTION 2 SECURITY OF PERSONAL DATA

F325 R DIR#E

Article 32 Security of processing

BlEAKE, EhiOEFHE M, BV OME, #H, SREKCER, WO &R Z S b AR
NOHER L OV H BHIZBT 28k~ e vl ietE M OB RMED Y 27 2 FfE L, EHE L OBRE L,
RELANE ) ZAZICRE T2 bDITT D72, YR EAR Y B OFHRRA R & 320 L 72 1T 4L
R0, BEIZSCTRICRICIEIT 2 FHZ T bD LT 2,

1. Taking into account the state of the art, the costs of implementation and the nature, scope, context and
purposes of processing as well as the risk of varying likelihood and severity for the rights and freedoms of natural

persons, the controller and the processor shall implement appropriate technical and organisational measures to
ensure a level of security appropriate to the risk, including inter alia as appropriate:

(@ AT —Z DR E DR Bk

©) the pseudonymisation and encryption of personal data;

(b)  BUTOREME, B, AT CICER WS AT AR O —EADEIHZHEEIZT S
EWAN
(b) the ability to ensure the ongoing confidentiality, integrity, availability and resilience of processing
systems and services;

()  WEBIIEMAELOG A IR E A G FETHAEELEIR L, AT —2I2T7 7k
24 BHHET)
(c) the ability to restore the availability and access to personal data in a timely manner in the event of a
physical or technical incident;

(d) EBHROVOREEHEINTT D 72 DEANA K ORI R O R %4 BRI Sk, FEK D
Y5 7 ek A,
(d) a process for regularly testing, assessing and evaluating the effectiveness of technical and
organisational measures for ensuring the security of the processing.

R L~V DL S OFEEIZHTZD | FICERNZ L > TEL L Y A7 REJEINRT T
BV, FRICEIERE U IELRRMEE, Bk, AR, Bis, FRE L <3O o ks
BRENTMENT —F ~OF RSN TWRWBIR LT 7 & A,

2. In assessing the appropriate level of security account shall be taken in particular of the risks that are

presented by processing, in particular from accidental or unlawful destruction, loss, alteration, unauthorised
disclosure of, or access to personal data transmitted, stored or otherwise processed.

55 40 5 THE W 2 /KR TEN BRI ST HE 42 S TIE D D KRB RAEA T = X L DEFIE, AFE
LHETHE SN BN OBT 2T 5720 DHEFE L L THNWOLATH Ju,

3. Adherence to an approved code of conduct as referred to in Article 40 or an approved certification
mechanism as referred to in Article 42 may be used as an element by which to demonstrate compliance with the
requirements set out in paragraph 1 of this Article.
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B L OBERE L, EEE IR EOHR T TITEI L, AT =27 78 AT25H060
LERAND, AT =2 ZEHE PO ORRUSN TR DN L2 EICT L FEE LD
RIS, 722 L, EUESUIIEEOEMNIEIC L BER SN IEGH Z2 R <

4. The controller and processor shall take steps to ensure that any natural person acting under the authority of

the controller or the processor who has access to personal data does not process them except on instructions from the
controller, unless he or she is required to do so by Union or Member State law.

FH3I3H MNAN T —F REDE LR~ DA
Article 33 Notification of a personal data breach to the supervisory authority

HANT — 2 DREPEE LS. FEE L, RARERZR LIS, TETHhIUT, REICEN
FPNTH B T2 RFHILINIC, 5 55 RICE > TN T — % ORE 2 FEsEE @ m L 22
Eb7eun, 2L, AT —ZOREFEICLY BARAOHERNSUTIABIZT 5 U A7 B"ETH
RV G ERR, BEEEA~OBEMN 72 R LINIZ 7 SR WEEIZIE, BICBE T 58 h
LB S L RT IR B R,

1. In the case of a personal data breach, the controller shall without undue delay and, where feasible, not later
than 72 hours after having become aware of it, notify the personal data breach to the supervisory authority
competent in accordance with Article 55, unless the personal data breach is unlikely to result in a risk to the rights

and freedoms of natural persons. Where the notification to the supervisory authority is not made within 72 hours, it
shall be accompanied by reasons for the delay.

B IE, AT — 2 ORFICKA VTR, RYRER L LICEBEE @ LT ide b
W,

2. The processor shall notify the controller without undue delay after becoming aware of a personal data
breach.

FLHTED DB 72 & HRITHIT 2FHAE ENR2TITR B0,
3. The notification referred to in paragraph 1 shall at least:

@ AT —ZREOWEOFR, FRETHIIL, BET 57— EEROFE LK OB O
(Z BT D E AT — Z OFEER O FEE K O A 5 Lo,
(a) describe the nature of the personal data breach including where possible, the categories and
approximate number of data subjects concerned and the categories and approximate number of personal
data records concerned;

(b) T —FRELT Y — ORA KR OTEM B SE SUT &0 F RN ATF T E D2 OffdE L
D IEH,
(b) communicate the name and contact details of the data protection officer or other contact point
where more information can be obtained;

() MBATFT—FRERFICHTIEZGLMEREOIR,
(c) describe the likely consequences of the personal data breach;

d) AT —ZEEICHLT H-DICEREICL > TRONATWD UIRSN S Z LA EN
SR od, WURSEE. MAT—2EEICLVEZ VG ERELEET 572
D OXR = E T,
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(d) describe the measures taken or proposed to be taken by the controller to address the personal data
breach, including, where appropriate, measures to mitigate its possible adverse effects.

WL FIRFICIEMZ R T 2 Z E R TH 56, HHIES b7 2 RN 2Bl e LICB
ICiRE I TH Ky,

4, Where, and in so far as, it is not possible to provide the information at the same time, the information may
be provided in phases without undue further delay.

EHEL, MAT -2 RECHDLIFEE, ZOREROCROLNREFELZED, HHWHHE
ANT =2 RELZLETEIRITNT RO, il CETEEEE AR RO 2D b
5 XL niEe bpw,

5. The controller shall document any personal data breaches, comprising the facts relating to the personal data

breach, its effects and the remedial action taken. That documentation shall enable the supervisory authority to verify
compliance with this Article.

F34 5K T—ZEEADEIN T — 5 REDFH
Article 34 Communication of a personal data breach to the data subject

HANT — 2 REDNABRANOHEF L OCBERICH L TEY A7 25|k LIS25EE, SBEIL.
RYZRBWE 7R LIZT — # ERIMEANT — 2 REFICOWTEE LR TF IR 57220,

1. When the personal data breach is likely to result in a high risk to the rights and freedoms of natural persons,
the controller shall communicate the personal data breach to the data subject without undue delay.

AREFELHTED DT —F EE~OBHITT —FREOWEIZOWTH A TG 7 CF TRtk
I, Pl E b, BIRBEFEIHD) S, ()T XU F THE SN FHIE N HRFH A S
teboET 5,

2. The communication to the data subject referred to in paragraph 1 of this Article shall describe in clear and

plain language the nature of the personal data breach and contain at least the information and the recommendations
provided for in points (b), (c) and (d) of Article 33(3).

BLHTED DT — X ER~O@ANL, WIZEIT 20T o RICEBT 20 Thiud, =
KEnzpn,

3. The communication to the data subject referred to in paragraph 1 shall not be required if any of the
following conditions are met:

(a) EHEE D EU 2B R ORI R R A E i L TR Y . MR AEAT — 2 RE
ICK > TEEBEEZ T LBEAT —ZITHEH SN TV A5G, B, ek X 512, Yk
BANT =227 7 B ZARFA S THRND 5 D NIk L TEAT —Z 23R T & 22
W E Do T RER
(a) the controller has implemented appropriate technical and organisational protection measures, and
that those measures were applied to the personal data affected by the personal data breach, in particular
those that render the personal data unintelligible to any person who is not authorised to access it, such as
encryption;

(b) EHER, BLHTED LT —F EEROHEF L CARICKH T 58 Y A7 B8 I3R0EH L
RN L BRI RO RE & > T2 HE
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(b) the controller has taken subsequent measures which ensure that the high risk to the rights and
freedoms of data subjects referred to in paragraph 1 is no longer likely to materialise;

() EEBBERT NI HE, ZoHe, b & LT, ARIUIZUTHET 56 H
MRTERE T, TR > TTF =2 EERPE L DR FETEMESND Z &,
(c) it would involve disproportionate effort. In such a case, there shall instead be a public
communication or similar measure whereby the data subjects are informed in an equally effective manner.

EHENMINT —2REELT —F ERITRIEBM L TORWES, BEEREIX, &Y 274k
ZUBELEAT A REOFRMEABE L, FHECRNT 52 LA BERTOINUIFE 3ET
EDDWTINDRFICEET 52 L ZRETE D,

4. If the controller has not already communicated the personal data breach to the data subject, the supervisory

authority, having considered the likelihood of the personal data breach resulting in a high risk, may require it to do
so or may decide that any of the conditions referred to in paragraph 3 are met.
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B3I T — X RERETM R O
SECTION 3 DATA PROTECTION IMPACT ASSESSMENT AND PRIOR CONSULTATION

35 T X IRAEETTM
Article 35 Data protection impact assessment

R BRI 272 E0H 2 OIS, £ OMWE, #H, SURE OBV BRY A
ZELT, BRAOHRRLABIZE Y 27 24 LS RtEnd 5856, HEE L, By
DHENZ, PE S NI MEEOMWE N T — Z (R~ OB 2 52k L 72 1 Hid7e 5720, A
S L 7ZRHl R Om U A 7 2wk FERO BBV MERDEE TS Z L3 TE %,

1. Where a type of processing in particular using new technologies, and taking into account the nature, scope,
context and purposes of the processing, is likely to result in a high risk to the rights and freedoms of natural persons,
the controller shall, prior to the processing, carry out an assessment of the impact of the envisaged processing
operations on the protection of personal data. A single assessment may address a set of similar processing operations
that present similar high risks.

EEAL, T RERETMAE ERT 25 E. ML TV RbIE, T2 RiELT 4P —
DS ZRD72ITFNIT B2,

2. The controller shall seek the advice of the data protection officer, where designated, when carrying out a
data protection impact assessment.

B LHETED D7 — X (R AT ISR 25 A ICEREND B DO TH D,
3. A data protection impact assessment referred to in paragraph 1 shall in particular be required in the case of:

@ TurrAY T EEDABUERIZIESWOTHRANCET 2 AR E KR 50
JRFGFIZFHE S A, Z ORI ED W TIRIEN I i1, £ OUGEN BIRANICET H1E8
IRAEAL SE L0 IIFRICAERNCERREEL 52 556,

(a) a systematic and extensive evaluation of personal aspects relating to natural persons which is based

on automated processing, including profiling, and on which decisions are based that produce legal effects
concerning the natural person or similarly significantly affect the natural person;

(b)  FIRFELIHTED DR DT — 4 XITH 10 £ TED D4 FHR L OSLIRIC
BT D EANT — & & R HWR 5 56,

(b) processing on a large scale of special categories of data referred to in Article 9(1), or of personal
data relating to criminal convictions and offences referred to in Article 10; or

() FHETHLILBADLZ LEOHRDEINCBW TR ERNERZ1T 5 56,
(c) a systematic monitoring of a publicly accessible area on a large scale.

BEECREREIT, 5B 1 BHIC K 57 — X REERSASHMIC BT 5 BRI T 2 B MEEOFEEO — &
ZHFATL. AR LT HIER b, BEEEIILE 68 & TEWD HRINT — # (R SiHRIC 5%
—E AWM L2 50,

4. The supervisory authority shall establish and make public a list of the kind of processing operations which

are subject to the requirement for a data protection impact assessment pursuant to paragraph 1. The supervisory
authority shall communicate those lists to the Board referred to in Article 68.

BEERERRIT T — Z R SR O SN WV MERE DR O — R AT L, K’T 52
ENTE D, BTEBEBIIIMON T — Z (R SFRICERE — 2@ L2 huide 5720,
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5. The supervisory authority may also establish and make public a list of the kind of processing operations for
which no data protection impact assessment is required. The supervisory authority shall communicate those lists to
the Board.

AR OHE S HTED L —HOHRANT, HHEEEREIIE 3K TED LI —HMEA =X
LAEEASERTI RS RN, 2L, é*—”ﬂﬁﬁwmml B DT —F ER~DME
fntr L <3 —E 208t L IET — ¥ EROITEI ORI %béﬁﬁw%ﬁ%éh%@
ThdHh, ILEURNDEAT —% DA\ RBENCIEENICEEL 5 X DRI WVIGEIZR D,

6. Prior to the adoption of the lists referred to in paragraphs 4 and 5, the competent supervisory authorlty shall
apply the consistency mechanism referred to in Article 63 where such lists involve processing activities which are
related to the offering of goods or services to data subjects or to the monitoring of their behaviour in several
Member States, or may substantially affect the free movement of personal data within the Union.

AHlE D e LB RICBIT S FHZGL LD LT 5,

7. The assessment shall contain at least:

(8 TRSNTHEBAMERE L OCER O BOBRIIFEER, %43 556, BHEICL-T
ER SN D IEY 2RI 2 E T,

©) a systematic description of the envisaged processing operations and the purposes of the processing,
including, where applicable, the legitimate interest pursued by the controller;

(b)  BENZEET D B ESRE D BN N O BIPE D R Aiff,
(b) an assessment of the necessity and proportionality of the processing operations in relation to the
purposes;

() FLIHTEDDLT —X EIROHEF KA BIZET 2 Y A7 O,
(c) an assessment of the risks to the rights and freedoms of data subjects referred to in paragraph 1; and

(d)  URZICHRT DI TESNIR, 7 — 5 ERKR OIS 5 s OHER K OIEY
RS EEE L, AT —F ORELHEIZT L, AHRIOMEST AR T 5 72 0 O PREH
B, RERKOLEA T =X L aF T,
(d) the measures envisaged to address the risks, including safeguards, security measures and

mechanisms to ensure the protection of personal data and to demonstrate compliance with this Regulation
taking into account the rights and legitimate interests of data subjects and other persons concerned.

Fﬂlg Té*’xﬁﬁﬂ iﬂﬁ*&% J:%)ﬂ%‘]-()*fﬂi&)éﬁkwu{ﬁ??%hﬁ%l!‘@)_ = qé_f T ?f%u%
WA HAOICHE S LT, U SR (2 & o T FHE & 1L % B4R 3 0 B T
BV THRIZEE S LR ITNIER B2,

8. Compliance with approved codes of conduct referred to in Article 40 by the relevant controllers or
processors shall be taken into due account in assessing the impact of the processing operations performed by such
controllers or processors, in particular for the purposes of a data protection impact assessment.

WY E . FEEAE L IIAKOFROEESUIERMEED X 2V T 4 ICEBEE 5.2 5
TR BEHEHEIIFTHMOBBDNICEL TTF— 2 ER I FORFICEREZRD DL LD LT 5,

9. Where appropriate, the controller shall seek the views of data subjects or their representatives on the
intended processing, without prejudice to the protection of commercial or public interests or the security of
processing operations.

46



10.

11.

6 5E LIH() T EE) BT L 2BV, EEE DHE O & EUIE U E O3 THEAR
WAFL, YZENHTEOBRBN XL IEEOESZHIR L, ROT — X B —
MR AR BRI D —3 & L CUELERRILO R O CARIZB W T TIZE M S TW =546, i

E 2SR EE ORN YN 21T 9 2 & 2B EBE LRV THE, FLENGETH
(ES T E R A RAN AN
10. Where processing pursuant to point (c) or (e) of Article 6(1) has a legal basis in Union law or in the law of

the Member State to which the controller is subject, that law regulates the specific processing operation or set of
operations in question, and a data protection impact assessment has already been carried out as part of a general
impact assessment in the context of the adoption of that legal basis, paragraphs 1 to 7 shall not apply unless Member
States deem it to be necessary to carry out such an assessment prior to processing activities.

VIS U T, BHER, DR L BRVMERICI > THEL DY A BB H D 5E. 7—
R SCBRHMIAE > THRR WA ET S TW D 03l 0 FLE L 2 FAT LRI ud e H 70,
11. Where necessary, the controller shall carry out a review to assess if processing is performed in accordance

with the data protection impact assessment at least when there is a change of the risk represented by processing
operations.

F36 % FHAilid
Article 36 Prior consultation

EHAEIL, BB RIESS T —HIREREE S EHE LD ) A7 BT 55RO IHEAF
FETTHRWAEIY A7 ZECEEHEDL L 2 EE2rnT e, BV ORMNCEERR & HiE Lk
T 6720,

1. The controller shall consult the supervisory authority prior to processing where a data protection impact

assessment under Article 35 indicates that the processing would result in a high risk in the absence of measures
taken by the controller to mitigate the risk.

BE B LI CTED DI OB WA ARANERK T 5 L EZ 256, FICEHEED Y A
7 OFHISUTEEIA A+ Th D56, BB, HaOEREZHL To 8% LR
& LIRS, EEE LD, 8T 056, B ICEmICL 205 2R Mtdob0L L,
FBBRTEDDLHOWPOHMEREHND Z LA TE D, MWL, IO B O HEME %
EEL, 6HME CHERT 22N TE D, BEMEIL, EROMB L L HIT, BidOEFL
ZUTE S THH 17 AURNICYIERIZOWT, FHEHELKD, #Z4T 2556, BREIcmmL
RITIIEZR Sy, YR, BRI B O B R D 7o D BEE BB B LIt e AT
THETIELTLHZENTE D,

2. Where the supervisory authority is of the opinion that the intended processing referred to in paragraph 1
would infringe this Regulation, in particular where the controller has insufficiently identified or mitigated the risk,
the supervisory authority shall, within period of up to eight weeks of receipt of the request for consultation, provide
written advice to the controller and, where applicable to the processor, and may use any of its powers referred to in
Article 58. That period may be extended by six weeks, taking into account the complexity of the intended processing.
The supervisory authority shall inform the controller and, where applicable, the processor, of any such extension
within one month of receipt of the request for consultation together with the reasons for the delay. Those periods

may be suspended until the supervisory authority has obtained information it has requested for the purposes of the
consultation.

1 X DB ORI BV T EEREIXIRICET DA BRI R AL L2 R
AP ASTAN
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3. When consulting the supervisory authority pursuant to paragraph 1, the controller shall provide the
supervisory authority with:

() ZUTLHHEE. BURWICEE L EBE . LR S N O O B, FrCHEEK
T N—T NOEHNNZ B L 72 T,
(a) where applicable, the respective responsibilities of the controller, joint controllers and processors
involved in the processing, in particular for processing within a group of undertakings;

(b)  FrIOEHEVO B L OFE,

(b) the purposes and means of the intended processing;

()  AHANZ L DT —% FEROHEF KO A B A2 RH#ET 272 OBUE S 7o 6 5R & ORFEHTE,
(c) the measures and safeguards provided to protect the rights and freedoms of data subjects pursuant
to this Regulation;

(d) AT L5HE. T2 REA T I — OFEMREAR S,
(d) where applicable, the contact details of the data protection officer;

(e) #5535 I 27 — & RGBT,
(e) the data protection impact assessment provided for in Article 35; and

()  ZOMEEHEIC Lo TERE N EHR,

® any other information requested by the supervisory authority.

INBEENE, BT BE T 2600 3R 4 [ KRS THRIRT 218 R ORI, ST S AIER R
(ZEADWTHBR O IR s BEEHE & ek L 220 idZe b 720

4. Member States shall consult the supervisory authority during the preparation of a proposal for a legislative
measure to be adopted by a national parliament, or of a regulatory measure based on such a legislative measure,
which relates to processing.

BLHEIZD ST MREOEWNEZ, WZITAREAICET 2BV a2 &0, Adkof]
ICBWTEBRFICL > TRINDEFOBITOLODEHEIZL 2BNCEL T, HHE
(CHEEERA L i 2 2 & R ONEBHERA D D FRTNCR A 2G5 Z L2 ERTHZ LN TE D,
5. Notwithstanding paragraph 1, Member State law may require controllers to consult with, and obtain prior
authorisation from, the supervisory authority in relation to processing by a controller for the performance of a task

carried out by the controller in the public interest, including processing in relation to social protection and public
health.
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SECTION 4 DATA PROTECTION OFFICER

HI7FK THR#ES T 1 YV —DIEE
Article 37 Designation of the data protection officer

W KO 1L, RIZBIT D2\ T N 05RE L, 7 — 2 R4 7 4 P —Z2 4 LT
(ERAYCYANAN
1. The controller and the processor shall designate a data protection officer in any case where:

(@  EBHROBARBERESUIERIC L > TIThNn 256, 72720, FERENZ S & IT L8
AT AT 2 2 bR <
(a) the processing is carried out by a public authority or body, except for courts acting in their judicial
capacity;

(b)  EELE XIFERE OFLAER S, £ OME, ALK OVSUIAE I L o T, K
ST — & FRDOEIH ORI R Bl A2 LB & T 2B VMEETH 256
(b) the core activities of the controller or the processor consist of processing operations which, by
virtue of their nature, their scope and/or their purposes, require regular and systematic monitoring of data
subjects on a large scale; or

()  EEHEILEEOHOLIEBN, B 9IFTER SN REEOT — % LU 10
FTED AR KOS LIRICET AT — & & REURICIK 5 56
(c) the core activities of the controller or the processor consist of processing on a large scale of special

categories of data pursuant to Article 9 and personal data relating to criminal convictions and offences
referred to in Article 10.

FEEKITN—T1X, T X RELT T 4V —DEFEENORE T 7 BATE S5, 140

T IRES T 4 =2 RA L TH R,
2. A group of undertakings may appoint a single data protection officer provided that a data protection officer
is easily accessible from each establishment.

B SUTBARE DA ST HIR DS £ OIS X OB 2 B EIZ AL, 1407
— ZURFES T ¢ Y= DO LR ST HIRIC R L THRA ST Ly,

3. Where the controller or the processor is a public authority or body, a single data protection officer may be
designated for several such authorities or bodies, taking account of their organisational structure and size.

BLHTEDDGAEUAN T, A U TR UMM & OVE B ST D 4B &
RET L2 Z2OMOHKIL, T — 2 R4 7 4 P —ZEm L TH L, EUEIINBEOEN
ETERIN TSR bIE, B LT by, 7 —ZRi#EL 7 ¢ F— IS L O
EEE IR E 2 AR T DHAEBOIZDIITEN T 5 2 LN TE D,

4. In cases other than those referred to in paragraph 1, the controller or processor or associations and other
bodies representing categories of controllers or processors may or, where required by Union or Member State law

shall, designate a data protection officer. The data protection officer may act for such associations and other bodies
representing controllers or processors.
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5. The data protection officer shall be designated on the basis of professional qualities and, in particular,
expert knowledge of data protection law and practices and the ability to fulfil the tasks referred to in Article 39.

T AR T 4 TR L <ITERE ONEER TH 570, UTEB RISV TR
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6. The data protection officer may be a staff member of the controller or processor, or fulfil the tasks on the
basis of a service contract.

BIRE IR E 1T T — 2 R4 7 ¢ P — OFEM e dAZ e 2 A L. BB @M LT
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7. The controller or the processor shall publish the contact details of the data protection officer and
communicate them to the supervisory authority.

HI8K TS R#EST DML
Article 38 Position of the data protection officer
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1. The controller and the processor shall ensure that the data protection officer is involved, properly and in a
timely manner, in all issues which relate to the protection of personal data.
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2. The controller and processor shall support the data protection officer in performing the tasks referred to in

Acrticle 39 by providing resources necessary to carry out those tasks and access to personal data and processing
operations, and to maintain his or her expert knowledge.
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3. The controller and processor shall ensure that the data protection officer does not receive any instructions
regarding the exercise of those tasks. He or she shall not be dismissed or penalised by the controller or the processor

for performing his tasks. The data protection officer shall directly report to the highest management level of the
controller or the processor.
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4. Data subjects may contact the data protection officer with regard to all issues related to processing of their
personal data and to the exercise of their rights under this Regulation.
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5.

The data protection officer shall be bound by secrecy or confidentiality concerning the performance of his

or her tasks, in accordance with Union or Member State law.
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6.

The data protection officer may fulfil other tasks and duties. The controller or processor shall ensure that

any such tasks and duties do not result in a conflict of interests.

FI9K TS R#EST P —DEFE
Article 39 Tasks of the data protection officer
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1.

(@)

(b)

(©)

(d)

()

The data protection officer shall have at least the following tasks:

B SUT TR K OB & F2 i 2 5636 BICARBLAI R OV oft EU SUTINRE O 7
— S REREIC L BB @A L OEIET 52 L,

(a) to inform and advise the controller or the processor and the employees who carry out processing of
their obligations pursuant to this Regulation and to other Union or Member State data protection provisions;
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(b) to monitor compliance with this Regulation, with other Union or Member State data protection
provisions and with the policies of the controller or processor in relation to the protection of personal data,
including the assignment of responsibilities, awareness-raising and training of staff involved in processing
operations, and the related audits;

BEEN DI, H 35 RIT K D7 — Z REZETHMIC B 5 I E OREEKXR E DZEITO
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(c) to provide advice where requested as regards the data protection impact assessment and monitor its
performance pursuant to Article 35;

BB RS & D 118),

(d) to cooperate with the supervisory authority;

BB 2 BB OV CTEE#BE L OMWE bR LD 2L, HIBRTEDD
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(e) to act as the contact point for the supervisory authority on issues relating to processing, including
the prior consultation referred to in Article 36, and to consult, where appropriate, with regard to any other
matter.
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2.

The data protection officer shall in the performance of his or her tasks have due regard to the risk associated

with processing operations, taking into account the nature, scope, context and purposes of processing.
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SECTION 5 CODES OF CONDUCT AND CERTIFICATION

40 £ 1TE
Article 40 Codes of conduct
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1. The Member States, the supervisory authorities, the Board and the Commission shall encourage the drawing
up of codes of conduct intended to contribute to the proper application of this Regulation, taking account of the
specific features of the various processing sectors and the specific needs of micro, small and medium-sized
enterprises.
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2. Associations and other bodies representing categories of controllers or processors may prepare codes of
conduct, or amend or extend such codes, for the purpose of specifying the application of this Regulation, such as
with regard to:

(@  AEROBEHED D 5 Bk,

©) fair and transparent processing;

() HEOLIRCBWTEIHFIC L - TiBR SN D IE S 72H%,

(b) the legitimate interests pursued by controllers in specific contexts;

© AT —HDINE,

(c) the collection of personal data;

d) AT —ZDEA,

(d) the pseudonymisation of personal data;

() DAL JOT—H ERIZEMIE SN D HR,

(e) the information provided to the public and to data subjects;

() 7T —F EEOHER DT,

(U] the exercise of the rights of data subjects;

(@ FELICREBESHDNEHR, TELORE, W TF EBITHT DIREREEZFFOE DO
B a5 ik,

(9) the information provided to, and the protection of, children, and the manner in which the consent of
the holders of parental responsibility over children is to be obtained;

(h)y &5 24 RO 25 5 CRE WD 5 5 SR K OFHl ONT 5 82 e THE S 2 Bk D24 % il 52
(23 2 R,
(h) the measures and procedures referred to in Articles 24 and 25 and the measures to ensure security
of processing referred to in Article 32;
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(i) BB~ DA N T — X2 E D@, K OT —H EIRA~O YA N T — Z R EOWEA,
(i) the notification of personal data breaches to supervisory authorities and the communication of such
personal data breaches to data subjects;

1) BN T — 2 D% = E X XEEREBE ~ DB,
() the transfer of personal data to third countries or international organisations; or
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(K) out-of-court proceedings and other dispute resolution procedures for resolving disputes between
controllers and data subjects with regard to processing, without prejudice to the rights of data subjects
pursuant to Articles 77 and 79.
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3. In addition to adherence by controllers or processors subject to this Regulation, codes of conduct approved
pursuant to paragraph 5 of this Article and having general validity pursuant to paragraph 9 of this Article may also
be adhered to by controllers or processors that are not subject to this Regulation pursuant to Article 3 in order to
provide appropriate safeguards within the framework of personal data transfers to third countries or international
organisations under the terms referred to in point (e) of Article 46(2). Such controllers or processors shall make
binding and enforceable commitments, via contractual or other legally binding instruments, to apply those
appropriate safeguards including with regard to the rights of data subjects.
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4. A code of conduct referred to in paragraph 2 of this Article shall contain mechanisms which enable the
body referred to in Article 41(1) to carry out the mandatory monitoring of compliance with its provisions by the
controllers or processors which undertake to apply it, without prejudice to the tasks and powers of supervisory
authorities competent pursuant to Article 55 or 56.

ATENH L O VE U IBEAF OB A B EA U < ITHERZ BT 5 ARG 2 T CE s 2 filfk S
OFEZ, BHEOER, EEXITIEREZ 5 55 KU L 2 EHEEEMBINC A L T it e o
R, BEEHERRIE, BEIO R, EIESUIILRER AR 28T L TV D B0 ERE iR <2
b &L, +o CHEUIRRERE LRI L T2 LW L7256, BEioRERE, BIETIEE
REAKRBLRTNT R B0,

5. Associations and other bodies referred to in paragraph 2 of this Article which intend to prepare a code of
conduct or to amend or extend an existing code shall submit the draft code, amendment or extension to the
supervisory authority which is competent pursuant to Article 55. The supervisory authority shall provide an opinion
on whether the draft code, amendment or extension complies with this Regulation and shall approve that draft code,
amendment or extension if it finds that it provides sufficient appropriate safeguards.

BB OB, EESUTIERENF 5 I - TER S, BES 21T E R E S E R O IR EC
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7.

10.

11.

6. Where the draft code, or amendment or extension is approved in accordance with paragraph 5, and where
the code of conduct concerned does not relate to processing activities in several Member States, the supervisory
authority shall register and publish the code.
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7. Where a draft code of conduct relates to processing activities in several Member States, the supervisory
authority which is competent pursuant to Article 55 shall, before approving the draft code, amendment or extension,
submit it in the procedure referred to in Article 63 to the Board which shall provide an opinion on whether the draft
code, amendment or extension complies with this Regulation or, in the situation referred to in paragraph 3, provides
appropriate safeguards.
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8. Where the opinion referred to in paragraph 7 confirms that the draft code, amendment or extension complies

with this Regulation, or, in the situation referred to in paragraph 3, provides appropriate safeguards, the Board shall
submit its opinion to the Commission.
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9. The Commission may, by way of implementing acts, decide that the approved code of conduct, amendment

or extension submitted to it pursuant to paragraph 8 have general validity within the Union. Those implementing
acts shall be adopted in accordance with the examination procedure set out in Article 93(2).
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10. The Commission shall ensure appropriate publicity for the approved codes which have been decided as
having general validity in accordance with paragraph 9.
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11. The Board shall collate all approved codes of conduct, amendments and extensions in a register and shall
make them publicly available by way of appropriate means.

F4l F RS X TR O
Article 41 Monitoring of approved codes of conduct
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1. Without prejudice to the tasks and powers of the competent supervisory authority under Articles 57 and 58,
the monitoring of compliance with a code of conduct pursuant to Article 40 may be carried out by a body which has
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an appropriate level of expertise in relation to the subject-matter of the code and is accredited for that purpose by the
competent supervisory authority.
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2. A body as referred to in paragraph 1 may be accredited to monitor compliance with a code of conduct where
that body has:

(a)  MSEME R OB OO G IEIT B 2 S M sk & B i R R B o6 L T A0 ICRERT L T
D

©) demonstrated its independence and expertise in relation to the subject-matter of the code to the
satisfaction of the competent supervisory authority;

(b)  HUEEEUAAN, 1TEVEIFLOE I T 5 HE K OB E OERER, TR OBIE
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(b) established procedures which allow it to assess the eligibility of controllers and processors
concerned to apply the code, to monitor their compliance with its provisions and to periodically review its
operation;
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(c) established procedures and structures to handle complaints about infringements of the code or the

manner in which the code has been, or is being, implemented by a controller or processor, and to make
those procedures and structures transparent to data subjects and the public; and

(d)  HREEUAZY, FEEETEBEEII T LR ITRB DR 2 v 2 & &2 431235
LTW5%,
(d) demonstrated to the satisfaction of the competent supervisory authority that its tasks and duties do
not result in a conflict of interests.
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3. The competent supervisory authority shall submit the draft criteria for accreditation of a body as referred to
in paragraph 1 of this Article to the Board pursuant to the consistency mechanism referred to in Article 63.
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4. Without prejudice to the tasks and powers of the competent supervisory authority and the provisions of
Chapter V111, a body as referred to in paragraph 1 shall, subject to appropriate safeguards, take appropriate action in
cases of infringement of the code by a controller or processor, including suspension or exclusion of the controller or
processor concerned from the code. It shall inform the competent supervisory authority of such actions and the
reasons for taking them.

EREEEHEIIT. F1HTED DHEOREICHONT, BEDRANPEELRWNE LTI
RLAEL < Ro 725 A UTHRIC Ko TR SNTATHBABRINGER T 256, HIEORE
EROHTLO LT D,

55



5. The competent supervisory authority shall revoke the accreditation of a body as referred to in paragraph 1 if
the conditions for accreditation are not, or are no longer, met or where actions taken by the body infringe this
Regulation.

ARARITABIRER K OEHUARIZ & - TIAT S D BHROTITE A S e,

6. This Article shall not apply to processing carried out by public authorities and bodies.

42 5 Rk
Article 42 Certification
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1. The Member States, the supervisory authorities, the Board and the Commission shall encourage, in
particular at Union level, the establishment of data protection certification mechanisms and of data protection seals
and marks, for the purpose of demonstrating compliance with this Regulation of processing operations by controllers
and processors. The specific needs of micro, small and medium-sized enterprises shall be taken into account.
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2. In addition to adherence by controllers or processors subject to this Regulation, data protection certification
mechanisms, seals or marks approved pursuant to paragraph 5 of this Article may be established for the purpose of
demonstrating the existence of appropriate safeguards provided by controllers or processors that are not subject to
this Regulation pursuant to Article 3 within the framework of personal data transfers to third countries or
international organisations under the terms referred to in point (f) of Article 46(2). Such controllers or processors

shall make binding and enforceable commitments, via contractual or other legally binding instruments, to apply
those appropriate safeguards, including with regard to the rights of data subjects.
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3. The certification shall be voluntary and available via a process that is transparent.
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4. A certification pursuant to this Article does not reduce the responsibility of the controller or the processor
for compliance with this Regulation and is without prejudice to the tasks and powers of the supervisory authorities
which are competent pursuant to Article 55 or 56.
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5. A certification pursuant to this Article shall be issued by the certification bodies referred to in Article 43 or
by the competent supervisory authority, on the basis of criteria approved by that competent supervisory authority
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pursuant to Article 58(3) or by the Board pursuant to Article 63. Where the criteria are approved by the Board, this
may result in a common certification, the European Data Protection Seal.
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6. The controller or processor which submits its processing to the certification mechanism shall provide the
certification body referred to in Article 43, or where applicable, the competent supervisory authority, with all
information and access to its processing activities which are necessary to conduct the certification procedure.
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7. Certification shall be issued to a controller or processor for a maximum period of three years and may be
renewed, under the same conditions, provided that the relevant requirements continue to be met. Certification shall

be withdrawn, as applicable, by the certification bodies referred to in Article 43 or by the competent supervisory
authority where the requirements for the certification are not or are no longer met.
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8. The Board shall collate all certification mechanisms and data protection seals and marks in a register and
shall make them publicly available by any appropriate means.

F43 £ R
Article 43 Certification bodies
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1. Without prejudice to the tasks and powers of the competent supervisory authority under Articles 57 and 58,
certification bodies which have an appropriate level of expertise in relation to data protection shall, after informing
the supervisory authority in order to allow it to exercise its powers pursuant to point (h) of Article 58(2) where
necessary, issue and renew certification. Member States shall ensure that those certification bodies are accredited by
one or both of the following:

(@) 555 5T 56 ki L B B EEE R
(a) the supervisory authority which is competent pursuant to Article 55 or 56;

57



(b)
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2.
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(b) the national accreditation body named in accordance with Regulation (EC) No 765/2008 of the
European Parliament and of the Council? in accordance with EN-ISO/IEC 17065/2012 and with the
additional requirements established by the supervisory authority which is competent pursuant to Article 55
or 56.
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Certification bodies referred to in paragraph 1 shall be accredited in accordance with paragraph 1 only

where they have:

(@)

(b)

(©)

(d)

(€)
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©) demonstrated their independence and expertise in relation to the subject-matter of the certification
to the satisfaction of the competent supervisory authority;
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(b) undertaken to respect the criteria referred to in Article 42(5) and approved by the supervisory
authority which is competent pursuant to Article 55 or 56 or by the Board pursuant to Article 63;
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(c) established procedures for the issuing, periodic review and withdrawal of data protection
certification, seals and marks;
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(d) established procedures and structures to handle complaints about infringements of the certification

or the manner in which the certification has been, or is being, implemented by the controller or processor,
and to make those procedures and structures transparent to data subjects and the public; and
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(e) demonstrated, to the satisfaction of the competent supervisory authority, that their tasks and duties
do not result in a conflict of interests.

2 Regulation (EC) No 765/2008 of the European Parliament and of the Council of 9 July 2008 setting out the
requirements for accreditation and market surveillance relating to the marketing of products and repealing
Regulation (EEC) No 339/93 (OJ L 218, 13.8.2008, p. 30).
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3. The accreditation of certification bodies as referred to in paragraphs 1 and 2 shall take place on the basis of
criteria approved by the supervisory authority which is competent pursuant to Article 55 or 56 or by the Board
pursuant to Article 63. In the case of accreditation pursuant to point (b) of paragraph 1 of this Article, those
requirements shall complement those envisaged in Regulation (EC) No 765/2008 and the technical rules that
describe the methods and procedures of the certification bodies.
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4. The certification bodies referred to in paragraph 1 shall be responsible for the proper assessment leading to
the certification or the withdrawal of such certification without prejudice to the responsibility of the controller or
processor for compliance with this Regulation. The accreditation shall be issued for a maximum period of five years
and may be renewed on the same conditions provided that the certification body meets the requirements set out in
this Article.

LI TED 2RFERIE, BR SAVFRBREOAT 53T Y 18 LIZBI 5 B 4 5 ik R E R B
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5. The certification bodies referred to in paragraph 1 shall provide the competent supervisory authorities with
the reasons for granting or withdrawing the requested certification.

ARERFIHETED D EMF KO 42 515 S THTED 2 R EITEEMEIC L > TELSICT 7 A
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6. The requirements referred to in paragraph 3 of this Article and the criteria referred to in Article 42(5) shall
be made public by the supervisory authority in an easily accessible form. The supervisory authorities shall also

transmit those requirements and criteria to the Board. The Board shall collate all certification mechanisms and data
protection seals in a register and shall make them publicly available by any appropriate means.

FOEARET DI &L, EHEEEERBESUIENGEEKEIL, REDRUBEE LRV L
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7. Without prejudice to Chapter V11, the competent supervisory authority or the national accreditation body
shall revoke an accreditation of a certification body pursuant to paragraph 1 of this Article where the conditions for
the accreditation are not, or are no longer, met or where actions taken by a certification body infringe this Regulation.

MONZEERIE, HREFLVETED DT — ARERIEA N = A LB E S L B2 BARL
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8. The Commission shall be empowered to adopt delegated acts in accordance with Article 92 for the purpose
of specifying the requirements to be taken into account for the data protection certification mechanisms referred to
in Article 42(1).
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9. The Commission may adopt implementing acts laying down technical standards for certification
mechanisms and data protection seals and marks, and mechanisms to promote and recognise those certification
mechanisms, seals and marks. Those implementing acts shall be adopted in accordance with the examination
procedure referred to in Article 93(2).
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CHAPTER V TRANSFER OF PERSONAL DATA TO THIRD COUNTRIES OR
INTERNATIONAL ORGANISATIONS

FHA4F BRI TS —RIER)

Article 44 General principle for transfers
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Any transfer of personal data which are undergoing processing or are intended for processing after transfer to a third country
or to an international organisation shall take place only if, subject to the other provisions of this Regulation, the conditions
laid down in this Chapter are complied with by the controller and processor, including for onward transfers of personal data
from the third country or an international organisation to another third country or to another international organisation. All
provisions in this Chapter shall be applied in order to ensure that the level of protection of natural persons guaranteed by this
Regulation is not undermined.

F45 A MREIZIED S Bty

Article 45 Transfers on the basis of an adequacy decision

1 B =E I EBREE~OFE AN T — 2 OBIRIE, HREE =, F=EEAomEE L <id—o%
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1. A transfer of personal data to a third country or an international organisation may take place where the
Commission has decided that the third country, a territory or one or more specified sectors within that third country,
or the international organisation in question ensures an adequate level of protection. Such a transfer shall not require
any specific authorisation.

2. REL VO MEETHET S & &, BRINERRIT, RICEBIT D EREFITEE LR TTk
572,
2. When assessing the adequacy of the level of protection, the Commission shall, in particular, take account of
the following elements:

(@) EOIRL, MEXOEAMBEROEER, A%, HY, EFROREKOTHEET I EA
T2 ~ORWIEBEOT 7 AT 5 b O & ETe— 72 XI5 BRI o BIEE S &Y
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(a) the rule of law, respect for human rights and fundamental freedoms, relevant legislation, both
general and sectoral, including concerning public security, defence, national security and criminal law and
the access of public authorities to personal data, as well as the implementation of such legislation, data
protection rules, professional rules and security measures, including rules for the onward transfer of
personal data to another third country or international organisation which are complied with in that country

or international organisation, case-law, as well as effective and enforceable data subject rights and effective
administrative and judicial redress for the data subjects whose personal data are being transferred;
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(b) the existence and effective functioning of one or more independent supervisory authorities in the
third country or to which an international organisation is subject, with responsibility for ensuring and
enforcing compliance with the data protection rules, including adequate enforcement powers, for assisting
and advising the data subjects in exercising their rights and for cooperation with the supervisory authorities
of the Member States; and

(€  UEE=ERE L XEBESEEIMA L T2 EEEBR D, FREAT — 2 REICE T
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(©) the international commitments the third country or international organisation concerned has entered

into, or other obligations arising from legally binding conventions or instruments as well as from its
participation in multilateral or regional systems, in particular in relation to the protection of personal data.
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3. The Commission, after assessing the adequacy of the level of protection, may decide, by means of
implementing act, that a third country, a territory or one or more specified sectors within a third country, or an
international organisation ensures an adequate level of protection within the meaning of paragraph 2 of this Article.
The implementing act shall provide for a mechanism for a periodic review, at least every four years, which shall take
into account all relevant developments in the third country or international organisation. The implementing act shall
specify its territorial and sectoral application and, where applicable, identify the supervisory authority or authorities
referred to in point (b) of paragraph 2 of this Article. The implementing act shall be adopted in accordance with the
examination procedure referred to in Article 93(2).

RN ZEB =T, A THDLEMEICIE D&, RS 3T L RIS L7k E K Oa 1 95/46/EC
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4. The Commission shall, on an ongoing basis, monitor developments in third countries and international

organisations that could affect the functioning of decisions adopted pursuant to paragraph 3 of this Article and
decisions adopted on the basis of Article 25(6) of Directive 95/46/EC.
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5. The Commission shall, where available information reveals, in particular following the review referred to in
paragraph 3 of this Article, that a third country, a territory or one or more specified sectors within a third country, or

an international organisation no longer ensures an adequate level of protection within the meaning of paragraph 2 of
this Article, to the extent necessary, repeal, amend or suspend the decision referred to in paragraph 3 of this Article
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by means of implementing acts without retro-active effect. Those implementing acts shall be adopted in accordance
with the examination procedure referred to in Article 93(2).

HUNTES L SN MHADBRBRIRIS & 556, MINZB I B3 5% 3 TED L T
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On duly justified imperative grounds of urgency, the Commission shall adopt immediately applicable implementing
acts in accordance with the procedure referred to in Article 93(3).
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6. The Commission shall enter into consultations with the third country or international organisation with a
view to remedying the situation giving rise to the decision made pursuant to paragraph 5.
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7. A decision pursuant to paragraph 5 of this Article is without prejudice to transfers of personal data to the
third country, a territory or one or more specified sectors within that third country, or the international organisation
in question pursuant to Articles 46 to 49.
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8. The Commission shall publish in the Official Journal of the European Union and on its website a list of the
third countries, territories and specified sectors within a third country and international organisations for which it
has decided that an adequate level of protection is or is no longer ensured.
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9. Decisions adopted by the Commission on the basis of Article 25(6) of Directive 95/46/EC shall remain in

force until amended, replaced or repealed by a Commission Decision adopted in accordance with paragraph 3 or 5 of
this Avrticle.

FA6 £ BIL)RIRAETTEIZ W - /e Bt
Article 46 Transfers subject to appropriate safeguards
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1. In the absence of a decision pursuant to Article 45(3), a controller or processor may transfer personal data to
a third country or an international organisation only if the controller or processor has provided appropriate
safeguards, and on condition that enforceable data subject rights and effective legal remedies for data subjects are
available.

HLIEHTED DB R E L., BEESEN S O EDRA 2 NE LT, RICEITSH0
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2. The appropriate safeguards referred to in paragraph 1 may be provided for, without requiring any specific
authorisation from a supervisory authority, by:

()  EBEBASUTEARR OIERYI ) SUTHIT ) D & % I CE,

(a) a legally binding and enforceable instrument between public authorities or bodies;

(b) BB AT RITHE o T R ZE VR,

(b) binding corporate rules in accordance with Article 47;

() FOOBLRF2IHTED DFEA TR > THRIMNEBERIC L > TERIRS N/ AZHET — X}
LRI,

(©) standard data protection clauses adopted by the Commission in accordance with the examination
procedure referred to in Article 93(2);

(d) %g%%’iofﬁﬁéh/ﬁ%S%%Z%TE@é%E? IR VINEESIZ L -
"C%mu éﬂfLFEET &T%u% /\o

(d) standard data protection clauses adopted by a supervisory authority and approved by the
Commission pursuant to the examination procedure referred to in Article 93(2);

() HLIRREHE (F— 2 FEOHEFICET 2 L2at) ZEHT 200 E =[EH0E
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(e) an approved code of conduct pursuant to Article 40 together with binding and enforceable
commitments of the controller or processor in the third country to apply the appropriate safeguards,
including as regards data subjects' rights; or

() EEIRRERE (F— 2 EEROHFANICET 22 L 25T) 2T 5700 =FHOE
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(U] an approved certification mechanism pursuant to Article 42 together with binding and enforceable

commitments of the controller or processor in the third country to apply the appropriate safeguards,
including as regards data subjects' rights.

BHERE B O OB AR T 256, H 1HETED 2 MU 2 RERE L, FRICRICETS D
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3. Subject to the authorisation from the competent supervisory authority, the appropriate safeguards referred to
in paragraph 1 may also be provided for, in particular, by:

(a) AR TR L ER L IXEBSERIC T 5 A BkE UIEAT =2 0
A M o8RRI RE, T
(a) contractual clauses between the controller or processor and the controller, processor or the recipient
of the personal data in the third country or international organisation; or

(b) AR SUIERR OATEL E QTR OITHFEA ST HAT D B 0 ORI 727 — 2
ROMHER 2 & T BLE,
(b) provisions to be inserted into administrative arrangements between public authorities or bodies
which include enforceable and effective data subject rights.

64



BRI, ALEIHETEDLHRAIIBWT, H635TEDL —BMEAD =A% HA L

RITHUT R B0,
4, The supervisory authority shall apply the consistency mechanism referred to in Article 63 in the cases
referred to in paragraph 3 of this Article.
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5. Authorisations by a Member State or supervisory authority on the basis of Article 26(2) of Directive
95/46/EC shall remain valid until amended, replaced or repealed, if necessary, by that supervisory authority.
Decisions adopted by the Commission on the basis of Article 26(4) of Directive 95/46/EC shall remain in force until
amended, replaced or repealed, if necessary, by a Commission Decision adopted in accordance with paragraph 2 of
this Article.

47 S PURAGESE LR

Article 47 Binding corporate rules

EHEEEERAIY, WRIZIBIT A5 E. Be3LTED LN —HMEA B = X AWk
HERZ AR L2 TR 570,

1. The competent supervisory authority shall approve binding corporate rules in accordance with the
consistency mechanism set out in Article 63, provided that they:

(d)  FRAIEMERDS, BRI AR L, FEKRZ L —7 T FERFEINCREET S
HEEO TN —FICEHE LT RTORA L AN— (EELELET) (ST SN, EFEh

T I/ \ ZD o
(a) are legally binding and apply to and are enforced by every member concerned of the group of
undertakings, or group of enterprises engaged in a joint economic activity, including their employees;

(b)  FEREIEZERERA, EAT —Z OB L, 7 — % BRICHIT T & 2R &2 B1RE
IZE 2 Tnd,
(b) expressly confer enforceable rights on data subjects with regard to the processing of their personal
data; and

(c)  FRAIEZEHERIDS, % 2 HIZED b E AT LT 5,

(©) fulfil the requirements laid down in paragraph 2.

FBIETED SRS EERNT, D7 b RICEBITFA2HEEEZHT L2 TR 520,

2. The binding corporate rules referred to in paragraph 1 shall specify at least:

(@  FERIN—T ILFARBIEEIN M ET DEEEO I N—T ROE L DA L N—DIR

il & B Z2EHE S
(a) the structure and contact details of the group of undertakings, or group of enterprises engaged in a

joint economic activity and of each of its members;
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(b)

(©)

(d)

(€)

()

)

(h)
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(b) the data transfers or set of transfers, including the categories of personal data, the type of processing

and its purposes, the type of data subjects affected and the identification of the third country or countries in
question;

[ A K ONES BT IZ 31T D IER M,

(c) their legally binding nature, both internally and externally;

— 72T — 2 RAEDIFRIOE M, Fri2, BRORIIR, 7 —% oMb, TrArliiE o)
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(d) the application of the general data protection principles, in particular purpose limitation, data
minimisation, limited storage periods, data quality, data protection by design and by default, legal basis for
processing, processing of special categories of personal data, measures to ensure data security, and the
requirements in respect of onward transfers to bodies not bound by the binding corporate rules;

BHRNC P % 7 — & EROMER L O MREHERN O JBIT R, B 2R L2707 74
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(e) the rights of data subjects in regard to processing and the means to exercise those rights, including
the right not to be subject to decisions based solely on automated processing, including profiling in
accordance with Article 22, the right to lodge a complaint with the competent supervisory authority and
before the competent courts of the Member States in accordance with Article 79, and to obtain redress and,
where appropriate, compensation for a breach of the binding corporate rules;

EUSNIZHLR D72 W T 2 5 5 5 A L3 — |2 LB HRIEEENOH b P 5125
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(U] the acceptance by the controller or processor established on the territory of a Member State of
liability for any breaches of the binding corporate rules by any member concerned not established in the

Union; the controller or the processor shall be exempt from that liability, in whole or in part, only if it
proves that that member is not responsible for the event giving rise to the damage;
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(9) how the information on the binding corporate rules, in particular on the provisions referred to in
points (d), (e) and (f) of this paragraph is provided to the data subjects in addition to Articles 13 and 14;

TR > THEM SN H O W LT —FIRGEL 7 4 Y — UTFEERTL—THL
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(h) the tasks of any data protection officer designated in accordance with Article 37 or any other person
or entity in charge of the monitoring compliance with the binding corporate rules within the group of
undertakings, or group of enterprises engaged in a joint economic activity, as well as monitoring training
and complaint-handling;
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(i) the complaint procedures;
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() the mechanisms within the group of undertakings, or group of enterprises engaged in a joint
economic activity for ensuring the verification of compliance with the binding corporate rules. Such
mechanisms shall include data protection audits and methods for ensuring corrective actions to protect the
rights of the data subject. Results of such verification should be communicated to the person or entity
referred under point (h) and to the board of the controlling undertaking of a group of undertakings, or of the
group of enterprises engaged in a joint economic activity, and should be available upon request to the
competent supervisory authority;

(k)  HEEEZHE MO L, Mk 4 BE RIS T D A7,
(K) the mechanisms for reporting and recording changes to the rules and reporting those changes to the
supervisory authority;
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) the cooperation mechanism with the supervisory authority to ensure compliance by any member of

the group of undertakings, or group of enterprises engaged in a joint economic activity, in particular by
making available to the supervisory authority the results of verifications of the measures referred to in point

@)

(m)  FHEEECHLIFEERINVL—TE L ITEFERFIEENEF T HEETDO I N—T DA
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(m) the mechanisms for reporting to the competent supervisory authority any legal requirements to
which a member of the group of undertakings, or group of enterprises engaged in a joint economic activity
is subject in a third country which are likely to have a substantial adverse effect on the guarantees provided
by the binding corporate rules; and

(n) AT —=ZITKKEANS SUTEHINC T 7 & 242 A ~DEtl /e 7 — Z (R,
(n) the appropriate data protection training to personnel having permanent or regular access to personal
data.
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3. The Commission may specify the format and procedures for the exchange of information between

controllers, processors and supervisory authorities for binding corporate rules within the meaning of this Article.
Those implementing acts shall be adopted in accordance with the examination procedure set out in Article 93(2).
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Article 48 Transfers or disclosures not authorised by Union law

FEEA L < IXBRE BN T — % ORI EBAR 2 2R 2 5 = E O UTIEE D & 5 @ 2 f]
REMITBHER DO H B HIREIL, ZOEKRAZTLE=FL EU IINMBEFTHD L ST ok
BiZRAID K9 REIBIEICESIGEITRY | AEICKIT 2BRICHET 2MOBRMERESTLHZ &k
<, RBOLNDMXITBITNEHTHIENTE D,

Any judgment of a court or tribunal and any decision of an administrative authority of a third country requiring a controller
or processor to transfer or disclose personal data may only be recognised or enforceable in any manner if based on an

international agreement, such as a mutual legal assistance treaty, in force between the requesting third country and the Union
or a Member State, without prejudice to other grounds for transfer pursuant to this Chapter.

HA9F FFEDRINZL1T S B

Article 49 Derogations for specific situations
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1.

In the absence of an adequacy decision pursuant to Article 45(3), or of appropriate safeguards pursuant to

Article 46, including binding corporate rules, a transfer or a set of transfers of personal data to a third country or an
international organisation shall take place only on one of the following conditions:

(@)

(b)

(©

(d)

(€)

(f)
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©) the data subject has explicitly consented to the proposed transfer, after having been informed of the

possible risks of such transfers for the data subject due to the absence of an adequacy decision and
appropriate safeguards;

T2 ERLEHE L OMICBIT RO BITOID, XITT —F FEROERIZ LY B
HALDRKIRHEE DO ERO T2 | BN LELRGE,

(b) the transfer is necessary for the performance of a contract between the data subject and the
controller or the implementation of pre-contractual measures taken at the data subject's request;

BEHF K OZEOMARANXITIEN L ORICEBT 57 — % EEROFIRIIFT 5 ZHE O
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(c) the transfer is necessary for the conclusion or performance of a contract concluded in the interest of
the data subject between the controller and another natural or legal person;

AIOFREDE R FHO T DITBIRN LR A,
(d) the transfer is necessary for important reasons of public interest;

ERFERRFONLEE, 1T UIHFRITBIE DS LR 5
(e) the transfer is necessary for the establishment, exercise or defence of legal claims;

T —=Z EERPE TENICREZ 525 Z LN TERVWEEIZEWT, 7F—# K
I3 OEZE LRI 2 i3 25 12D IR LB R G A,
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) the transfer is necessary in order to protect the vital interests of the data subject or of other persons,
where the data subject is physically or legally incapable of giving consent;

() EUEUIMEEOEMNIEIZED, —DO A6 L TERZIREET 2 2 EBER SN
TR THY . — KD AL ITIELRFRE 2G0T 25 2 LD TE 5 N X D hagicxt L
TABRESNEEENSOBER, 72720, TOREORIICE T, WiicBd % EUE
OB E O EWNECTHE STV D RN SIVTW DS EICIRD,

(9) the transfer is made from a register which according to Union or Member State law is intended to
provide information to the public and which is open to consultation either by the public in general or by any

person who can demonstrate a legitimate interest, but only to the extent that the conditions laid down in
Union or Member State law for consultation are fulfilled in the particular case.

BN FRAOEZEMER O RIH 2 5 L5 45 S UTE 46 SROBUEITIES T M OAIH(2) 570
5(Q) 5 K DFFEDIRBUCI T 2B 13 —2 b & TITE BRI, H=EITEFEEE
~OBELE, BENERYIESWT, RONTZEOT—Z TRICET 2L THY, BHEAICK
S CER SN D IEYZREMFIEO BRICHETH Y | 2 OFRIZENT — & EIROFIGE IHER K&
OHB LY HELET, FHENT — X BERICET 2T X TORREFG L, ZORHbIZ LS
WA T — 2 RFEICP T 2 MU R REEFTE D BUE STV D HAICIRY . 179 2 &N TE D,
EHE IR L CEEEBICE L2 e by, FHEIL, B BRLOE 1454 T
TE D DIEROBBITINZ . T —F ERICBIE KL OEHE I L > TER S D IEY 2R ERFIRIC
DUVWTIA L2 T e e,

Where a transfer could not be based on a provision in Articles 45 or 46, including the provisions on binding
corporate rules, and none of the derogations for a specific situation pursuant to points (a) to (g) of this paragraph is
applicable, a transfer to a third country or an international organisation may take place only if the transfer is not
repetitive, concerns only a limited number of data subjects, is necessary for the purposes of compelling legitimate
interests pursued by the controller which are not overridden by the interests or rights and freedoms of the data
subject, and the controller has assessed all the circumstances surrounding the data transfer and has on the basis of
that assessment provided suitable safeguards with regard to the protection of personal data. The controller shall
inform the supervisory authority of the transfer. The controller shall, in addition to providing the information
referred to in Articles 13 and 14, inform the data subject of the transfer and on the compelling legitimate interests
pursued.

B 1H(Q) I L DBIRITEER O TICE TN LBAT — 2 BEIIMENT — 2 O ZE O
TIER BV, REPELSRFEE EOAXICLWE TORMZER L TV 5HEG, Bk
YEN A DBRNTEZENZ PZWMNZRDGEIRV TN bD LT 5,

2. A transfer pursuant to point (g) of paragraph 1 shall not involve the entirety of the personal data or entire
categories of the personal data contained in the register. Where the register is intended for consultation by persons
having a legitimate interest, the transfer shall be made only at the request of those persons or if they are to be the
recipients.

1 HRTEE(a) 5. (D) 5 MOV e) Bl NT R BRITAME T DIBATIZ B CTARIEBIIC X » T S
NDTEENZITEH S e,
3. Points (a), (b) and (c) of the first subparagraph and the second subparagraph of paragraph 1 shall not apply
to activities carried out by public authorities in the exercise of their public powers.

F L) 5 TED HALDORLEIT EU vE T EHE E S IEEOENIETRD 5 TWh RS
AUTZR B 7220,

4. The public interest referred to in point (d) of paragraph 1 shall be recognised in Union law or in the law of
the Member State to which the controller is subject.
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5. T DWE N L 20 GE . EUESUIMBEOENEIL, AILoRIZEIZREd 2 B AL
HIC K0 Rl OBAT — 2 BT 58 = E DU LER B~ O B iniil R 2 eI i E 5
L2 ENTED, MPEEITYEHREZHMNEBRICTENT LD LT D,
5. In the absence of an adequacy decision, Union or Member State law may, for important reasons of public

interest, expressly set limits to the transfer of specific categories of personal data to a third country or an
international organisation. Member States shall notify such provisions to the Commission.

6. W TR A 1T, Pl RS LGB CEO MU 2 REREE, HI0KTEDD
RLEKICCE L LTS T UE R B 220,
6. The controller or processor shall document the assessment as well as the suitable safeguards referred to in
the second subparagraph of paragraph 1 of this Article in the records referred to in Article 30.

F50 5 MINT—ZRFEIZFT S EERH

Article 50 International cooperation for the protection of personal data

F=E L OEBERREICBEE LT, BONEES M OEERBIIXICHE T 25 H2 B L Lo @i E
L BRITNERBZR,

In relation to third countries and international organisations, the Commission and supervisory authorities shall take
appropriate steps to:

(@) AT —ZREIBIT D IEHR ORI ZRBAT & RS D EER AR OB %,
©) develop international cooperation mechanisms to facilitate the effective enforcement of legislation
for the protection of personal data;

(b) aEE, EIERS. AR, MOEHRHE S0 AT — 2 REICET 2RO ITE
T 5 ERRR B Offk, 7272 L, AT — & ROV OO FEARRMER K OVE B & R
L7 DO RERE A & HRTIUTR bR,
(b) provide international mutual assistance in the enforcement of legislation for the protection of
personal data, including through notification, complaint referral, investigative assistance and information
exchange, subject to appropriate safeguards for the protection of personal data and other fundamental rights
and freedoms;

() AT —ZREIZBT DIEEOBITICRT 5 EEEM ) Ot s By & Uiz &k ONE
B~ OB 5 R HBIFRE D51 E AR,

(c) engage relevant stakeholders in discussion and activities aimed at furthering international
cooperation in the enforcement of legislation for the protection of personal data;

d) AT —Z GBI ET DAL OB B O A & SCE Lo, 5 =[E & OFIERE
Raagie,
(d) promote the exchange and documentation of personal data protection legislation and practice,
including on jurisdictional conflicts with third countries.
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CHAPTER VI INDEPENDENT SUPERVISORY AUTHORITIES

B 1HET MSIRyHAL
SECTION 1 INDEPENDENT STATUS

FH51 5 EERER
Article 51 Supervisory authority

FMBEE, BB 2 BARANDOREARHER L O H B ZR#EST S50, KTEURNIZE
FHMEAT =2 OEBRREERET D720, ARAOBEM 2 EHRT 27 EE2F>—>IE
BN LT AR 2 5B L 22 T e 7wy,

1. Each Member State shall provide for one or more independent public authorities to be responsible for

monitoring the application of this Regulation, in order to protect the fundamental rights and freedoms of natural
persons in relation to processing and to facilitate the free flow of personal data within the Union.

FEEEIL. EU BT OABAO—E LIERAICHF S LTl b, YA
D, ZH OEEEEITE 7 EICHEW, EWIXEMNEE S LW LRTX R B0,

2. Each supervisory authority shall contribute to the consistent application of this Regulation throughout the
Union. For that purpose, the supervisory authorities shall cooperate with each other and the Commission in
accordance with Chapter VII.

IREWNICEROBEEREN 556, UMBEIL. BUNT — 2 RERHITI W T Y ER
R E RS LEEWEZIEATo2bDE L, FBRTEDD —HEAD = LICHETS
B 2 fth O BB R BE 28T 5 2 & PR3 2 H 2 L L 72 I iuide B 72w,

3. Where more than one supervisory authority is established in a Member State, that Member State shall
designate the supervisory authority which is to represent those authorities in the Board and shall set out the
mechanism to ensure compliance by the other authorities with the rules relating to the consistency mechanism
referred to in Article 63.

FAMBEEZ, AFICKMMBENRRT 2MEEOENEOHEL, E< &b (KERIT)
ZAELIEAND 24) £TIC, £, 2L DOHEICEEL MTTHREDEEICOWNTS, 1#
W<, BINEZEESITEA LR TIER 680,

4. Each Member State shall notify to the Commission the provisions of its law which it adopts pursuant to this

Chapter, by ... [two years from the date of entry into force of this Regulation] at the latest and, without delay, any
subsequent amendment affecting them.

#5254 M
Article 52 Independence

HRERREIE, ABANCHE - T2 B OBIT R OMER Z AT B8, 58RITMS L TITE L7221
ETe b7,

1. Each supervisory authority shall act with complete independence in performing its tasks and exercising its
powers in accordance with this Regulation.
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BRETEHEBI D A N =T A =T Bid AHLANIHE - 72368 DZAT M OHERDATREIZ I 0
T, EH#EIEEZ DT, AMTRRELZZT T, #ENCHEREZ RO L b, NN IER
ERJHIEDLTRRLARL,

2. The member or members of each supervisory authority shall, in the performance of their tasks and exercise

of their powers in accordance with this Regulation, remain free from external influence, whether direct or indirect,
and shall neither seek nor take instructions from anybody.

BB D A v R—=UF A v N—TBid, ZORB LHABENRVDH O P LITEEEX 2 Th
E72 5 fEEHHT, ARTHLI0ENE DT, HENRWEZEICHEEL TR L2,
3. Member or members of each supervisory authority shall refrain from any action incompatible with their
duties and shall not, during their term of office, engage in any incompatible occupation, whether gainful or not.

FMEENT, BONT — 2 RiERig L oL, HHROSINCE T 2 XRICBNTIEITSND S
DZZ D BIFA 70 BE B ORHS 21T M OMERDATREIC LT 2. NS, B K O B
TR, R ONC A 7 T3, BEERERICRAE S D K O MR L7e < TE R B 7220,

4. Each Member State shall ensure that each supervisory authority is provided with the human, technical and
financial resources, premises and infrastructure necessary for the effective performance of its tasks and exercise of

its powers, including those to be carried out in the context of mutual assistance, cooperation and participation in the
Board.

FINEENE, FEEMBID A L= A X1 b O SRR RICIR T 2 1 B % 2 LB
BB M OVEM TE 5 KXo fElk LT TR 7220,

5. Each Member State shall ensure that each supervisory authority chooses and has its own staff which shall be
subject to the exclusive direction of the member or members of the supervisory authority concerned.

FIRER, B BB E OMINNET B L 5 2 W EHICAR U, BVEREB DSB8
HEETPRZFO XL O MR LRTNERERV, ZOTFRIZMNXIIERTFEO—HTH-TH
AN

6. Each Member State shall ensure that each supervisory authority is subject to financial control which does

not affect its independence and that it has separate, public annual budgets, which may be part of the overall state or
national budget.

535 EERERE D X oN— (2T — R
Article 53 General conditions for the members of the supervisory authority

IR, BB REBE D45 A o R—=3RICHGT 2 b DIZ X 2 BWMEO & 2 FHelc & - TEMm S
52 L EBE LTI B0,

1. Member States shall provide for each member of their supervisory authorities to be appointed by means of
a transparent procedure by:

- IR E DS,
- their parliament;

- N B E O BUT

- their government;

- MREDOITE,
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- their head of State; or

- IR E D EPIEIC D S a4 MRS 5- 2 B AT S A,

- an independent body entrusted with the appointment under Member State law.

B A N=IR, BB EAT R OMERRITREI SR O B 2 B, R A ORE Al 2 TV 72 e
5720, KRBT — 2 il D4y B,

2. Each member shall have the qualifications, experience and skills, in particular in the area of the protection
of personal data, required to perform its duties and exercise its powers.

A UNR—OFRBIL, BBEENOW T, FEROUIBRELRBOGAICKR T L, BRI IMBEEOE
PWIEIZHED b D & T D,

3. The duties of a member shall end in the event of the expiry of the term of office, resignation or compulsory
retirement, in accordance with the law of the Member State concerned.

A N TERRAEATE SUT A A= EATITR D 5D e 2 IR 2 L TnZan
BEllDRRREIND,

4. A member shall be dismissed only in cases of serious misconduct or if the member no longer fulfils the
conditions required for the performance of the duties.

FH54 5 BETEREEOREHA
Article 54 Rules on the establishment of the supervisory authority

FMBREL, TRTORIE T 2 FHICOWTERTED RITIULR B0,
1. Each Member State shall provide by law for all of the following:

(a) AEEREBEORIE L T O,

(a) the establishment of each supervisory authority;

(b) BEEBEBED A L N—& U THRA SN DT2DITE & S5 EE M OV SR,
(b) the qualifications and eligibility conditions required to be appointed as member of each supervisory
authority;

(€  BEEBEBID A L N—3F A L N—To b ORI T 2 HUE K O FH,
(c) the rules and procedures for the appointment of the member or members of each supervisory
authority;

(d) AR LEETHEEEMEO X N —=IA RN —=T2 b D], 72720, ORI Z)
NuaALER) UBEORYOEMICIBN T, HIMZ T 5 LT B # R oM s7
M RET DT DIIKETH LR BIE, WAL LTS X,
(d) the duration of the term of the member or members of each supervisory authority of no less than
four years, except for the first appointment after ... [the date of entry into force of this Regulation], part of
which may take place for a shorter period where that is necessary to protect the independence of the
supervisory authority by means of a staggered appointment procedure;
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(&) BEBIEEED A LRI A R L OFEERD L2 0E D, B DD THivEfmE
D D DD,
(e) whether and, if so, for how many terms the member or members of each supervisory authority is
eligible for reappointment;

() BEEHRED A A= IA A= L R OB OFRE, F1LAT8 . BB RO
THOHEBEIIRVIRE K ORI 2 D E T 2 G0 QNS 045 1k 2 D E - 2 o,
® the conditions governing the obligations of the member or members and staff of each supervisory
authority, prohibitions on actions, occupations and benefits incompatible therewith during and after the term
of office and rules governing the cessation of employment.

BEEREBAD A =T A =T b R OE T, EUESUIMEEOERNIEICE-> T, %
WEEAT SATHERRATRE TP J0 0 A5 7o BB B T B U CHEARIII P & OME T 4% oD 1l 7 CHRER T R
BB LA, EAEHIEP, UEER TS IR B RN X 2 ARBALERK O E 2 &
N2RTHIT R B,

2. The member or members and the staff of each supervisory authority shall, in accordance with Union or
Member State law, be subject to a duty of professional secrecy both during and after their term of office, with regard
to any confidential information which has come to their knowledge in the course of the performance of their tasks or
exercise of their powers. During their term of office, that duty of professional secrecy shall in particular apply to
reporting by natural persons of infringements of this Regulation.
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B2 EEE. EBRUHER
SECTION 2 COMPETENCE, TASKS AND POWERS

55 5% HiE
Article 55 Competence

FEEREBIIE. ABLANCHE - THEEBEREIII M L THI D B THENTEBOBT RO S SEE
PEBEIZ AT 5 ST HERR OATREIZBE U C Y BB B O B E O I L T EEZ A T2 b0 L
ERAE

1. Each supervisory authority shall be competent for the performance of the tasks assigned to and the exercise
of the powers conferred on it in accordance with this Regulation on the territory of its own Member State.

B0 $N A AR BE SUEERS 6 555 LHH(C)H 4 L <IE(e) B KD EATEN T 5 REIFIAIZ L - T
FITSNH%E., BET 2R EOEEMEIIEEEZ G T b0 T5, ZOGA, 56
FITHEA &7,

2. Where processing is carried out by public authorities or private bodies acting on the basis of points (c) or (e)

of Article 6(1), the supervisory authority of the Member State concerned shall be competent. In such cases Article
56 does not apply.

BB B BT O FHEHERRIZ 35 1 2 BeHIFT O BB W MEE DB I EEELZ A L2 b o &
ERAN

3. Supervisory authorities shall not be competent to supervise processing operations of courts acting in their
judicial capacity.

H56 £ FTEEREOETE
Article 56 Competence of the lead supervisory authority

s RERET LI LML, Eté?%ﬁ)ﬂﬁﬂ TEBE A L I3TBURE OB —OFEFT ORE
PEBEIE. 5 60 SRICHIE S 2 FREISIEV, MRZE P UIHHRE 12 L - TEIT S 5T
BN D FEEHE L L COREBICEEEL AT LD LT 2,

1. Without prejudice to Article 55, the supervisory authority of the main establishment or of the single
establishment of the controller or processor shall be competent to act as lead supervisory authority for the cross-
border processing carried out by that controller or processor in accordance with the procedure provided in Article 60.

FHLEHOHFISNE LT, %ﬁ*’%‘%éf'a@ TEEE BRI~ D AR 3L T UFTEAE LAS 2 AR E B D JLE
CEEZATOHERHY . IREEPEEMREOMEENICH 2 FEFTZTE/R L TH
D XITFG D FE "’E’J R B OB ENICH 57 — # BRI EEZ JF L Tn
52 EEFMET D,

2. By derogation from paragraph 1, each supervisory authority shall be competent to handle a complaint
lodged with it or a possible infringement of this Regulation, if the subject matter relates only to an establishment in
its Member State or substantially affects data subjects only in its Member State.

AREFE2HETED DG, BB I3 5% I U LB B 2 <@md 5 b D &7
Do WIS TAD ML EREEBEENILE 60 S ICHUE ST FHEIiE > THEZ LM
TROWENRET DD E L, ZORR, @ U7 EERE o R E NI E BHE U HHRE 0%
EIBHLNENEET LD LT D,
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3. In the cases referred to in paragraph 2 of this Article, the supervisory authority shall inform the lead
supervisory authority without delay on that matter. Within a period of three weeks after being informed the lead
supervisory authority shall decide whether or not it will handle the case in accordance with the procedure provided
in Article 60, taking into account whether or not there is an establishment of the controller or processor in the
Member State of which the supervisory authority informed it.

TREREANFR AT 5 2 L 2ikD DA, HE0RTHESNZFRrEH I ND D
LT %, ERTEHEI @ U7 BB BT ERE ISR E I T O R A RN T 5 2 LT
& D, 560 55 3T TE D DR ERDOWEMRIFIZ EREHBIT N E R R A R RRBET 26D
LT 5,

4, Where the lead supervisory authority decides to handle the case, the procedure provided in Article 60 shall
apply. The supervisory authority which informed the lead supervisory authority may submit to the lead supervisory

authority a draft for a decision. The lead supervisory authority shall take utmost account of that draft when preparing
the draft decision referred to in Article 60(3).

EEEMENEREZLH L RO 556, REEMEI @M U7 BB 61 /AT
FO2RIIM > THFRELZLHT DD LT D,

5. Where the lead supervisory authority decides not to handle the case, the supervisory authority which
informed the lead supervisory authority shall handle it according to Articles 61 and 62.

FEEBIE, R LI | & o THEAT SN D BB S B L O R R STk
FHOME— DM O TRITFIUER B0,

6. The lead supervisory authority shall be the sole interlocutor of the controller or processor for the cross-
border processing carried out by that controller or processor.

H57 5 FEFE
Article 57 Tasks

ABANZESOTHRESN TV OMOREE 2R ET D Z &< BEEHKEITE OB TK
T L EHEZTOBDLET D,

1. Without prejudice to other tasks set out under this Regulation, each supervisory authority shall on its
territory:

(@) ABAIOEM O & BT,

(a) monitor and enforce the application of this Regulation;

(b)  HUHRWZEET D ARMERRIE N Y A7 BUE., RiERIE ML ORI~ O B OEHE, FriZ
T E BT HIEENI AR EE DK SR T UL B 7auy,
(b) promote public awareness and understanding of the risks, rules, safeguards and rights in relation to
processing. Activities addressed specifically to children shall receive specific attention;

(c) IMEEOEMNIECHE> T, ERES. BUFIEONS Z Ok & O~ By B4
% HIRA OHEF K OVE 1 OPRFEIZBE D D IER R OTBHHIHTE IC DWW T OB 5,
(c) advise, in accordance with Member State law, the national parliament, the government, and other
institutions and bodies on legislative and administrative measures relating to the protection of natural
persons' rights and freedoms with regard to processing;
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(d)

(€)

(f)

(9)

(h)

)

(k)

(1

(m)

AIRANC IS FHICET 2 EHE B E O Ei#kom E,

(d) promote the awareness of controllers and processors of their obligations under this Regulation;

ZERIZIS U Ty ABRANCEES K 7 —# BEROHERITEEICET 2 H 50 57 — # Ek~0
THRORBEKX O, BWEITHD26I1E, 2D DMONNYEIEOEEREE & D/,
(e) upon request, provide information to any data subject concerning the exercise of their rights under

this Regulation and, if appropriate, cooperate with the supervisory authorities in other Member States to that
end;

T = Z ERIUTH 80 RITHE - THA, #EBIFE L < BHRIC K > TH LI THNIZ AR
DI O, Y22 FEPHI R - 7o AR OX R FHOP A, WO S EABF P O A
PR ORERDOHENLA~OIEH (RSB OFRA I O BEREES & D W ) S 725

/E[\) o

® handle complaints lodged by a data subject, or by a body, organisation or association in accordance
with Article 80, and investigate, to the extent appropriate, the subject matter of the complaint and inform the
complainant of the progress and the outcome of the investigation within a reasonable period, in particular if
further investigation or coordination with another supervisory authority is necessary;

AIRRN O S BT D — B2 g1 2 AR TOMOBEERRE & o (Fmodt
AR OB o2 ETe)

(9) cooperate with, including sharing information and provide mutual assistance to, other supervisory
authorities with a view to ensuring the consistency of application and enforcement of this Regulation;

AR O N F1T 2 A D FEh, BB b BB~ fH S D IFHRICHES
<HEZET,

(h) conduct investigations on the application of this Regulation, including on the basis of information
received from another supervisory authority or other public authority;

B 5RO, £ OERIIMAT — 2 OR#EICEAT R ELFROHMETHY | F
(AR ONBAE H iyl O IEAT DR,

(i) monitor relevant developments, insofar as they have an impact on the protection of personal data, in
particular the development of information and communication technologies and commercial practices;

5 28 556 8 TH S UVES 46 -5 2 HH(d) 5 T IE D D IEHER I SR O ERAR,
) adopt standard contractual clauses referred to in Article 28(8) and point (d) of Article 46(2);

%35 R A I K 57 — ZIRER RN BT 5 BRI )i 5 — B DR K OV
Fo

(k) establish and maintain a list in relation to the requirement for data protection impact assessment
pursuant to Article 35(4);

5 36 55 2 T TE D D B WMEEIC I T 2 B S Ok,
U] give advice on the processing operations referred to in Article 36(2);

55 40 RIZB T HITEBLE O MERR O BEFEHIE ONCEE 40 5555 5 F I L 2 B ROFRH K OH5»
PR PR B A RS D MR TENR E O /KR,

(m) encourage the drawing up of codes of conduct pursuant to Article 40 and provide an opinion and
approve such codes of conduct which provide sufficient safeguards, pursuant to Article 40(5);
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(n)

(0)

(9]

(@)

(s)

(t)

()

(v)

BARFELIHIIL DT —HREBIEA D = X LT —Z R — NV RN~ — 7 fif
NLOBE, 5 42 55 5 I K D RRRESLE DGR,

(n) encourage the establishment of data protection certification mechanisms and of data protection
seals and marks pursuant to Article 42(1), and approve the criteria of certification pursuant to Article 42(5);

MU HYE . B A2 T T HICHE © THRAIT SN DFRED EHIR RLE L 0 F47,
(0) where applicable, carry out a periodic review of certifications issued in accordance with Article
42(7);

I

B AL R X D ATE B O AU BT 2 HRDFRIEIZ 03 5 HHER OB 43 RIC XL 57
IR BE D FEHE DAERL & AR,

() draft and publish the criteria for accreditation of a body for monitoring codes of conduct pursuant to
Acrticle 41 and of a certification body pursuant to Article 43;

%A1 R L HTE BRI O BRI B9 5 HIARDOFRIE K OV 43 RIC L 2 RAEBI DOFEE D
it

(@) conduct the accreditation of a body for monitoring codes of conduct pursuant to Article 41 and of a
certification body pursuant to Article 43;

55 46 o565 3T TIE® D IR KL OBUE DR AL,
n authorise contractual clauses and provisions referred to in Article 46(3);

55 AT 2RI X D FR AR ZE HERI D KER,
(s) approve binding corporate rules pursuant to Article 47;

BRIN T — & (R ik OTEBI A~ D% 5

®) contribute to the activities of the Board;

AHANER & O 58 488 2 TIZHE > TR O M7= HEEIZ B 5 ENGLaR OMERR, KON,
(u) keep internal records of infringements of this Regulation and of measures taken in accordance with
Article 58(2); and

TEANT — 2 RFEIZBET 5 & 5 W DO R DJEAT,

(v) fulfil any other tasks related to the protection of personal data.

BEEREBNL. B 1HEG ST TEO DL RROBE UH 2 et L uide 59, ZoRHITEFH
I T DD TEDORMANTHERDO L ) RTEICE > Thdh, £thodETFE%2HE
L CldZ b,

2.

Each supervisory authority shall facilitate the submission of complaints referred to in point (f) of paragraph

1, by measures such as a complaint submission form which may also be completed electronically, without excluding
other means of communication.

BB OEBORITIZT — 2 BK, 4T 256, 7 — 2 R#ES 7 4 —I- L TIEEE T
RFNIER B,

3.

The performance of the tasks of each supervisory authority shall be free of charge for the data subject and,

where applicable, for the data protection officer.
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ZERDS DN BRI SUIHE TH 5, FHIET 2MEIC X 256, BERBITEHE I
SN 2 FEE 2 IS D70, BREZEST 22N TE D, BEHEIL, ZEROBS
DNIREERRIL TR E e M E AT 2 BB 2 A D,

4, Where requests are manifestly unfounded or excessive, in particular because of their repetitive character,
the supervisory authority may charge a reasonable fee based on administrative costs, or refuse to act on the request.
The supervisory authority shall bear the burden of demonstrating the manifestly unfounded or excessive character of
the request.

FH58 % HEIR
Article 58 Powers

HEEBIARITIB T 53 < TOWAHIRA - b0 LT 5,

1. Each supervisory authority shall have all of the following investigative powers:

(a) EHEKRUCBEEKRC, ZUT 556, EHE UIBBE ORI, BB XS
BITOLDIINEL T L2H 0L FHRERIET 2L 5 ITma T2 L,
(a) to order the controller and the processor, and, where applicable, the controller's or the processor's
representative to provide any information it requires for the performance of its tasks;

() ForREEEOMRIC L LWEEETTDI L,

(b) to carry out investigations in the form of data protection audits;

() HREFFBTHICIVEITINDIRAEDORELEZFITTDHZ L,
(©) to carry out a review on certifications issued pursuant to Article 42(7);

(d) L TONZABANER OEBA SUTIRE ~@m$ 52 &,

(d) to notify the controller or the processor of an alleged infringement of this Regulation;

(e) EHEKOHHRENS., BEMEADOEBTICLERT N TOMEANT —Z LT <TD
HRA~DT 7 B AFBREZRGT 5 L,
(e) to obtain, from the controller and the processor, access to all personal data and to all information
necessary for the performance of its tasks;

(f)  EUXIIREOFRIENE > T, BEHEROBBEDH LD LM A~DT 7 & 2 FB
AT HZ L, ZOHRG. HbP LT — BBV &K CBENTIE~OT 78 X%
A
= Lo,
)] to obtain access to any premises of the controller and the processor, including to any data
processing equipment and means, in accordance with Union or Member State procedural law.

FEERBIIKITH T 2T R TOREHREZFSLD LT 5,

2. Each supervisory authority shall have all of the following corrective powers:

() EHINTHBRMEENARABEE 2 Z L1525 2 & 08 28 HE SUIBRE I
RLTHESTDHI L,
(a) to issue warnings to a controller or processor that intended processing operations are likely to
infringe provisions of this Regulation;
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(b)

(©)

(d)

()

()

()]

(h)

(i)

@)

AR MEERABIR OBUEIER LI2hE . EEE TR E 125 L T AR T T 5
N

(b) to issue reprimands to a controller or a processor where processing operations have infringed
provisions of this Regulation;

AHANS £ D7 —F EIROHERNTHERE 28573 2 & 9 [TEBE SUIBURE 123 L Thr
%‘j—é — k o

(c) to order the controller or the processor to comply with the data subject's requests to exercise his or
her rights pursuant to this Regulation;

AHRNORE % 8559 5 CHHRVMEEZ1T 9 £ O I HE IR 13k LT
HZL, WUREE, BEOFET, HEOHIMNICESTFIELLHICmeT s L,

(d) to order the controller or processor to bring processing operations into compliance with the
provisions of this Regulation, where appropriate, in a specified manner and within a specified period,;

HANT — 2B % T — 2 EER~BIT 5 L) ICEHE~MT T2 L,

(e) to order the controller to communicate a personal data breach to the data subject;

BN DEE IE 2 3 D 1o —RFHY AT B IR 2 iR 9~ 2 &

® to impose a temporary or definitive limitation including a ban on processing;

F16 55, B 17T R KOS 18 RIC K DMEANT — & OFTIER L < X ULHIIR,

WO, 55 17 5655 2 K OVR 19 SRIC K DN T — & D3BAR ST B3 1250 T 7o a4
ATEIOWEN AT O KO ITmBT 22 L,

(9) to order the rectification or erasure of personal data or restriction of processing pursuant to Articles

16, 17 and 18 and the notification of such actions to recipients to whom the personal data have been
disclosed pursuant to Articles 17(2) and 19;

%42 %&U“% 435:128 0 utuan:é’HyT 7‘675) AL IIRITSNTBEEEZ R S0 %
L oIZR DEEA&EQAFA\/\—gﬂé L. XILER %Tég1¢ \—Elﬁbiﬁl/\fb< RS i%/ﬁl\
B LR oo e Gh . RIS REEZFIT LK S IZmn T 5 2 &,

(h) to withdraw a certification or to order the certification body to withdraw a certification issued
pursuant to Articles 42 and 43, or to order the certification body not to issue certification if the requirements
for the certification are not or are no longer met;

FEORICLHMBALRT L, ZoHEEIT, BREBIFERORBIIG T, AEHT
EDDIFEITMA TR SND D UTEITRZA TR SN D,

(i) to impose an administrative fine pursuant to Article 83, in addition to, or instead of measures
referred to in this paragraph, depending on the circumstances of each individual case;

5 = E SUTEBSEAEN O BSE ~O T — 2o f bz mnd 52 L.
(j) to order the suspension of data flows to a recipient in a third country or to an international
organisation.

A RERBIIRITIST 2 T N TOR W R OEEHERZFFS> LD LT 5,

3.

(@)

Each supervisory authority shall have all of the following authorisation and advisory powers:

H 36K TED DL FAHRICHE Y BHE IS TH L,
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(a) to advise the controller in accordance with the prior consultation procedure referred to in Article 36;

(b) MBAT—ZOREHET2H 5D LMEICE LT, BEHKEA S O UIEFFIC &
v, ERES, MEEBUFICH L TEREZRAT L Z L, IMEEOEWNEICHE- T
Z OMBERE K ORI NS — D N2 5 L TREREZERAT LS Z L,
(b) to issue, on its own initiative or on request, opinions to the national parliament, the Member State

government or, in accordance with Member State law, to other institutions and bodies as well as to the
public on any issue related to the protection of personal data;

()  IMBEOENENERIORBAZROTWDHEHA, & 365555 TED DRV Z2Rn
THZL,

(©) to authorise processing referred to in Article 36(5), if the law of the Member State requires such
prior authorisation;

(d)  ZBA0SRE S HIC K DTEBERITH T 2 BERZRUK KR T2 2 L,

(d) to issue an opinion and approve draft codes of conduct pursuant to Article 40(5);

(e) %43 %ﬂ DB A RBET D Z &,
(e) to accredit certification bodies pursuant to Article 43;

() B A2 R ST » TRAEAZRITT D5 2 &, MUGRREEEZ AR T 52 &,
() to issue certifications and approve criteria of certification in accordance with Article 42(5);

(@) 55 28 55 8 TH KL UV 46 5-55 2 TH(d) 5 CRED DAFHET — X IREFRHEABRINT 5 2 &,
(9) to adopt standard data protection clauses referred to in Article 28(8) and in point (d) of Article
46(2);

(h) B 46 5B 3H@Q)F TEDLIEMEHER T D L,
(h) to authorise contractual clauses referred to in point (a) of Article 46(3);

()  HA65HE IH(D) TED DITBELR AT D &,
(i) to authorise administrative arrangements referred to in point (b) of Article 46(3);

() AT RICK WA EEE 2GR 5 2 L,

1) to approve binding corporate rules pursuant to Article 47.

AR 0 BRSBTS NI HEROITREIX, EU BRI - 72 EUER OO E O EWNE
(CHUE STz, R 7o BlVERGE K ONE O IE Fie Z & e U) e (REE EICIES b D LT 5,
4. The exercise of the powers conferred on the supervisory authority pursuant to this Article shall be subject to
appropriate safeguards, including effective judicial remedy and due process, set out in Union and Member State law
in accordance with the Charter.

BMRENL, ARAOREZBITIE 5720, YR E o BB A AR Rl 0 N % &) 1%
BIOMEIELS ERZ AT D EREICI > THELRTNERLT, BWUITHLIRHIE, F
INE BT DD IINEET DHEREFTHZ EE2RE LTI 520,

5. Each Member State shall provide by law that its supervisory authority shall have the power to bring
infringements of this Regulation to the attention of the judicial authorities and where appropriate, to commence or
engage otherwise in legal proceedings, in order to enforce the provisions of this Regulation.
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6. LINBENL. INEEOREEHERINE 118, 8 2 HE O 3T TED AHERIZSH LIBINOMER %
BHobDlt52L%h, Lo THETDAIZENTE D, YZHERDIBITIZE 7 ZDOREM
EEZ R bE IR B0,

6. Each Member State may provide by law that its supervisory authority shall have additional powers to those
referred to in paragraphs 1, 2 and 3. The exercise of those powers shall not impair the effective operation of Chapter
VII.

H59FK IEEHRE
Article 59 Activity reports

FEEHRIL, ZOEHICET 2ERMEST LR L22T TR 63, METI0EM S VBN O
KOV 58 455 2 HITHE » TG NI EORBE O — 2B A TS L, TOWMEFIIERES.
BUR & OV E O ENTE THRE SN 722 ORI I SN2 T e 62, SiEesREFHIT. —iK
DNx | BRNEBES K OBINT — 2 RS L CAF AR LR T iEe 5w,

Each supervisory authority shall draw up an annual report on its activities, which may include a list of types of infringement
notified and types of measures taken in accordance with Article 58(2). Those reports shall be transmitted to the national

parliament, the government and other authorities as designated by Member State law. They shall be made available to the
public, to the Commission and to the Board.
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CHAPTER VII COOPERATION AND CONSISTENCY

F1E WH
SECTION 1 COOPERATION

F60 5 TEEHEE E T OMBIRETBRER & D)

Article 60 Cooperation between the lead supervisory authority and other supervisory authorities concerned

FEEHBAIE, ARV, BARICET LRI OO, TOMBEAREE#RE L H I LiTh
T B, EREEREE &K O PREEEBEI LT N TORMEF R Z B NI L 2Tl s
AN

1. The lead supervisory authority shall cooperate with the other supervisory authorities concerned in

accordance with this Article in an endeavour to reach consensus. The lead supervisory authority and the supervisory
authorities concerned shall exchange all relevant information with each other.

FREEREBIITEE 61 RIS K VA A WO THMOBREEMKEBICERT L N TE, H
62 SRIC K 2 HLFMEZE (RrlCFA O FEAT TR ETHLR O & 2 & B TR (2B
DIFEDFEMOER) 2T 52 LN TE 5.

2. The lead supervisory authority may request at any time other supervisory authorities concerned to provide
mutual assistance pursuant to Article 61 and may conduct joint operations pursuant to Article 62, in particular for
carrying out investigations or for monitoring the implementation of a measure concerning a controller or processor
established in another Member State.

TETEREBIL. B <. BRI 5B A € OMBIRETE R I @R L2 T nid e 6
R, EETEHERS IR 22 S IRER & T OMPARETE RIS E RINEDT-DICEMF T 5 b0 &
L. ZOMBIREEHEDOE 2 T 2EBE LRI R b0,

3. The lead supervisory authority shall, without delay, communicate the relevant information on the matter to

the other supervisory authorities concerned. It shall without delay submit a draft decision to the other supervisory
authorities concerned for their opinion and take due account of their views.

AR BIEITHE » T S 7= 4 BRBILINIC Z Ofth BIR BRI AR T E R Ik Lt R O A
B A ka2 R\T 5856, FEEEEIL, EEEHBEDEY KOG R RIRICHED 720X
EARIRDEE NGB TRNE W) ER THLR DI, FE3FTEDDL —HMEAT =X A
WCHEREEMNT DD ET D,

4. Where any of the other supervisory authorities concerned within a period of four weeks after having been
consulted in accordance with paragraph 3 of this Article, expresses a relevant and reasoned objection to the draft

decision, the lead supervisory authority shall, if it does not follow the relevant and reasoned objection or is of the
opinion it is not relevant and reasoned, submit the matter to the consistency mechanism referred to in Article 63.

EEBHEBINE O EI A RRICHE D = L 2 ERT 54, EREREITERE b Lol
IESNTCIRER % Z DM OBREEREICE N T2 b0 LT 25, BEISNRIERT 2 HRH L
WIZEH AHTED D FRUIHE D bD LT 5,

5. Where the lead supervisory authority intends to follow the relevant and reasoned objection made, it shall

submit to the other supervisory authorities concerned a revised draft decision for their opinion. That revised draft
decision shall be subject to the procedure referred to in paragraph 4 within a period of two weeks.
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10.

11.

TR TCOBMREERBINE 4 THR O 5 I CTE O 2 WIM NI EREREIIC L - TEfF Sz ik
ERICAIREB R IR Toya, FEEME K OBREEHE L., HHRERICEELLELD
BRI, FRIZXoTIREN DG b D ET 5D,

6. Where none of the other supervisory authorities concerned has objected to the draft decision submitted by
the lead supervisory authority within the period referred to in paragraphs 4 and 5, the lead supervisory authority and
the supervisory authorities concerned shall be deemed to be in agreement with that draft decision and shall be bound
by it.

FETEMBIITIRE A BRI L, T2 FEFT UTEBEE L TBHE O —OFEFITRE &
WHTLb0L L, HEIS T, EEEEEIXZ Ofth BIFREE R M O 7 — & PR ik
[CHHIREZ BT 20D E L, ZOWREICITFHET 2 FELORLELEZL LD LT 5, Mk
FINL T8 70 ST BB BB IR E & B N NIZ0@ % L 722 T Auid e B 700,

7. The lead supervisory authority shall adopt and notify the decision to the main establishment or single
establishment of the controller or processor, as the case may be and inform the other supervisory authorities

concerned and the Board of the decision in question, including a summary of the relevant facts and grounds. The
supervisory authority with which a complaint has been lodged shall inform the complainant on the decision.

FTHOFISNE LT, RIRFENETHFEASUIES SN HE . AR TH 722 SR
FREZBIR L, EEZPZANCEMT 2008 L, FHEICZOFZ@A L2 TIUIR 672
VY,

8. By derogation from paragraph 7, where a complaint is dismissed or rejected, the supervisory authority with

which the complaint was lodged shall adopt the decision and notify it to the complainant and shall inform the
controller thereof.

F72 2 BB BB N O PR EVE B S NR D — B & FEAISUTHES L. AR Z O A 52479
LHZEICARBELESGS, SN REITFROZNENOH S TRIRENLI b D ET 5,
BUEREBIE, B EE T DTN 20 D8R DORE ZEAR L. N E oo gl b o #LE X
FHARE O FE- D FEFT ITHE—OFEFIREZ BN L, TOFZPIZANTEHMTLHD L
T 5. — T CTHIY ANDOEEBHEIIAIROFRASUIERICEAD L OIRELHRIRT 26D L L,
WAL NICREZ BN L, £ 0 E 2 EHE TBRE @M L2 TR 50,

9. Where the lead supervisory authority and the supervisory authorities concerned agree to dismiss or reject
parts of a complaint and to act on other parts of that complaint, a separate decision shall be adopted for each of those
parts of the matter. The lead supervisory authority shall adopt the decision for the part concerning actions in relation
to the controller, shall notify it to the main establishment or single establishment of the controller or processor on the
territory of its Member State and shall inform the complainant thereof, while the supervisory authority of the
complainant shall adopt the decision for the part concerning dismissal or rejection of that complaint, and shall notify
it to that complainant and shall inform the controller or processor thereof.

BT H O 9 IHIC K 0 EREHEBI DY E N A S 7o e, B SOOI 1L, EUIN O
FTRTOFREFTBIT 2BBEENCEE L, INEDMTAMFEICT HMNEREL & 60T
MEZR B0y, BHE IR X, REDESTOTDIZ & b L HE 2 EREREI M 5
LH0& L, EEEMEITE OMBIREEMEIC @M L2 5,

10. After being notified of the decision of the lead supervisory authority pursuant to paragraphs7 and 9, the
controller or processor shall take the necessary measures to ensure compliance with the decision as regards
processing activities in the context of all its establishments in the Union. The controller or processor shall notify the
measures taken for complying with the decision to the lead supervisory authority, which shall inform the other
supervisory authorities concerned.

BISHRILIC BN T, PARRETERRE S 7 — # R ORI 2 Rl 5 7201178 T 2 R A D L 21k
WD LBZEZONLHEHANL LG, H6RTEDLIRAFHPEHEIND D LTS,
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12.

11. Where, in exceptional circumstances, a supervisory authority concerned has reasons to consider that there is
an urgent need to act in order to protect the interests of data subjects, the urgency procedure referred to in Article 66
shall apply.

EREHE L O OMBIREEKE L, ARICESTERSINLERZETHIFRERICLY | F
s EXZzFA LT, ADCHBET o060 L5,

12. The lead supervisory authority and the other supervisory authorities concerned shall supply the information
required under this Article to each other by electronic means, using a standardised format.

FH6l £ HAKTE
Article 61 Mutual assistance

EUEREBIE, — B L2 HIE AR Z £k OE AT 5720, BLEEHR O LR L F0 g
ZITH D& L, WRIISHEEET D72 OFFE 2l 5 & L[E T L 72 1T e 6720, FHA
KEIL, FRCIEHREER L OB E (B 2 X FATE8 7] & OV Al ek 0 MRS, AUt QN
T xEboET5,

1. Supervisory authorities shall provide each other with relevant information and mutual assistance in order to
implement and apply this Regulation in a consistent manner, and shall put in place measures for effective
cooperation with one another. Mutual assistance shall cover, in particular, information requests and supervisory
measures, such as requests to carry out prior authorisations and consultations, inspections and investigations.

%ﬁb’g‘%%ﬁ'?l I, BT 2 K ER AT L LA ZBATIC, )7 OBEEKENS O
(ZR LIRET 5 L THERETOBYRIELZIRL GO LT 5, YkHEIL, FridsE

it _&)f:o“C@EeﬁLfﬁ%&@Ji%é EEATH I,

2. Each supervisory authority shall take all appropriate measures required to reply to a request of another
supervisory authority without undue delay and no later than one month after receiving the request. Such measures
may include, in particular, the transmission of relevant information on the conduct of an investigation.

XREGE L, BELeFR (EEE0 ANPERFEB2E) 208 T5b084 5, MY LD
SNEBIT, EFESNIERIFCE L TORIHEDN L LD ET D,

3. Requests for assistance shall contain all the necessary information, including the purpose of and reasons for
the request. Information exchanged shall be used only for the purpose for which it was requested.

TG & T TR, RITHT 2 W T ORE A REZOEFFICNE D Z & 2o Ttk
YRR
4. The requested supervisory authority shall not refuse to comply with the request unless:

()  HREETVEBREINBLE ORI EIEME A S RO U Y B 2 SRR O R
2

ITICEREMEZ A SRV IGE,
(a) it is not competent for the subject-matter of the request or for the measures it is requested to
execute; or

(b)  EEREOESTF ARSI ERS 22  T- BB BN E © <& EUER L IIMEE O EN
EIEICT 2 /IREMED & D56

(b) compliance with the request would infringe this Regulation or Union or Member State law to which
the supervisory authority receiving the request is subject.
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PEE SNV, RS LR ERER I L2 o R A . LTS U T, ERElc 2
2 BT DIZI S N HEE ORI Z WA L < TX R b7, EEE S 7 BB HBIILES 4 1]
IZ X DHEFEDOHESTDH 6D LI L THB AR L 2T b0,

5. The requested supervisory authority shall inform the requesting supervisory authority of the results or, as

the case may be, of the progress of the measures taken in order to respond to the request. The requested supervisory
authority shall provide reasons for any refusal to comply with a request pursuant to paragraph 4.

FIEE ST BRI, ORI Lo TERE SN FM A E R FRIC KD . FiERS
N T, #ZEEL 2T hiEe b,

6. Requested supervisory authorities shall, as a rule, supply the information requested by other supervisory
authorities by electronic means, using a standardised format.

PEE SN BB BRI, MASHRICHETA2ERSICI VRO H bW TR L T, HH%
AR LTI b 2w, BEEREBIE, BISMEIRIL C O B S DG A & 42 U 5 R E 0 3 B
LEWIHO 2L 2BETLHILNTED,

7. Requested supervisory authorities shall not charge a fee for any action taken by them pursuant to a request

for mutual assistance. Supervisory authorities may agree on rules to indemnify each other for specific expenditure
arising from the provision of mutual assistance in exceptional circumstances.

B ERERA MM 5 DB BB D ERE A T M- Tnh 1 7 AUINIZEE ST TED D IE A2 L
Ripo oG, BEE LT-RUEBEBIIE, 55 55 458 LISt » T #H AT L2 WINEEOH
BB W TR BHE AR L TS L, 2056, 8 66 55 1 HIZE S BARISICH
TIEED LHEE S HL, 5 66 5256 2 THIT K D RN T — 2 Rl i © D BRI O E % 2R
TEHLDET S,

8. Where a supervisory authority does not provide the information referred to in paragraph 5 within one month
of receiving the request of another supervisory authority, the requesting supervisory authority may adopt a
provisional measure on the territory of its Member State in accordance with Article 55(1). In that case, the urgent
need to act under Article 66(1) shall be presumed to be met and require an urgent binding decision from the Board
pursuant to Article 66(2).

RN ZE =T, ERATHICED . RETED AR O M OFHE TN, BEHE R 1
MATEEEREEE & BRI T — Z (R & OB CETHTFEIC L o THRA BT 2EEOHY P
(FRCARF 6 HTEDHIFEERN) 2EDL LN TED, ULEMITAIL, # 9B35KE 2
HTED DFEEFHIHE> THRIREN D b D LT 2,
9. The Commission may, by means of implementing acts, specify the format and procedures for mutual
assistance referred to in this Article and the arrangements for the exchange of information by electronic means
between supervisory authorities, and between supervisory authorities and the Board, in particular the standardised
format referred to in paragraph 6 of this Article. Those implementing acts shall be adopted in accordance with the
examination procedure referred to in Article 93(2).

62 5 FEER DL ERE

Article 62 Joint operations of supervisory authorities

BEERERRIT, WU TH D613, thoMMBEEOEEMHE D D A = 33HRE & iz, E[H
OFMAK ORI OPITHEZ GO, LEEELZERT L b0 LT 2,

1. The supervisory authorities shall, where appropriate, conduct joint operations including joint investigations
and joint enforcement measures in which members or staff from the supervisory authorities of other Member States
are involved.
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B SUTBARE DS EEONRE R O H 556 T, BEIMEEICR T 5 KREH8OT—4 F
ERBBVMEZEIZ L > TERREELZT 5NN H 250, SN E O B E R 3k
FEEIC SIS DHERI 269 2, 5 56 55 1 B35 56 55 4 I L 0 FlEEZ A DEE
BERAIE. MRZINEEE O BB R 2 L FEE~ DSBS 2 b0 L L, ELFEEEOSINO
72O DETEB O EFIITEMR R XIS T 2D &2,

2. Where the controller or processor has establishments in several Member States or where a significant
number of data subjects in more than one Member State are likely to be substantially affected by processing
operations, a supervisory authority of each of those Member States shall have the right to participate in joint
operations. The supervisory authority which is competent pursuant to Article 56 (1) or 56(4) shall invite the
supervisory authority of each of those Member States to take part in the joint operations and shall respond without
delay to the request of a supervisory authority to participate.

BEHRBIE. N E oo ENTE K O BRI OB AT JLRIVEZEICBE 0 2 i e B A R
DA A= U ITRBICHEIR GIEMHEREZET) 25202 &N TE, TFHEEE#EED
[ENIED GRS 2 HiPH T, MBI D A X —38 U < 1T B At BVE R B o N BE [E o [ET N
B S ToEMEIROATE A FF T Z LN TE 5, UL AHRIL, S & hoT iR
EHRED A NI E DN DS LTS 2 Z &N TE D, Ml BB D A /N —X
B, FEEEREICR T HENEL BT LR TUTR B,

3. A supervisory authority may, in accordance with Member State law, and with the seconding supervisory
authority's authorisation, confer powers, including investigative powers on the seconding supervisory authority's
members or staff involved in joint operations or, in so far as the law of the Member State of the host supervisory
authority permits, allow the seconding supervisory authority's members or staff to exercise their investigative
powers in accordance with the law of the Member State of the seconding supervisory authority. Such investigative
powers may be exercised only under the guidance and in the presence of members or staff of the host supervisory
authority. The seconding supervisory authority's members or staff shall be subject to the Member State law of the
host supervisory authority.

B LRV MBI DR B MU ENC B W CTEEEAT S B, FeEVE o
Ex, MERTE OB O1T2% ., MEETICBIT MBI > TSI S n/HEFICAL,
TEEZAT > TV L EIBNOIMBEOEICE > T, BfE ENELEEZET) 285 b0 LT 5,
4. Where, in accordance with paragraph 1, staff of a seconding supervisory authority operate in another
Member State, the Member State of the host supervisory authority shall assume responsibility for their actions,
including liability, for any damage caused by them during their operations, in accordance with the law of the
Member State in whose territory they are operating.

FEBNTHEE I SR SN MEEL, YNMBEOMEBIC Lo ThlgRE I SNTEEFICH
TIXELHRMT, BEBAELMET I 0L T 5, tmoMEEOFEENO N L THEEZ 5
ZT-WR B O R O MR ENL, M3zt o R E 2 5HE 2 5 2R3 03 5 2 bz NicHhb
NG FHEZ B O MNBENZ IR LR TR 57220,

5. The Member State in whose territory the damage was caused shall make good such damage under the
conditions applicable to damage caused by its own staff. The Member State of the seconding supervisory authority

whose staff has caused damage to any person in the territory of another Member State shall reimburse that other
Member State in full any sums it has paid to the persons entitled on their behalf.

FBEHICET MR OITHAZREE S, BSHOFIMI L TTEL261E, FMEEE, 51
HTHESNTVLFRIIBWT, HAHTED ZHREFICET MO MEE~O 73 OB RIE

E2Db0ET D,

6. Without prejudice to the exercise of its rights vis-a-vis third parties and with the exception of paragraph 5,
each Member State shall refrain, in the case provided for in paragraph 1, from requesting reimbursement from
another Member State in relation to damage referred to in paragraph 4.
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L7aWGa . MoBEMEIL, % 55 &RICiE-> T, #BELAEST LRWINREOHEBIZ W TR
REHELZFIRT 52 LB TE L, TOHE. 566 515 1 HICE S < BARSHSIZH TITE
D EHEE A, 566 SRE 2 THIC K DN T — Z RSN D O ROUT B SR R E & 22
KI2bDET 2%,

7. Where a joint operation is intended and a supervisory authority does not, within one month, comply with the
obligation laid down in the second sentence of paragraph 2 of this Article, the other supervisory authorities may
adopt a provisional measure on the territory of its Member State in accordance with Article 55. In that case, the

urgent need to act under Article 66(1) shall be presumed to be met and require an opinion or an urgent binding
decision from the Board pursuant to Article 66(2).

88



Hodi — B
SECTION 2 CONSISTENCY

H63FK —HMAD=XA
Article 63 Consistency mechanism

EU R CABIAIO —B LA ICH 5T 5720, KEiICEDL —BMEAT=AL%EL T, FEE
BRI AWIW T b0 L L, BERH LR LIE, RINEBESEHMIT2b0ET 5,

In order to contribute to the consistent application of this Regulation throughout the Union, the supervisory authorities shall
cooperate with each other and, where relevant, with the Commission, through the consistency mechanism as set out in this
Section.

FH 645 BT — X (RE=#HEDES
Article 64 Opinion of the Board

1. EHEE BN RIS 2 H bW HHEZTRINT 256, MMNT — 2 IRESHEIIERZ RS
bD LT D, TOD, EEEEEHEIL, WITHEIT 2 BTN T — 2 (RS EICIRER 2 B
T 5,

1. The Board shall issue an opinion where a competent supervisory authority intends to adopt any of the

measures below. To that end, the competent supervisory authority shall communicate the draft decision to the
Board, when it:

(a)  EEEETEWEBINNEE 35455 4 HIC K 57 — Z R EETHMIC B9 2 BARIC IR T D Bl
EEO—EEZRINL L5 & LTWDEGA,
©) aims to adopt a list of the processing operations subject to the requirement for a data protection
impact assessment pursuant to Article 35(4);

(b)  EEEEEBEBI M TENR ML AR SUIARUE & 85T L TV DATEE O I SUTIER T 5
BNENS T A0 R T HIC L 2 FRICHE G T 556,
(b) concerns a matter pursuant to Article 40(7) whether a draft code of conduct or an amendment or
extension to a code of conduct complies with this Regulation;

(c) EREEVEBEBINEE 41 RH 3HIC KX DHEOREICHT L EEL AR LIS L LTS
Bt, XUTHE BEFEIHIC L VFHEIEEA AR L LD & LTWDHEE,
(c) aims to approve the criteria for accreditation of a body pursuant to Article 41(3) or a certification
body pursuant to Article 43(3);

(d)  EEEREBEBINNEE 46 SR 2 HK OV 28 -5 8 H CED DR UET — X (RFEFRIH A E L
£5 L LTVDEHEA,
(d) aims to determine standard data protection clauses referred to in point (d) of Article 46(2) and
Acrticle 28(8);

(e) B A6 R 3H@) T CEDHRNFHEZKRL LD L LTWDHHA,
(e) aims to authorise contractual clauses referred to in point (a) of Article 46(3); or

() AT ROBERANOHRRAIEIEENZAR L L5 & LTHDE5HA,

) aims to approve binding corporate rules within the meaning of Article 47.
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& 5w 5 BB, WONT — 2 RESHEOBRRE UIINERERIT, BRZRD LD, HHW
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TEEEICBET 2 /B 28T L2 WIEE,

2. Any supervisory authority, the Chair of the Board or the Commission may request that any matter of
general application or producing effects in more than one Member State be examined by the Board with a view to

obtaining an opinion, in particular where a competent supervisory authority does not comply with the obligations for
mutual assistance in accordance with Article 61 or for joint operations in accordance with Article 62.

FLHMOE 2HTED 2HEITB N T, BNT — 2 RiESiEIT, ARRERTWELEERLL
EHLTWRWGS, RONTEFRIE L TCEREZERP LT TR 520, HEE RIERON
T — A IRESH OB ORMEEIT Lo T 8MHMUAIZERIRS LT 1uide 7wy, ezl
I, RBRFEHOEMESAZBEL, SOIC6HEMETERT LI ENTED, HEHITHES TER
MTF — 2 RERHBORBICEMN ENTZH LETEDHDRERICH L, BRI > THrREnz
AHEA BN TARAREZ R LY TP R BIRRERICAE LI b O L BT,

3. In the cases referred to in paragraphs 1 and 2, the Board shall issue an opinion on the matter submitted to it
provided that it has not already issued an opinion on the same matter. That opinion shall be adopted within eight
weeks by simple majority of the members of the Board. That period may be extended by a further six weeks, taking
into account the complexity of the subject matter. Regarding the draft decision referred to in paragraph 1 circulated

to the members of the Board in accordance with paragraph 5, a member which has not objected within a reasonable
period indicated by the Chair, shall be deemed to be in agreement with the draft decision.

BB R KR OWRINE B 13, R RBHZR LIS, BINT — Z RS I3 LE IR HIEIC &
0. LSBT, BET R GBEIIS U T, HROBE, IRERE., Y%
EDONIEN LI IRIRPL, KO OMBHREEEE OB 2 28 Te) 2l L2 IR b,
4. Supervisory authorities and the Commission shall, without undue delay, communicate by electronic means
to the Board, using a standardised format any relevant information, including as the case may be a summary of the
facts, the draft decision, the grounds which make the enactment of such measure necessary, and the views of other
supervisory authorities concerned.

RN 7 — 2 iR O RIT, NYICER R, B FETKRICET D & 5 IC@Emm LT
A SR AN
The Chair of the Board shall, without undue, delay inform by electronic means:

(@ EmEIE. BINT = RESFEOSBERUOMMNEESICH L, EEkancBXE T
FBRICBEALNEH L HERE B LT IR SR, BT — 2 R LH0 T
Jld, HERGE, BETOHEROMREZEMEL TH Juv,

(a) the members of the Board and the Commission of any relevant information which has been

communicated to it using a standardised format. The secretariat of the Board shall, where necessary,
provide translations of relevant information; and

(b) ERIFE IEROH 2HTED DB LD, BRI X-o T, BINEERITH LER
ZIEEIL, BRAZAHLZR2TER B0,
(b) the supervisory authority referred to, as the case may be, in paragraphs 1 and 2, and the
Commission of the opinion and make it public.

BHE BB S TED 2 HIMNICE LI TED DRERLZEIR L TR 5720,
6. The competent supervisory authority shall not adopt its draft decision referred to in paragraph 1 within the
period referred to in paragraph 3.

90
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7. The supervisory authority referred to in paragraph 1 shall take utmost account of the opinion of the Board
and shall within two weeks after receiving the opinion, electronically communicate to the Chair of the Board
whether it maintains or will amend its draft decision and, if any, the amended draft decision, using a standardised
format.

BIREE RPN ARSRE 7T H TED 2 WIMPIZEN 7 — Z RS O R 1T L, BhE T 5 1RHL
ZEEHEL T, BN T — 2 RESE OB RO UL I ) BN RWZ & 2@mmd 255,
F65 R LN SN D,

8. Where the supervisory authority concerned informs the Chair of the Board within the period referred to in
paragraph 7 of this Article that it does not intend to follow the opinion of the Board, in whole or in part, providing

the relevant grounds, Article 65(1) shall apply.

F65 5 M7 —Z (R 1T I 559 FHHFR
Article 65 Dispute resolution by the Board

TR ORIUZ I TABIAIOIEMED > — B L7 2 RIS T 5720, RICET 55612, B
W7 — 2 RAESFRTI R EZ TIRT D b D LT 5,

1. In order to ensure the correct and consistent application of this Regulation in individual cases, the Board
shall adopt a binding decision in the following cases:

(8 HO0RFEAHTEDDFRICENT, PIMREEMEI N ERTEFEBI DR ERITH L Tl
B oG BRI AN IR A B LSL TG, AT EEERB N E U TG HR TITRn e L
TARIREES L72S6. R EITET D OEERARIRO & 5P 5 G FHHEZEE
(FRZAHABER D & 2 08B 0) THHDET 5,

(a) where, in a case referred to in Article 60(4), a supervisory authority concerned has raised a relevant
and reasoned objection to a draft decision of the lead authority or the lead authority has rejected an
objection as being not relevant or reasoned. The binding decision shall concern all the matters which are the
subject of the relevant and reasoned objection, in particular whether there is an infringement of this
Regulation;

(b)  EOREREEEEN L2 HERTOEEEZ AT o0 L0 D RIRICHSLE H D55,
(b) where there are conflicting views on which of the supervisory authorities concerned is competent
for the main establishment;

(c) EEEETEERINNG 64 R LHTED 2L AICH W TN T — X RS0 B R 4 25
L7aWga. XUTE 64 RICHE ST RIS NTZBIN T — Z RESHEO B RICIED W
o ZOHE. 5D BIMREERERI IIRNZE B ITEON T — Z RS FRITIRPL 4 @
HTHIENTED,
(c) where a competent supervisory authority does not request the opinion of the Board in the cases

referred to in Article 64(1), or does not follow the opinion of the Board issued under Article 64. In that case,
any supervisory authority concerned or the Commission may communicate the matter to the Board.
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FHLIHTED DREITREFRHOREN G 1 HUNIZ, BN T — 2 RESHEOZBED 355D
2 LEICE > THIRSNLD b D LT 5, ZOHMITHRFHOBHNMEZ PRI S I 10 AE
RIDZLNTED, HLIHETEDDREL, HEEE N OT X TORBRREEEBEICK LT
Ik EH S, WRZENOHEEZRRT 20D &35,

2. The decision referred to in paragraph 1 shall be adopted within one month from the referral of the subject-
matter by a two-third majority of the members of the Board. This period may be extended by a further month on

account of the complexity of the subject-matter. The decision referred to in paragraph 1 shall be reasoned and
addressed to the lead supervisory authority and all the supervisory authorities concerned and binding on them.

RN 7 — 2 il i 03 8 2 TH CRE O D HIMINICIRE Z BRI D 2 E N TE R - TeE . BN
T RESHEITE 2HTED D 2 W H B TS 2BBUNICHKINT — 2 RESHEO B
B TIREZ IR L2 T TR 67220, BN T — 2 RESHEOZ BN DN 5mE . IE
B EOREIZ L > THRIRE NS,

3. Where the Board has been unable to adopt a decision within the periods referred to in paragraph 2, it shall
adopt its decision within two weeks following the expiration of the second month referred to in paragraph 2 by a
simple majority of the members of the Board. Where the members of the Board are split, the decision shall by
adopted by the vote of its Chair.

BACREEE BT I3 5 1 BT DS SN 7 — Z IREESFRIT A SN TR FHDIREIZ OV TE 2
HRL O 3THTED 2R L TIR B 720,

4. The supervisory authorities concerned shall not adopt a decision on the subject matter submitted to the
Board under paragraph 1 during the periods referred to in paragraphs 2 and 3.

RN T — 2 R ORI 72 < 5 LI TE® 50 0E 4 BIRE BRI @ L2 T uid7e
L7220, REOHERITTOEZHINZESITEM L2 bR, REITEEEEE N 6
HCED DRAMIREZEA L%, BMNT — 2 R#ESHEO Y = 7 A N CTEMZR A Sk
TR B 720,

5. The Chair of the Board shall notify, without undue delay, the decision referred to in paragraph 1 to the
supervisory authorities concerned. It shall inform the Commission thereof. The decision shall be published on the

website of the Board without delay after the supervisory authority has notified the final decision referred to in
paragraph 6.

FEEERERE ST, RIS U Ty RARDH LT HN - EEHERIT. AL LETED HIE
(S & HEREE, B, B ELRINT — X RESENRE 2@ L=tk 1 7 A LN
2 BIRL 200U 7wy, EEEERERI ST, RUUTIS U T, RIRAH LIL T O 7 R
BT, R ENEHE TEERE K O — Z EREN B S Nz B A 2 BN T — 2 %
ESRICEM LTI B, BIRRESERERE DR E X5 60 558 7 HH, BF 8 KUV 9
HOBEIZESERIRIN R TN RO, BEREIIAZE 1LHTEDLRELZRT S
Lok L, YFEHE TED DRENARSRSE 5 HIZHE > TRINT — X R#ESEO Y = 7V A N TA
BlSD Z 2B LARTNE R G720, REREIIAEE LIETEDDRELZRMNT L0
LT 5,

6. The lead supervisory authority or, as the case may be, the supervisory authority with which the complaint
has been lodged shall adopt its final decision on the basis of the decision referred to in paragraph 1 of this Article,
without undue delay and at the latest by one month after the Board has notified its decision. The lead supervisory
authority or, as the case may be, the supervisory authority with which the complaint has been lodged, shall inform
the Board of the date when its final decision is notified respectively to the controller or the processor and to the data
subject. The final decision of the supervisory authorities concerned shall be adopted under the terms of Article 60(7),
(8) and (9). The final decision shall refer to the decision referred to in paragraph 1 of this Article and shall specify
that the decision referred to in that paragraph will be published on the website of the Board in accordance with
paragraph 5 of this Article. The final decision shall attach the decision referred to in paragraph 1 of this Article.
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Article 66 Urgency procedure

1. BISNFRIRBLZ BT, BMREEEERI LT — % R OHEF R OB M2 RET 5 2D T8 T 0%
SOMEMENRS D L BB LG, #6325k, % 64KXKUVH 65K TEDD —HIEA T =X 4
DFIS T 60 S TED D FHill & o T UeLEEBERE O L2 I361) 2 IERIR R DIE LN
RS ReRiiEz, 30 2B A R WEARIAEIHIRN T, EHICHRIRT 52 LT
%, BEEREBIIR. B <. UREHE K OMEE ORIR O B % fh o BIGRETE B BN T — &
RS M ORMNEESITER L2 T X 5720,

1. In exceptional circumstances, where a supervisory authority concerned considers that there is an urgent
need to act in order to protect the rights and freedoms of data subjects, it may, by way of derogation from the
consistency mechanism referred to in Articles 63, 64 and 65 or the procedure referred to in Article 60, immediately
adopt provisional measures intended to produce legal effects on its own territory with a specified period of validity
which shall not exceed three months. The supervisory authority shall, without delay, communicate those measures

and the reasons for adopting them to the other supervisory authorities concerned, to the Board and to the
Commission.

2. BB LHIC K D EA L 0 | BREIEEPBENICERIRSN D LER & D356, BEEHE
BIE., ZRT DHEAORML &b, BARE R SUTBRERHRIE 2 N 7 — Z (R SHKIC
ZORTHZ &N TE D,

2. Where a supervisory authority has taken a measure pursuant to paragraph 1 and considers that final

measures need urgently be adopted, it may request an urgent opinion or an urgent binding decision from the Board,
giving reasons for requesting such opinion or decision.

3. RBUTIEC T, H 5w 2 EEMEIT, BERE R UTBRARH R E 2 BN 7 — # RS
RTHZLENTE D, 2L, EEEEREN BN RE & 53 THORARLENE)
HORWTHY . 7 —F EEROHF RO A HZRETDHRH D ZEROBIITRERE R
TR BARH IR E 2 BRI 58 ((THORAHNLELELEGT) 2RI 260 LT 5,

3. Any supervisory authority may request an urgent opinion or an urgent binding decision, as the case may be,
from the Board where a competent supervisory authority has not taken an appropriate measure in a situation where
there is an urgent need to act, in order to protect the rights and freedoms of data subjects, giving reasons for
requesting such opinion or decision, including for the urgent need to act.

4. 55 64 5555 3 LUV 65 S5 2 OO BISMT K 0 . ARRE 2 H L OV 3 TED 5 BRARFE HL X
BB R E IR 7 — 2 i X O 2 B O BRI EUT K> T 2 @MU ERIRE 2T
PSSR AN
4. By derogation from Articles 64(3) and 65(2), an urgent opinion or an urgent binding decision referred to in

paragraphs 2 and 3 of this Article shall be adopted within two weeks by simple majority of the members of the
Board.

FH67 % gD
Article 67 Exchange of information

BN ZE B3, EFRFEIC L D BRI, M ORE R K ORI 7 — & PR o0 T A 1
%76%%(%:%&%?%@5%@%éhk%ﬁ)%ﬁ%k?ék@ﬂxgﬁﬁﬁﬁﬁiﬁﬁ%
ERRIRT 52 LN TE D,
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The Commission may adopt implementing acts of general scope in order to specify the arrangements for the exchange of
information by electronic means between supervisory authorities, and between supervisory authorities and the Board, in
particular the standardised format referred to in Article 64.

FERAT#ILEE 9B R 2HTED HDHAFRUMEVEIR S N2 T IT R 57220,
Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 93(2).
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SECTION 3 EUROPEAN DATA PROTECTION BOARD

F 68 M7 —# (R

AnwaBEwmwanDmamedmnBomd

BN T — 2 (RERERIIAMANC L > T BEU Ok E LTRESHh, IBAKEATLI0D LT 5,

1. The European Data Protection Board (the 'Board") is hereby established as a body of the Union and shall
have legal personality.

N7 — 2 RiER@ITER AR LT LoD LT 5,
2. The Board shall be represented by its Chair.

BRIN T — 2 (R SR ITFSMRE OO L SOEEKE O R, BUNT —Z REEHEKEO R, X
ZNOHERENICE > TSN D b D LT 5

3. The Board shall be composed of the head of one supervisory authority of each Member State and of the
European Data Protection Supervisor, or their respective representatives.

MEEK%MT B OEEMEANABANCESHEOHEHOBERZEY LT o 54, It
FARRE D YZINEEOEMNIEIZE > TEMm I bD ET 5,
4. Where in a Member State more than one supervisory authority is responsible for monitoring the application

of the provisions pursuant to this Regulation, a joint representative shall be appointed in accordance with that
Member State's law.

BRINZE B3N 7 — 7 P %@%@&UAA’&%%&LTﬂMTé%ﬂ%ﬁfé%@k
T2, BMNZERIIREBEZHET 2D LT 5, BINT - RESEOHERIL, BINEES
(ZRRMN T — Z R OEB 2 @4 5 b D LT 5,

5. The Commission shall have the right to participate in the activities and meetings of the Board without
voting right. The Commission shall designate a representative. The Chair of the Board shall communicate to the
Commission the activities of the Board.

F 65 5L TEDDIRIUZBN T, BRMNT — X (REEZE L. ARANZEENIZEET 5. EUKE
B, MR, FHERLOITEBREBICHE A S 2 FAIR OB EICBET 2 EICRY . BEELF9
HHDETH,

6. In the cases referred to in Article 65, the European Data Protection Supervisor shall have voting rights only
on decisions which concern principles and rules applicable to the Union institutions, bodies, offices and agencies
which correspond in substance to those of this Regulation.

#6954 MLt
Article 69 Independence

RN 7 — Z R ikl 23 70 SR MOV 71 SRIT K DB OBAT UTHER Z1THE9 D BRI, 2t
SNELTATEI LT IE R B 720,

1. The Board shall act independently when performing its tasks or exercising its powers pursuant to Articles
70 and 71.
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2. Without prejudice to requests by the Commission referred to in point (b) of Article 70(1) and in Article

70(2), the Board shall, in the performance of its tasks or the exercise of its powers, neither seek nor take instructions
from anybody.

FH70 5 I T— X (REL DR
Article 70 Tasks of the Board

RN T — 2 R i IABAI O — B L7 A fEFEIC LRI UE R B v, ZD72D . BRINT
— X2 RESFHIL. BFOIFE L, RS L2561, INEESOERIZL Y, FRokiciBir
LEBEATIBD LT D,

1. The Board shall ensure the consistent application of this Regulation. To that end, the Board shall, on its own
initiative or, where relevant, at the request of the Commission, in particular:

@  EINT— 2 IRESERIT. ENEBEEOERZRET L L, 645 KLKUEE 655
TED BATRBUT I TABIRAI O IE LVl 4 BE M ORI T 5,
©) monitor and ensure the correct application of this Regulation in the cases provided for in Articles
64 and 65 without prejudice to the tasks of national supervisory authorities;

(b) BT — 2RI, EUICBT AT — 2 REICHT 2 b HRIEICB L T,
AHRIOEEDREEZ GO, INEBSICET 5,
(b) advise the Commission on any issue related to the protection of personal data in the Union,
including on any proposed amendment of this Regulation;

() BRMNT— IR, MRAEERELNCET 2B A Bl L OB BB O #
D T2 DAL O FHel B L CRINEZEBRITIET 2,
(c) advise the Commission on the format and procedures for the exchange of information between
controllers, processors and supervisory authorities for binding corporate rules;

(d) BINT—ZIRESEIL. BLUERE2HTEDL @Y, ALICFIHREREET—E X
MOEANT =20 7, abt—XFHEREEETLODOFFREAL T, A FFA
V. BEKRORRANT T T 4 ABRET D,
(d) issue guidelines, recommendations, and z ctices on procedures for erasing links, copies or
replications of personal data from publicly available communication services as referred to in Article 17 (2);

(e) RN 7 —Z RiESiEIL. BHOFHICL D, RENLOERIZE 2D XITMMEE S
DEFFIZLY . ABAOBERICET2H 6P HRELZREL., KO, AHAIO—F L7z
HHEHRST D720, TARTA | BEKVRA NS T I T 4 AZRET D,

(e) examine, on its own initiative, on request of one of its members or on request of the Commission,

any question covering the application of this Regulation and issue guidelines, recommendations and best
practices in order to encourage consistent application of this Regulation;

() EINT—FIRESHIT. F22RF2HIILLHT0 T 7 A &S LI LEEREICET S
RO 2 S OICHMET D72, REE)FISHE, TA BT A2 725 JRON
ANTTIT 4 AERERT D,

96



@

(h)

(i)

)

(k)

(N

) issue guidelines, recommendations and best practices in accordance with point (e) of this paragraph
for further specifying the criteria and conditions for decisions based on profiling pursuant to Article 22(2);

RN T — 2 Rl T, AT —ZREOMEICE LT, LU 33 5%5 L HLUVE 2
HTED DAY 2B OFIWHICB LT, I ONCEEE X BURE DEANT — X REO®
HEBLRSNDFEDIRDUCE LT, RHE@E)ZIZHEW, A RTA 2 BEKRDNRZR
NTTIT 4 AERNET D,

(9) issue guidelines, recommendations and best practices in accordance with point (e) of this paragraph
for establishing the personal data breaches and determining the undue delay referred to in Article 33(1) and

(2) and for the particular circumstances in which a controller or a processor is required to notify the
personal data breach;

RN T — Z R ikid. 34 RFE LHETED L2 HARANOHEF K OCHBIZHT 55 U A
I INFAELGLENT — 2 REORRICE LT, RE@E)FITEW., A RFA 0, &
ERORANTTIT 4 A RNEKT D,

(h) issue guidelines, recommendations and best practices in accordance with point (e) of this paragraph

as to the circumstances in which a personal data breach is likely to result in a high risk to the rights and
freedoms of the natural persons referred to in Article 34(1).

BN 7 — 2 IRl il T, B I & o THESF S 2 MR EER R OB EIZ L - T
[ F S D R AR EERN RS EANT — 2 BRI+ 2 RER OEFO I 5 5 B
BALDBHID T, WONTH 47 R TED HRT 27 — % EEROEANT — & OfR#E%
EFIZT D DITHERBINNERO S 5725 BARMEO BRDT-0 | KIE(E)FITHEV,
HARTA L, BEMRORRANT T I T 4 AEBART 5,

(i) issue guidelines, recommendations and best practices in accordance with point (e) of this paragraph
for the purpose of further specifying the criteria and requirements for personal data transfers based on
binding corporate rules adhered to by controllers and binding corporate rules adhered to by processors and

on further necessary requirements to ensure the protection of personal data of the data subjects concerned
referred to in Article 47;

RN 7 — 2 i i, 3 49 R 1O L EAT —# BRI+ 5 A ER O
FNEDE 55 BRMEO BRI DT AKIH(e)FIZWEV, HA RTA | 25 KON
NI 0T 40 ABNFET D,

1) issue guidelines, recommendations and best practices in accordance with point (e) of this paragraph

for the purpose of further specifying the criteria and requirements for the personal data transfers on the basis
of Article 49(1);

PRINT — H RS iIL. B85 F 1, F2HMOE 3ETED D3RO ICE S
L. MO 83KIZL 2HIFAEOIEICEE T BB DD DT A KT 4 2 & ERK
T 5,

(k) draw up guidelines for supervisory authorities concerning the application of measures referred to in
Article 58(1), (2) and (3) and the fixing of administrative fines pursuant to Articles 83;

BN T — 2 R il L. ARE)BAVRZTEDLHA RTA4 v, IBEKORA T
TIT A AOEMWRBERORELEZT 5,

(U] review the practical application of the guidelines, recommendations and best practices referred to in
point (e) and (f);
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RN 7 — 2 il i, 5 54 5R5E 2 O H R A D OARBIHER OS5 — i
B TR B L. RIHE) FICEW, A KT IERORA NS F7 7T 4 A%
NERT D,

(m) issue guidelines, recommendations and best practices in accordance with point (e) of this paragraph

for establishing common procedures for reporting by natural persons of infringements of this Regulation
pursuant to Article 54(2);

RN 7 — 2 it i, 3 40 SR KOV 42 fRIC K 2ATEHGL O MEROE NS T — & fRifad
FEA T = XL T — F R — )V RO~ — 7 ORESLZ SR 5,

(n) encourage the drawing-up of codes of conduct and the establishment of data protection certification
mechanisms and data protection seals and marks pursuant to Articles 40 and 42;

U(JIIT ZREaEIE, B 43 R K AR R O E K OFRIE D E I 72 FUE L 21T
ItU\C FABSRE 6 HIZLDY muméﬂtlﬁi@/\ﬁﬁnﬂﬁ&()\% RFEETHICLVE
b D ntuﬂi éﬂf:%@%ﬂ iﬁﬁ%@{&ﬁ‘]aﬂﬁ%ﬁﬁﬁ?éo

(o) carry out the accreditation of certification bodies and its periodic review pursuant to Article 43 and
maintain a public register of accredited bodies pursuant to Article 43(6) and of the accredited controllers or
processors established in third countries pursuant to Article 42(7);

BRI T — HIREDEIL, %42%& FHO R ORED BT, %43%%32@(%
&)é%ﬁ@%ﬁﬁ:ﬂﬁ‘féo

(p) specify the requirements referred to in Article 43(3) with a view to the accreditation of certification
bodies under Article 42;

RN 7 — 2 DRl il 55 43 55 8 T TIE D 2B ICBT 2 ERZKINE B &I
et 2%,

(@) provide the Commission with an opinion on the certification requirements referred to in Article
43(8);

RN 7 — 2 IR il. B 1R2 KB THTED LR ZICET 2 ERZKINEE S

=T 5,
n provide the Commission with an opinion on the the icons referred to in Article 12(7);
RN 7 — & Pt ik =, =EBANOEEE L <IE—20% LITHEORE S

ATCERF. 3 il[‘ﬁ’ﬁ%%&]# IR e R L L B ARFE L TR W ORI & 5 0
5 = EDOIEBREBC 81T 5 i L~ L O3 PEDORFAM ’&ﬁ?éfﬁ%ﬁkd‘l‘l%é%&ﬁ%
5, 2ok, BINEERIT, BINT —Z R#ESITE L, B=E 5= E ok
Fi L IERFED S, SUSEFEBICE T 29 X TOMERLE (”‘”*ION&WJ: F
flizale) ZREELRTIER B0,

(s) provide the Commission with an opinion for the assessment of the adequacy of the level of
protection in a third country or international organisation, including for the assessment whether a third
country, a territory or one or more specified sectors within that third country, or an international
organisation no longer ensures an adequate level of protection. To that end, the Commission shall provide
the Board with all necessary documentation, including correspondence with the government of the third
country, with regard to that third country, territory or specified sector, or with the international organisation.

BRIN T — 2 (R il . 55 64 55 1 IICED D —HIEA I = X LI & 2 BB B D1k
TER. 645 2T L Vs S FRE, RO 65 R L DMBIRED RS (5
RTEDDIRUTOREFTZEZD) IZHL TEREZRND,
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) issue opinions on draft decisions of supervisory authorities pursuant to the consistency mechanism
referred to in Article 64(1), on matters submitted pursuant to Article 64(2) and to issue binding decisions
pursuant to Article 65, including in cases referred to in Article 66;

(u  EINT = RS, EERREAMICRT 2 2 RE L, ZEME R OEEE HORR
HZRIERBEONRA N T T 7T 4 ADZHERET D,
(u) promote the cooperation and the effective bilateral and multilateral exchange of information and
best practices between the supervisory authorities;

V)  EINT— 2 IRESEIT. B0 T 1 7T AaRE L, BEHEBIRM O A A2 & etk
T, WYegE . BRI & 5 = IE o BTE RS S X E BREEBA [ O B A2 A et D,
v) promote common training programmes and facilitate personnel exchanges between the supervisory
authorities and, where appropriate, with the supervisory authorities of third countries or with international
organisations;

(W) BT — 2 RESERIT. 7 — 2 REES K OMEATICBE T 2 a0 g 2 R 7
— S RGERTE R L S D L A RIET S,
(w) promote the exchange of knowledge and documentation on data protection legislation and practice
with data protection supervisory authorities worldwide.

x)  RINT—ZRESFHRIT. FHA0RFEIHICL D EU LV TIER S L D TENESEICBI L
TERZB~RS, KO,
%) issue opinions on codes of conduct drawn up at Union level pursuant to Article 40(9); and

() BINT— 2SI, —EMEA D =X LB T S 5 IR LT, BB R
KATEHPTZ K o TS AT IRE DB HIFLEk 2 SR ATFATREZR & 9 ITHERF T2,
) maintain a publicly accessible electronic register of decisions taken by supervisory authorities and
courts on issues handled in the consistency mechanism.

RN ZE B 2RI T — 2 RESHRICE 2RO D56, MINEERIL, FROBAMELEE
L. FRZFETRT D2 LN TE D,

2. Where the Commission requests advice from the Board, it may indicate a time limit, taking into account the
urgency of the matter.

RN T — Z R SilL, [BOBR, A T4 BEKORANT T 7T 4 X%, BINZE
BEEOE RBETEDLIZARITEMT DL L LB, ZNHEAM LARTIUIR L2,

3. The Board shall forward its opinions, guidelines, recommendations, and best practices to the Commission
and to the committee referred to in Article 93 and make them public.

BN T — 2 fRiadld, W87e5a . FIFEME LR L. Mo ICaBmBIrMIC, 512
W R LR by, BINT — 2 R#ESHIT. 16 R2RET L &< Hik
HEATORERZ A L2 T uT e 6720,

4. The Board shall, where appropriate, consult interested parties and give them the opportunity to comment

within a reasonable period. The Board shall, without prejudice to Article 76, make the results of the consultation
procedure publicly available.
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Article 71 Reports

RN 7 — 2 R xigld, BEUIIN, BIER & 572 51X, 5 =ZE R OEEHRE TCORW W IR S
HARANDLREIZEAT DAERHRE ZER LR2T IR B0, Sl ITAR S, MINGES.
RN BR 2 o ORI 22 BTk L CREf ST uE e 57200,

1. The Board shall draw up an annual report regarding the protection of natural persons with regard to

processing in the Union and, where relevant, in third countries and international organisations. The report shall be
made public and be transmitted to the European Parliament, to the Council and to the Commission.

FERHREL, BIORFLH() S TEDDIHNA FIA 2, EKRUONANT T 7T 4 AZEAL
T, MOEBSETEDHHRAREICEL T, EHNRENORELEZEDLHDET 5,
2. The annual report shall include a review of the practical application of the guidelines, recommendations and
best practices referred to in point (I) of Article 70(1) as well as of the binding decisions referred to in Article 65.

FH72% T
Article 72 Procedure

M7 — 2 R, ABAITED b TWARITHIEX, REOEMZETRELZ LI bDL
ERAE

1. The Board shall take decisions by a simple majority of its members, unless otherwise provided for in this
Regulation.

MM T — Z ST, RED3SD 2L RV EEB O FHHREELTIRT I DL L,
Km5§®¢%ﬁm%ﬁﬁbﬁiﬂi&%&m

2. The Board shall adopt its own rules of procedure by a two-third majority of its members and organise its
own operational arrangements.

FH735% #HR
Article 73 Chair

RN 7 — 2 RiESiRIEL, BMZEc kY, SBEoRPoER IABLOREE 24 28 HT 5
HDOLTH,

1. The Board shall elect a chair and two deputy chairs from amongst its members by simple majority.

R M OREREREOEMIISFL L, —EOHERFINDLI LD LT D,

2. The term of office of the Chair and of the deputy chairs shall be five years and be renewable once.

FH74 5 BHRDIEF
Article 74 Tasks of the Chair

BRITRICBIT 255175 b0 LT 5,
1. The Chair shall have the following tasks:
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@  BRINT — 2 REDHEO DA ORE L O F O U,

©) to convene the meetings of the Board and prepare its agenda;

(b)  # 65 FRIC K VIEKINT — Z R CTHRR S A7 IR E O EREE RS K OB (R BB B B~
DIEH,
(b) to notify decisions adopted by the Board pursuant to Article 65 to the lead supervisory authority
and the supervisory authorities concerned;

() FFICEBIEFTEDDL BMEAN=AANCEE L, BN T —Z IREDBRORE AT
BT DOfESL,
(c) to ensure the timely performance of the tasks of the Board, in particular in relation to the
consistency mechanism referred to in Article 63.

BN 7 — 2 R ilT. KFOFRBEICAY | BREEORERMOEF OB ZHE LT
AN SR AN

2. The Board shall lay down the allocation of tasks between the Chair and the deputy chairs in its rules of
procedure.

FH755% FiEA
Article 75 Secretariat

BRIN T — Z (Rl T, BN T — 2 RSB LV iRt S h e B R 2R b0 L T2

1. The Board shall have a secretariat, which shall be provided by the European Data Protection Supervisor.

FHHIRN T — Z RFE R O R OFR T THHMANC B 2175 b D LT 5,

2. The secretariat shall perform its tasks exclusively under the instructions of the Chair of the Board.

ABANT £V BN T — 2 RN G 2 T O FATICE G- 2 WM 7 — & PR b 23 B O Tk
B, BN T — 7 (R BB 28 5 2 T B O FATICE G- 5 & 13501 b v e o R
MRS %

3. The staff of the European Data Protection Supervisor involved in carrying out the tasks conferred on the

Board by this Regulation shall be subject to separate reporting lines from the staff involved in carrying out tasks
conferred on the European Data Protection Supervisor.

WE 2256 BRINT — 2 Dri i & RN 7 — 2 RGBSR BRI, RS2 L. W& O f %
PHZED, KOARBANS &0 BINT — 2 (R0 5 2 165 O FATICE G 280N 7 — &2 £k
AR ZAR B OB 9 2 TR FE A ML M VAR L 722 iuidZe 6720,

4. Where appropriate, the Board and the European Data Protection Supervisor shall establish and publish a
Memorandum of Understanding implementing this Article, determining the terms of their cooperation, and
applicable to the staff of the European Data Protection Supervisor involved in carrying out the tasks conferred on the
Board by this Regulation.

FERIOW B, EE EROEBRT EOIRERMNT — 2 hiESHEICRET 200 LT 5,
5. The secretariat shall provide analytical, administrative and logistical support to the Board.

HHRIFCRIIT 2 EB LMY T b0 LT 5,

6. The secretariat shall be responsible in particular for:
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(@ BINT— 2 RESHEO B3R,
©) the day-to-day business of the Board;

(b) BINT—ZRESEORA, RN OEMNEBR MR 58,

(b) communication between the members of the Board, its Chair and the Commission;

(c) MOBERAKR D N & D,

(c) communication with other institutions and the public;

(d) AN K OSESNEE O 7= OE T FEOF| A

(d) the use of electronic means for the internal and external communication;

(e) BAE S 2 1HH DO FHRR,

(e) the translation of relevant information;

() BEKMNT — 2 RERHE O E DOUE(H & FE I,

() the preparation and follow-up of the meetings of the Board;

(@) BT =2 RESHEICE > THRIRSNTZE R, BEEBEMOMHFIE BT SIRERD
Z OMSCEIZB 5 W, SLRWNTRAEK,
(9) the preparation, drafting and publication of opinions, decisions on the settlement of disputes
between supervisory authorities and other texts adopted by the Board.

H76 K R
Article 76 Confidentiality

1. BRIN T — & PR ik Difeam 3 %%’L&Thf@%@wotﬁb\%M?%&%EQ%#%
HaLEE L, KBOTFHMECHLHEITRD,

1. The discussions of the Board shall be confldentlal where the Board deems it necessary, as provided for in its
rules of procedure.

2. RN 7 — Z i B OB FMAFE KL OE =FHORKRITE SN XEFEOT 7 & 2 TRON S

Fe O B2 LRI (EC) No 1049/2001 IZHESWTHEB SN D b D & T 5,
2. Access to documents submitted to members of the Board, experts and representatives of third parties shall
be governed by Regulation (EC) No 1049/2001 of the European Parliament and of the Council®,

® Regulation (EC) No 1049/2001 of the European Parliament and of the Council of 30 May 2001 regarding
public access to European Parliament, Council and Commission documents (OJ L 145, 31.5.2001, p. 43).
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HSE KF. HBHEERUHIE

CHAPTER VIII REMEDIES, LIABILITY AND PENALTIES

FET77 R BRI~ DR 7T DHEF

Article 77 Right to lodge a complaint with a supervisory authority

m@%g@éﬁﬁmﬂiﬂEMﬁ%%%f%ﬂé’k&<\%?~&£%m\%@%%KKW
ZHLNLCOHMRNEZAT 2, 7—2 F KL, BZERITEADLMEAT —Z QBB ABN
@ﬁbfwékﬁzé%ék\%u%®EELTPé%% BE LTS5, XITEREE
19 2 HET O MR EOEEHEIE LTH L TEITO bD LT 5,

1. Without prejudice to any other administrative or judicial remedy, every data subject shall have the right to
lodge a complaint with a supervisory authority, in particular in the Member State of his or her habitual residence,

place of work or place of the alleged infringment if the data subject considers that the processing of personal data
relating to him or her infringes this Regulation.

AARZ B LSZT DA BB BRI, N2 NITHER MO R 2. 55 78 SRIC & 2 RIERIRGR O A]
RRMEL B, WA L2 TUER B0,

2. The supervisory authority with which the complaint has been lodged shall inform the complainant on the
progress and the outcome of the complaint including the possibility of a judicial remedy pursuant to Article 78.

B8 F  ETERELIZAT TS RG22 7l iR DOREF]

Article 78 Right to an effective judicial remedy against a supervisory authority

%%@6@®ﬁ&%ﬂi#ﬂ%%ﬁ%%%f%ﬂé’k@< FHRAITIENE, WA B
BEMREBE D TR ) 2 RO TR IE IS D 0 RAY e FER S OHERI 2 BT 5,

1. Without prejudice to any other administrative or non-judicial remedy, each natural or legal person shall
have the right to an effective judicial remedy against a legally binding decision of a supervisory authority
concerning them.

& 5P DATBHI UTIEFNERROE 2 W5 b d 2 &<, &7 — X BRI, % 55 KU 56
TRV EEEME A R O BTERE RIS AR A& KL L2 W SUEER 7T SRIC K 0 T — X ERIZ 3 T HLL

P AR AL T OBER SUTRE R 2B LR WIGE . IRIRENERE ON 23T 2 b0 &7

2o

2. Without prejudice to any other administrative or non-judicial remedy, each data subject shall have the right

to a an effective judicial remedy where the supervisory authority which is competent pursuant to Article 55 and

Avrticle 56 does not handle a complaint or does not inform the data subject within three months on the progress or
outcome of the complaint lodged pursuant to Article 77.

BB BT D RFAA Tl BB EI N TO D INREOHHFNCRESh D2 b D &7
Do

3. Proceedings against a supervisory authority shall be brought before the courts of the Member State where
the supervisory authority is established.

—HMEA D =X DB T 2N T — 2 IRESHE OB R IUIRE £ 0 b RTOEEREE O YR E IR
L CiFas Fe Rl S 7o h . BVBEREII T Y RUIRE 2 BTS2 b D &35,

103



4. Where proceedings are brought against a decision of a supervisory authority which was preceded by an
opinion or a decision of the Board in the consistency mechanism, the supervisory authority shall forward that
opinion or decision to the court.

B9 5 BEE XTI 12555 R A 72 7] iR

Article 79 Right to an effective judicial remedy against a controller or processor

B D DITHH UIFEFNENRF 2 RET D22 L2, B 7T RICK DEEHBE~OR kA H
LN TOMERZ GO, £ 7 — 2 ERIIZRO R FNERGE ORI 2 AT 2 b0 L +5, 2721,
AHBNESF LAWY #T — % EROEANT — % OBV OFERIC L0 ABBNCES< YT
— 2 FROHEFPMRE SN2 L YT — 2 EERPEZ 25615,

1. Without prejudice to any available administrative or non-judicial remedy, including the right to lodge a
complaint with a supervisory authority pursuant to Article 77, each data subject shall have the right to an effective

judicial remedy where he or she considers that his or her rights under this Regulation have been infringed as a result
of the processing of his or her personal data in non-compliance with this Regulation.

B SUTBRE (T DA an R, B ERE SUTLBE NS0T 2 A3 2 N E O #eH|FT i f
SNDHDET D, HDHWE, BLIFRITT —F EERPEET 2 MEEOFHHFTICRE ST 5 2
ENTE D, 22U, BHE UIBRAE D ARERZATE S 2 MBEE O AR TH 56 %
<o

2. Proceedings against a controller or a processor shall be brought before the courts of the Member State
where the controller or processor has an establishment. Alternatively, such proceedings may be brought before the
courts of the Member State where the data subject has his or her habitual residence, unless the controller or
processor is a public authority of a Member State acting in the exercise of its public powers.

F80FK T =X FEDIPEN
Article 80 Representation of data subjects

T2 BRI, EEREE A EET 2N E AT 50 LT 5, T bITMmR
EOENIEICHE > THEENICERE S L. ERHRICALORIEZ &2, AT —ZR#ICBET 2
T =X FEROHEF K OHBHORED I TIFEIL TH Y . Yix7T — & EEORD VY ITRRE H
LT, YT —H ERORDVITHE TR, F 18 KL VHE 19X TED HLHEMZITMH L, Y
T —F FRORDOVIZE 82K TED DWHE LT MR ZTET 2, 72720, MEEOE
MWIBIZ K o THRESN TV AEAIZIRD,

1. The data subject shall have the right to mandate a not-for-profit body, organisation or association which has
been properly constituted in accordance with the law of a Member State, has statutory objectives which are in the
public interest, and is active in the field of the protection of data subjects' rights and freedoms with regard to the
protection of their personal data to lodge the complaint on his or her behalf, to exercise the rights referred to in

Acrticles 77, 78 and 79 on his or her behalf, and to exercise the right to receive compensation referred to in Article 82
on his or her behalf where provided for by Member State law.

MEREZ, KEH LHTED D H bW DMK, HESUIMML . 7 — % BRORME & TR
(. YRINEENT, 77 RICK Y EEMEL AT BB IR 2 B LAL T D HER R OV
T8 R MHE TR TED DMEMEATHET DHRZ AT L EEEDDH I LINTE D, 221,
ABANCHES T =2 EEROHEN P PR O ORRE LTERK L TS LEBEZXZTWDHERICRD,
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2. Member States may provide that any body, organisation or association referred to in paragraph 1 of this
Article, independently of a data subject's mandate, has the right to lodge, in that Member State, a complaint with the
supervisory authority which is competent pursuant to Article 77 and to exercise the rights referred to in Articles 78
and 79 if it considers that the rights of a data subject under this Regulation have been infringed as a result of the
processing.

F 81 Gl D —hFIEIL
Article 81 Suspension of proceedings

IR EOBELAFT A FRICET L HREFF D, [ CEHE IBHRE IS L 2B WIcEH 5
R CXRIREEE S 2 B, £ OFAFROSMOMEE OB T CHRAFPCTh %6, BiEH
AT At o> N B ] D 2 3BT I Y B RAA DR A MR T D 72 DICHERE A D b D & T 5,

1. Where a competent court of a Member State has information on proceedings, concerning the same subject

matter as regards processing by the same controller or processor, that are pending in a court in another Member
State, it shall contact that court in the other Member State to confirm the existence of such proceedings.

[F] U&7 B AT R 12 KL 2 B M BED 2[R U RFIE L & 2 0 5 5FA 0 Mo IR E O #
HFTTHRFTTHL5E . RIS L2 BHFTLISMTIHRRE —FHE L35 Z L3 TE 5,

2. Where proceedings concerning the same subject matter as regards processing of the same controller or
processor are pending in a court in another Member State, any competent court other than the court first seized may
suspend its proceedings.

UHAFAAD — K TIREFDOGE . BN LIZEHIFTLSMNT, YFEEDO— NDOHFEICHES
T, BEEMELTHRT D2 LN TE D, 2L, RUNTEHE U7 B 8 Mol I B B HE 2 K7
L, HFAOFEETF L TWILIHAICRD,

3. Where those proceedings are pending at first instance, any court other than the court first seized may also,

on the application of one of the parties, decline jurisdiction if the court first seized has jurisdiction over the actions
in question and its law permits the consolidation thereof.

FH 82 HF A KK OVERTEE I
Article 82 Right to compensation and liability

AMABEL OFRERIC L W AR TR ELZ T H 6P 5813, L0 THEFIK
L. EEE IR E P OIEEEZ T 2N ZAT 20T 5,

1. Any person who has suffered material or non-material damage as a result of an infringement of this
Regulation shall have the right to receive compensation from the controller or processor for the damage suffered.

AR B ST 2 & 6 & 2 FHE I IABANEL O BRI L > TRAELCHEEFICEEEZA D b
DETDH, BRE I, BRI X o TRAE LIEBRFICETLAA O A, BdRE I3 L TR
T HNTABRAORE 28T L TORWES, SUTEBREOBIERIEROFEMSNE L3
U T 2178 %2 & > T8 1R D,

2. Any controller involved in processing shall be liable for the damage caused by processing which infringes
this Regulation. A processor shall be liable for the damage caused by processing only where it has not complied

with obligations of this Regulation specifically directed to processors or where it has acted outside or contrary to
lawful instructions of the controller.
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BEEE SUTHAR A 1L, HENE CLFERIMOBEN W L 2t 256, 5 2HIHES
SEMBELZRIRSND LD LT D,

3. A controller or processor shall be exempt from liability under paragraph 2 if it proves that it is not in any
way responsible for the event giving rise to the damage.

BHEOERELE L TBRE . ITERE L OBRER G, F CBRHBWICEE L TEY | &
2EROFE IHEOETORRWICL > THELLEH LWL BEFICEMLENH 256, FEHE L
IRE X, 77— FERO RO BRIEEZHFEICT D720, 2REFICEMTEAI D LT D,

4, Where more than one controller or processor, or both a controller and a processor, are involved in the same
processing and where they are, under paragraphs 2 and 3, responsible for any damage caused by processing, each
controller or processor shall be held liable for the entire damage in order to ensure effective compensation of the
data subject.

EELE SUTHARE DS 3 AHITHE, R TEHEORRME 2 > 7256, Ui%E B SUTH
WAL, R TS L oo EBE SUTBRE O 5 2 BHTRUE S 7o RFRITHEW,
O PAE-FH OB/ EET 2 BHEFIC T L CREZFER T O2HERN 5o b D& T 5,
5. Where a controller or processor has, in accordance with paragraph 4, paid full compensation for the damage
suffered, that controller or processor shall be entitled to claim back from the other controllers or processors involved
in the same processing that part of the compensation corresponding to their part of responsibility for the damage, in
accordance with the conditions set out in paragraph 2.

WA G RAEDITEEIZ BT 2 #of Fhe 3. 55 79 458 2 T CIE S 2 M E D EWNiEIZHES g
HHFTIRES Db D ET D,

6. Court proceedings for exercising the right to receive compensation shall be brought before the courts
competent under the law of the Member State referred to in Article 79(2).

83 5 HEe DR
Article 83 General conditions for imposing administrative fines

FEERERRIE, BB 4T, 5 B O 6 HTE D 2 ABAERIZ R D ARSKIC K 2 HilEke DOk
RS, EBIDOFERITIB W TEIRA, B DHIERTH 5 X 5 #ER L2 IT UL B,

1. Each supervisory authority shall ensure that the imposition of administrative fines pursuant to this Article in
respect of infringements of this Regulation referred to in paragraphs 4, 5 and 6 shall in each individual case be
effective, proportionate and dissuasive.

HllH T, PEBIRIFORDUS LD | 5 58 ZkEF 2 TH(a) 570> & (h) 5 R V() & T sd 2 HE BN
Z. IR ->THEND b D LT 5, HlEeZ BT 0 EDORTE K OEBI R0 T A
o REHFSEOVWEITE L TE, WIHIT 2 FHAZEZE L R2T TR 57220,

2. Administrative fines shall, depending on the circumstances of each individual case, be imposed in addition
to, or instead of, measures referred to in points (a) to (h) and (j) of Article 58(2). When deciding whether to impose
an administrative fine and deciding on the amount of the administrative fine in each individual case due regard shall
be given to the following:

(@ EXOME., BRI KUHIRH, BHRWICET 2HE TR N EEEZ T T — 4
FEROE R ONT —F FEROZ T T-HEORELZET D,
(a) the nature, gravity and duration of the infringement taking into account the nature scope or purpose
of the processing concerned as well as the number of data subjects affected and the level of damage suffered
by them;
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(b)

(©)

(d)

(€)

()

()]

(h)

(i)

()

(k)

X OB Tk,

(b) the intentional or negligent character of the infringement;

T4 BROZ T HEE LS 5 72D I CE B UL D & - 72178,

(©) any action taken by the controller or processor to mitigate the damage suffered by data subjects;

EHE R OB E OFAEORRE, 5 25 KO 32 RIC K 2 EHE TR EIC L - T
FEhtn S 7o BT M OSHARRO X R 2 B T 2,

(d) the degree of responsibility of the controller or processor taking into account technical and
organisational measures implemented by them pursuant to Articles 25 and 32;

EELE SUTHR B L % 8 5w 2 B3 2 LA D&,

(e) any relevant previous infringements by the controller or processor;

BRORIEROERKIZ LV E Z 0152 B BRI, BEEE L ot ) DR E,
() the degree of cooperation with the supervisory authority, in order to remedy the infringement and
mitigate the possible adverse effects of the infringement;

EIZ L > TRBEZ T AT — % OFEH,
(9) the categories of personal data affected by the infringement;

BB BE B ~ O SOB A &, RIS B SUIBRE D ER @A L7270, b LA

L7207 62D,
(h) the manner in which the infringement became known to the supervisory authority, in particular
whether, and if so to what extent, the controller or processor notified the infringement;

ﬁDﬁ%%@’%LT B4 2 8 P S BRIk L CHFRTIC A S L7256 58 &
FR2ETEDDHEICE T 5. LTI BXRADET,

(i) in case measures referred to in Article 58(2) have previously been ordered against the controller or
processor concerned with regard to the same subject-matter, compliance with those measures;

540 RIS & AHKFE ST ATENRE I35 42 RIS K ARG S NTREBREA I = X A D[H
“Fo

@) adherence to approved codes of conduct pursuant to Article 40 or approved certification
mechanisms pursuant to Article 42; and

FRORDUTE N SN 2B UTBINEFR, P TEHESUIMEIC, B LA
B B ORIAR 33T B 7ok,

(k) any other aggravating or mitigatingfactor applicable to the circumstances of the case, such as
financial benefits gained, or losses avoided, directly or indirectly, from the infringement.

B ST BRSO Tl e T, A U 3308 U7 BB VMEZEICEE L T AFRIO W<
ONDOBUEITEN L6, flEGOREBIIEREN ERE SN EB A TTR 60,

3.

If a controller or processor intentionally or negligently, for the same or linked processing operations,

infringes several provisions of this Regulation, the total amount of the administrative fine shall not exceed the
amount specified for the gravest infringement.
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I DHEERIL, B2 HICHE-> T, & A 10000000 2—12, X(IHFETHLIEE. B
HEEORMHRFERT LED 2%FETO, ELEEnEWTEZHIFEESE LTI LD LTS,

4, Infringments of the following provisions shall, in acccordance with paragraph 2, be subject to
administrative fines up to 10 000 000 EUR, or in the case of an undertaking, up to 2 % of the total worldwide annual
turnover of the preceding financial year, whichever is higher:

(@ 8L, H1LS. H255., 265k, H2THR. H28K, 295, 30 4.
H31%%, 325, W335k, B34S, H3BL, FH3I6S. HITHR. FH 8L, 39K
55 42 S KOV 43 SRIT & 2 B OB D,
(a) the obligations of the controller and the processor pursuant to Articles 8, 11, 25, 26, 27, 28, 29, 30,
31, 32, 33, 34, 35, 36, 37, 38, 39, 42 and 43;

(b)  H 42 R RO 43 FRIC & 2 ARGEBI DS,
(b) the obligations of the certification body pursuant to Articles 42 and 43;

(€) AL ATHIC L D EMRNE DRSS,
(c) the obligations of the monitoring body pursuant to Article 41(4).

WAZHT D HEDOER L, 56 2 HITME- T, ;%K 20000000 =—r, IFFEHETHIHLE. A
LEHEEORMFUERIE LED 4% ETO, EHEL0EmnWEEHIEEE LTRENR b D LT

6 o

5. Infringements of the following provisions shall, in accordance with paragraph 2, be subject to
administrative fines up to 20 000 000 EUR, or in the case of an undertaking, up to 4 % of the total worldwide annual
turnover of the preceding financial year, whichever is higher:

(@ 5%, B6%. HBTHRAUEIRICE D EARNIHRWRAl (REOXKEET) .
(a the basic principles for processing, including conditions for consent, pursuant to Articles 5, 6, 7 and
9;

(b) B L2ENDE 22 KICK DT — X EIROHER,
(b) the data subjects' rights pursuant to Articles 12 to 22;

(€) %44 DH 49 I K D5 S ESULERREERE 0 HuSE ~ DA T — 2 B,
(c) the transfers of personal data to a recipient in a third country or an international organisation
pursuant to Articles 44 to 49;

(d) FHIWIIESETEINRSNTMBEOENIEIZ LD EE.
(d) any obligations pursuant to Member State law adopted unter Chapter 1X;

(e)  H 585 2 HIC L DB BT X 2 M MBI DA L < —Heavas L < Ik
FERHIR X7 — Z il O IE O AT, XIF5 58 &k & 1 HUEN DT 7 & A2k DA
JEATS
(e) non-compliance with an order or a temporary or definitive limitation on processing or the

suspension of data flows by the supervisory authority pursuant to Article 58(2) or failure to provide access
in violation of Article 58(1).
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e LTSN D LT D,

6. Non-compliance with an order by the supervisory authority as referred to in Article 58(2) shall, in
acccordance with paragraph 2 of this Article, be subject to administrative fines up to 20 000 000 EUR, or in the case
of an undertaking, up to 4 % of the total worldwide annual turnover of the preceding financial year, whichever is
higher.

55 58 THER 2 THIC L D BB BB O R IEMEIR AR EF T 5 Z L2 < . AMNEENT, MR EICR
B S N AR SOOI HUARIC B S 2 B TG M O OFICE L THET 2 Z L3 T 2,
7. Without prejudice to the corrective powers of supervisory authorities pursuant to Article 58(2), each

Member State may lay down the rules on whether and to what extent administrative fines may be imposed on public
authorities and bodies established in that Member State.

ARGRITHE D < BUEREBINC X 2 HEMR 0TI, EUTEKR QYN EOEWNIEICHE > T, 2hRA72E]
IR KON TRt & &5, 7R Fie & AR EICED b LT 5,

8. The exercise by the supervisory authority of its powers under this Article shall be subject to appropriate
procedural safeguards in accordance with Union and Member State law, including effective judicial remedy and due
process.

IR E OB R PITBIRE S DO ED 2 K < Srhr . ARIL, ERENDRTH Y | BEERK
BIZ Lo TH S D HlEEITd L TRZFEOZRIREZ O 2 L 2 RGET 2 B EHEIC L - Tk
ZINDKROEEENEHFNIC L > TR SN LEE@DO X 5 RIFEICET T2 2R TE D, W
MDA TH, BEan7alaeid, 21ERM, FIR2S>HIER TRIFIEZR BV, YRz
Eix., (FRBRAIDDNZFLIZA0D 24F) £ TIIAREIC K D INBEZRA T 5 ENEORE,
Do, B . EOBROEIEEXIIEN DICHELY RITTEECONTH, BRINEESRICE
HLZRTIUEZR B0,

9. Where the legal system of the Member State does not provide for administrative fines, this Article may be
applied in such a manner that the fine is initiated by the competent supervisory authority and imposed by competent
national courts, while ensuring that those legal remedies are effective and have an equivalent effect to the
administrative fines imposed by supervisory authorities. In any event, the fines imposed shall be effective,
proportionate and dissuasive. Those Member States shall notify to the Commission the provisions of their laws

which they adopt pursuant to this paragraph by ... [two years from the date of entry into force of this Regulation]
and, without delay, any subsequent amendment law or amendment affecting them.

84 £ EFif
Article 84 Penalties

IERENZ, ABRNERISEH S5 2 OMETHRL, FFIC5 83 I X D HilE@ 3B S eV iER
RO MEZ ED R TR 6, FRIORAITICHERIE L & ST bRy, o
ETHNIZNRBITH Y | L, 2 2MIER TR ITIUTZR 7220,

1. Member States shall lay down the rules on other penalties applicable to infringements of this Regulation in
particular for infringements which are not subject to administrative fines pursuant to Article 83, and shall take all

measures necessary to ensure that they are implemented. Such penalties shall be effective, proportionate and
dissuasive.
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2. Each Member State shall notify to the Commission the provisions of its law which it adopts pursuant to

paragraph 1, by ... [two years from the date of entry into force of this Regulation] and, without delay, any
subsequent amendment affecting them.
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CHAPTER IX PROVISIONS RELATING TO SPECIFIC PROCESSING SITUATIONS

E85 K IRy E TR NEHRD H H

Article 85 Processing and freedom of expression and information

1. INERET, Bk o> T, RFANC X BN T — & OREIZBT HHER 2 KRB CMEHO B H1C
B3 2 MR (HuE D B B ROV ST ST SCFRIRBLO BRYICEAT 2 B W2 5 Te) &
PR S ERITNIER B0,
1. Member States shall by law reconcile the right to the protection of personal data pursuant to this Regulation

with the right to freedom of expression and information, including processing for journalistic purposes and the
purposes of academic, artistic or literary expression.
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—HM) RO 9= (RrEDT —Z BV VIRIL) 72D D5BR3UIHFIA 2 BUE LR T id 7 572
VY,

2. For processing carried out for journalistic purposes or the purpose of academic artistic or literary expression,
Member States shall provide for exemptions or derogations from Chapter Il (principles), Chapter Il (rights of the
data subject), Chapter 1V (controller and processor), Chapter V (transfer of personal data to third countries or
international organisations), Chapter VI (independent supervisory authorities), Chapter VII (cooperation and
consistency) and Chapter X (specific data processing situations) if they are necessary to reconcile the right to the
protection of personal data with the freedom of expression and information.

3. AR ENEE 2 I & 0 N E 2 ERR L7 E O ERIE O BLUE & D& DB IEE T T 5
(SR LETEEEICHOWTERZ2 <, BMNERRISHE LTlm Ladhidn s,
3. Each Member State shall notify to the Commission the provisions of its law which it has adopted pursuant
to paragraph 2 and, without delay, any subsequent amendment law or amendment affecting them.

86 £ P E R EANDNT Y 2 727X
Article 86 Processing and public access to official documents
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Personal data in official documents held by a public authority or a public body or a private body for the performance of a

task carried out in the public interest may be disclosed by the authority or body in accordance with Union or Member State

law to which the public authority or body is subject in order to reconcile public access to official documents with the right to
the protection of personal data pursuant to this Regulation.

H8T & IR FE A

Article 87 Processing of the national identification number
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Member States may further determine the specific conditions for the processing of a national identification number or any
other identifier of general application. In that case the national identification number or any other identifier of general
application shall be used only under appropriate safeguards for the rights and freedoms of the data subject pursuant to this
Regulation.

H 88 F IR SR
Article 88 Processing in the context of employment
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1. Member States may, by law or by collective agreements, provide for more specific rules to ensure the
protection of the rights and freedoms in respect of the processing of employees' personal data in the employment
context, in particular for the purposes of the recruitment, the performance of the contract of employment, including
discharge of obligations laid down by law or by collective agreements, management, planning and organisation of
work, equality and diversity in the workplace, health and safety at work, protection of employer's or customer's
property and for the purposes of the exercise and enjoyment, on an individual or collective basis, of rights and
benefits related to employment, and for the purpose of the termination of the employment relationship.
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DI N—TNOFNT — % OBlin, KOS COEMRT AT MZBEL T, 7—% ERo ARHK
Bk, 1B 22 RIEE R OSEARRIMER & (R 9~ 2 00 S BARRY & 2 3 £ T T e b0,
2. Those rules shall include suitable and specific measures to safeguard the data subject's human dignity,
legitimate interests and fundamental rights, with particular regard to the transparency of processing, the transfer of
personal data within a group of undertakings, or a group of entreprises engaged in a joint economic activity and
monitoring systems at the work place.
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3. Each Member State shall notify to the Commission those provisions of its law which it adopts pursuant to

paragraph 1, by ... [two years from the date of entry into force of this Regulation] and, without delay, any
subsequent amendment affecting them.

H89 K NHEDFUSIZ I 1T SIRE AR, FEFHIE U < 1ZEELHIHFZED A9 X 1357 H B9
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Article 89 Safeguards and derogations relating to processing for archiving purposes in the public interest,
scientific or historical research purposes or statistical purposes
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1. Processing for archiving purposes in the public interest, scientific or historical research purposes or
statistical purposes, shall be subject to appropriate safeguards, in accordance with this Regulation, for the rights and
freedoms of the data subject. Those safeguards shall ensure that technical and organisational measures are in place
in particular in order to ensure respect for the principle of data minimisation. Those measures may include
pseudonymisation provided that those purposes can be fulfilled in that manner. Where those purposes can be

fulfilled by further processing which does not permit or no longer permits the identification of data subjects, those
purposes shall be fulfilled in that manner.
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2. Where personal data are processed for scientific or historical research purposes or statistical purposes,
Union or Member State law may provide for derogations from the rights referred to in Articles 15, 16, 18 and 21
subject to the conditions and safeguards referred to in paragraph 1 of this Article in so far as such rights are likely to

render impossible or seriously impair the achievement of the specific purposes, and such derogations are necessary
for the fulfilment of those purposes.
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3. Where personal data are processed for archiving purposes in the public interest, Union or Member State law
may provide for derogations from the rights referred to in Articles 15, 16, 18, 19, 20 and 21 subject to the conditions
and safeguards referred to in paragraph 1 of this Article in so far as such rights are likely to render impossible or

seriously impair the achievement of the specific purposes, and such derogations are necessary for the fulfilment of
those purposes.
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4. Where processing referred to in paragraphs 2 and 3 serves at the same time another purpose, the derogations
shall apply only to processing for the purposes referred to in those paragraphs.

H90F  TRIED
Article 90 Obligations of secrecy
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1. Member States may adopt specific rules to set out the powers of the supervisory authorities laid down in
points (e) and (f) of Article 58(1) in relation to controllers or processors that are subject, under Union or Member
State law or rules established by national competent bodies, to an obligation of professional secrecy or other
equivalent obligations of secrecy where this is necessary and proportionate to reconcile the right of the protection of
personal data with the obligation of secrecy. Those rules shall apply only with regard to personal data which the
controller or processor has received as a result ofor has obtained in an activity covered by that obligation of secrecy.

FMEEZ, BLIBEICEVERIRLEHEC ST, (KBRS EA LIAND 24F) £ T
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2. Each Member State shall notify to the Commission the rules adopted pursuant to paragraph 1, by ... [two

years from the date of entry into force of this Regulation] and, without delay, any subsequent amendment affecting
them.
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Article 91 Existing data protection rules of churches and religious associations
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1. Where in a Member State, churches and religious associations or communities apply, at the time of entry

into force of this Regulation, comprehensive rules relating to the protection of natural persons with regard to
processing, such rules may continue to apply, provided that they are brought into line with this Regulation.

55 VIEIZAE » TREAIHRE 2 M3 2 s R OUR GRS, AR 6 2 THIE S -4k
AT TIR Y FFER 2 S D TdH V55 MSLBTERER DI RIZIRT 2,
2. Churches and religious associations which apply comprehensive rules in accordance with paragraph 1 shall

be subject to the supervision of an independent supervisory authority, which may be specific, provided that it fulfils
the conditions laid down in Chapter V1 of this Regulation.
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CHAPTER X DELEGATED ACTS AND IMPLEMENTING ACTS

F92 K ZALDITIE
Article 92 Exercise of the delegation
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1. The power to adopt delegated acts is conferred on the Commission subject to the conditions laid down in
this Article.
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2. The delegation of power referred to in Article 12(8) and Article 43(8) shall be conferred on the Commission
for an indeterminate period of time from ... [the date of entry into force of this Regulation].
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3. The delegation of power referred to in Article 12(8) and Article 43(8) may be revoked at any time by the
European Parliament or by the Council. A decision of revocation shall put an end to the delegation of power
specified in that decision. It shall take effect the day following that of its publication in the Official Journal of the
European Union or at a later date specified therein. It shall not affect the validity of any delegated acts already in
force.
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4. As soon as it adopts a delegated act, the Commission shall notify it simultaneously to the European
Parliament and to the Council.
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5. A delegated act adopted pursuant to Article 12(8) and Article 43(8) shall enter into force only if no
objection has been expressed by either the European Parliament or the Council within a period of three months of
notification of that act to the European Parliament and the Council or if, before the expiry of that period, the
European Parliament and the Council have both informed the Commission that they will not object. That period
shall be extended by three months at the initiative of the European Parliament or of the Council.

F93FK FRERDFH
Article 93 Committee procedure
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1. The Commission shall be assisted by a committee. That committee shall be a committee within the meaning
of Regulation (EU) No 182/2011.
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2. Where reference is made to this paragraph, Article 5 of Regulation (EU) No 182/2011 shall apply.
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3. Where reference is made to this paragraph, Article 8 of Regulation (EU) No 182/2011, in conjunction with
Acrticle 5 thereof, shall apply.
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CHAPTER XI FINAL PROVISIONS

F94 % 157 95/M6/EC DFEI-
Article 94 Repeal of Directive 95/46/EC
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1. Directive 95/46/EC is repealed with effect from ... [two years from the date of entry into force of this
Regulation].
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2. References to the repealed Directive shall be construed as references to this Regulation. References to the
Working Party on the Protection of Individuals with regard to the Processing of Personal Data established by Article
29 of Directive 95/46/EC shall be construed as references to the European Data Protection Board established by this
Regulation.

95 & FMIES 2002/58/EC & DBIEE
Article 95 Relationship with Directive 2002/58/EC
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This Regulation shall not impose additional obligations on natural or legal persons in relation to processing in connection
with the provision of publicly available electronic communications services in public communication networks in the Union

in relation to matters for which they are subject to specific obligations with the same objective set out in Directive
2002/58/EC.

F96 2 FHIICHKira S TOEZAT E DRIR
Article 96 Relationship with previously concluded Agreements
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International agreements involving the transfer of personal data to third countries or international organisations
which were concluded by Member States prior to ... [the date of entry into force of this Regulation], and which
are in accordance with Union law applicable prior to ... [the date of entry into force of this Regulation], shall
remain in force until amended, replaced or revoked.

FHITF BMEARIRE
Article 97 Commission reports
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1. By ... [4 years after the date of entry into force of this Regulation] and every four years thereafter, the
Commission shall submit a report on the evaluation and review of this Regulation to the European Parliament and to
the Council. The reports shall be made public.
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2. In the context of the evaluations and reviews referred to in paragraph 1, the Commission shall examing, in
particular, the application and functioning of:
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#r,
(a) Chapter V on the transfer of personal data to third countries or international organisations with

particular regard to decisions adopted pursuant to Article 45(3) of this Regulation and decisions adopted on
the basis of Article 25(6) of Directive 95/46/EC;

(b) FHTEOHIMO—HM,

(b) Chapter VII on cooperation and consistency.

FH1IEO BRI L, BONEBX TN E K OBEREBEICEREERT L N TE %,
3. For the purpose of paragraph 1, the Commission may request information from Member States and
supervisory authorities.
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4. In carrying out the evaluations and reviews referred to in paragraphs 1 and 2, the Commission shall take
into account the positions and findings of the European Parliament, of the Council, and of other relevant bodies or
sources.

BOINEB 2T, BE GG, AMAOEIEICET 2MURERLEMNT b0 L L, TORE,
FRIZIE MBI DS BIR DL Ot 2 ORI OBLHR 2 EET 5,

5. The Commission shall, if necessary, submit appropriate proposals to amend this Regulation, in particular
taking into account of developments in information technology and in the light of the state of progress in the
information society.
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Article 98 Review of other Union legal acts on data protection
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The Commission shall, if appropriate, submit legislative proposals with a view to amending other Union legal acts on the
protection of personal data, in order to ensure uniform and consistent protection of natural persons with regard to processing.
This shall in particular concern the rules relating to the protection of natural persons with regard to processing by Union
institutions, bodies, offices and agencies and on the free movement of such data.

FH99 % TR EN]
Article 99 Entry into force and application
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1. This Regulation shall enter into force on the twentieth day following that of its publication in the Official
Journal of the European Union.

2. ABANE.  RHAIDPZ 2R LI ED 248) MHEASNLI D LT 5,

2. It shall apply from ... [two years from the date of entry into force of this Regulation].

ABRANTMEEIZ W TR M OCEZENICHE D 2R b0 LT 5,

This Regulation shall be binding in its entirety and directly applicable in all Member States.

(-eeeee ) 12T
Done at ...,

RRM R R By
For the European Parliament For the Council
e 2R

The President The President
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