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SCM Platform Service Member Model Agreement

XXX Co., Ltd. (“the Company”) stipulates the following agreement (“the
Agreement”) with respect to the SCM platform service (“the Service”) provided by the
Company.

Contractors applying for membership in the Service must approve the

Agreement and abide by its provisions.

Chapter 1: General Rules

Article 1: Definitions

The following terms are used in the Agreement and are defined as below.
(1) The System: The XX system used by the company to provide the Service
(2) Rules of Operation: Rules decided separately by the Company with respect to the
Service and distributed to all Members.
(3) Member: A contractor registered with the Company as a Member of the Service.
This term includes Parts Contractor Members, Manufacturing Contractor Members,
Wholesaling Contractor Members, Retail Contractor Members, Transportation
Contractor Members and Warehousing Contractor Members.
(4) Parts Contractor Member: A Member registered with the Company as a Parts
Contractor Member as stipulated in Article 3
(5) Manufacturing Contractor Member: A Member registered with the Company as a
Manufacturing Contractor Member as stipulated in Article 3
(6) Wholesaling Contractor Member: A Member registered with the Company as a

Wholesaling Contractor Member as stipulated in Article 3
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(7) Retail Contractor Member: A Member registered with the Company as a Retail
Contractor Member as stipulated in Article 3

(8) Transportation Contractor Member: A Member registered with the Company as a
Transportation Contractor Member as stipulated in Article 3

(9) Warehousing Contractor Member: A Member registered with the Company as a
Warehousing Contractor Member as stipulated in Article 3

(10) Indication-of-intention data: Data that indicates an application for transaction
between members (order placement), approval of such application (order
acknowledgment) or other indication of contractors’ intent, as stipulated in the Rules of
Operation.

(11) Reference data: Data relied on Pr reference purposes in transactions between

Members, as stipulated in the Rules of Operation.

Chapter 2 (Details of Services)

1. The Service is provided by the Company with the purpose of facilitating and
optimizing transactions between members for the products in questions. It uses the
System to provide the Platform functions required to construct a supply chain through
an IT network.

2. The details of the Service are as described in the Agreement and the Rules of
Operation.

3. This Service does not preclude transactions between Members without using the

service, nor does it preclude transactions with non-Members.

Article 3 (Registration of Members)
1. Membership in the Service is limited to corporate and individual operators.
2. Operators who wish to become members of this Service must indicate their

Membership classification and apply for Membership with the Company according to
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the procedures stipulated by the Company.

3. When an application for membership is submitted as described in 2 above, the
Company decides whether to grant Membership according to previously determined
criteria and notifies the applicant of its decision.

4. All Company decisions on Membership are final; no dispute or appeal will be heard.
5. If the Company grants Membership, the applicant is registered as a Member of the

Service.

Article 4 (Connecting to the System)

1. The terminals, system requirements, network environment and other details
required by the Member to access the Service are as determined in the Rules of
Operation.

2. The Member connects to the System through the Member’s terminal and systems
according to the Rules of Operation.

3. Each Member is responsible for that Member's purchasing and installation of
systems, configuration of the network environment and connection to the System as

described in 2 above, and for the expenses thereof.

Article 5 (ID and passwords)

1. The Company issues to the Member the ID and password necessary for the Member
to receive the Service.

2. Each Member is responsible for the careful management and use of the ID and
password, to ensure that they are never divulged or leaked to third parties.

3. The Company compares the ID and password sent by the Member when the Member
accesses the System with the ID and password registered with the Company. When it
is confirmed that the IDs and passwords match, the person connecting to the System

with said ID and password is deemed to be the Member to whom they belong. Any theft,
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misuse, unauthorized use or other improper use of the ID, password and accessing

terminal is the responsibility of the Member.

Article 6 (Methods of Transmission and Disclosure of Data)

1. The transmission of data between Members of the Service consists of the
transmission of data through the System by one Member to the terminal or system of
another Member.

2. The Member notifies the Company of the destination for the data the Member
wishes to send, according to the procedure stipulated by the Company. The same
notification is also required when the Member wishes to change the destination.

3. The Company will not be held responsible if the data fails to arrive at its destination
or is delayed because the Member sends the data to the wrong address, or fails to
change the address as necessary.

4. When a Member uses the Service to disclose data to another Member, the disclosing
Member sends the data to the Company’s memory storage facilities. The Company
accesses this data in order to send it to the recipient.

5. Further details in addition to the description in 4 above are stipulated in the Rules

of Operation.

Article 7 (Transactions between Members)

1. When Members use the Service to conduct transactions, they do so using a method of
exchanging declaration-of-intent data as stipulated in the Rules of Operation.

2. The declaration-of-intent data transmitted using the Service is deemed to be a legal
declaration of intent by the authorized Member.

3. Any agreements reached by the Members regarding transactions between them,
based on the transmission of declaration-of-intent data, (i) are agreed according to

existing transaction agreements between the two parties, (ii) if no such transaction
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agreement exists, are agreed according to the stipulations for each class of transaction
determined separately by the Company. Items agreed between the Members by
transmission of declaration-of-intent data in each individual transaction take
precedence over transaction agreements between the Members and the basic
stipulations determined by the Company.

4. The Company will not serve as an interested party or agent to any transactions
between Members, nor will the Company serve as an intermediary or middleman. The
Company offers no guarantee nor bears any responsibility for any reason regarding the
establishment, validity, results or any claims regarding the transactions between its

Members.

Article 8 (Accuracy of Reference Data)

1. Every Member is expected to exercise due diligence in ensuring that the reference
data each Member transmits or publishes is accurate. In the case of forecast data, this
requirement is deemed fulfilled if the Member reference data is calculated in a rational
manner according to circumstances.

2. The Company offers no guarantee regarding the accuracy and appropriateness of the
reference data transmitted or published by the Members. The Company will not be
responsible for any errors in data, provided that the System has faithfully transmitted

or published said information.

Article 9 (Service Fees)

1. Members pay the Company such service fees for the Service as are determined
separately by the Company, by a method determined by the Company.

2. The fees described in 1 above include any fees for the support and operation of the
System and any fees charged to the Members by the Company for the transmission of

data. Said fees do not include access fees incurred in accessing the System; such fees
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are borne separately by the Member.

Article 10 (Handling of Data)

1. Each Member must safeguard the secrecy of any data transmitted or published by
other Members. No Member may divulge said information to third parties in any form.
Exceptions may be made in the following cases:

(1) The transmitting or publishing Member gives written permission to divulge the
data.

(2) The data in question has already been divulged to persons other than Members of
the Service.

(3) Before the Member receives transmission or publication of the data, the data has
been lawfully and correctly obtained.

(4) The information transmitted or received has no effect on the copyright, patent or
application rights or any other intellectual property rights pertaining to the data.

2. Any data transferred or published to the Members may only be used for the purposes
stipulated in the Rules of Operation. Use of said data for other purposes is not
permitted. Exceptions may be made n the cases described in sub-items (1) and (3)
above.

3. Members are required to maintain the secrecy of the data transferred or published to
the Members using the Service, according to the rules described in Item 1 above, and
may not use said data for private purposes.

4. The transfer or publication of the data may not infringe upon any of the intellectual
property rights pertaining to the data, including copyright, patent rights and rights to

propose new applications.

Article 11 (Storing and Transfer of Data)

1. The Company stores the data transmitted and published by the Members for a
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period of time specified by the Company, according to the Rules of Operation.

2. A Member may, if said Member has due and proper reason to do so, request the
transfer of data stored by the Company as described in 1 above, as stipulated
separately by the Company. Any costs incurred in said transfer are borne by the

Member.

Article 12 (Security)

1. The Company implements certain security measures with respect to the System, as
stipulated separately by the Company.

2. The Members implement certain security measures with respect to the use of the

Service, according to the Rules of Operation.

Article 13 (System Shutdown)

1. The Company undertakes due diligence to ensure the effective management of the
System to the fullest extent possible.

2. In cases where the Company must shut down the System for maintenance or other
unavoidable reasons, the Company notifies the Members of the time and period of the
shutdown with sufficient advance notice.

3. In the event of System failure, the Company investigates the causes of the failure
and restores full System operation as quickly as possible. The Members cooperate with
the Company in this investigation and recovery work, and undertake such measures as

are necessary to minimize the potential for damage from System failure.

Article 14 (Limitations on Permission and Responsibilities)

(Excerpt)
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Chapter 2

Parts Contractor Members

Article 15 (Scope)

This Chapter applies to Parts Contractor Members only.

Avrticle 16 (Transactions with Parts Contractor Members)

1. Parts Contractor Members conduct the following transactions through the System:
(1) Sales transactions for parts with Manufacturing Contractor Members

(2) Transportation transactions with Transportation Contractor Members

(3) Storage transactions with Warehousing Contractor Members

2. The methods of the above transactions are conducted according to the Rules of

Operation.

Article 17 (Reference Data)

1. Parts Contractor Members transmit or publish reference data according to the Rules
of Operation.

2. Parts Contractor Members receive transmission or publication of reference data

according to the Rules of Operation.

Chapter 3
Manufacturing Contractor Members
Article 18 (Scope)

This Chapter applies to Manufacturing Contractor Members only.

Article 19 (Transactions with Manufacturing Contractor Members)

1. Manufacturing Contractor Members conduct the following transactions through the
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System:

(1) Sales transactions for parts with Parts Contractor Members

(2) Sales transactions for products with Wholesaling Contractor Members

(3) Transportation transactions with Transportation Contractor Members

(4) Storage transactions with Warehousing Contractor Members

2. The methods of the above transactions are conducted according to the Rules of

Operation.

Article 20 (Reference Data)

1. Manufacturing Contractor Members transmit or publish reference data according to
the Rules of Operation.

2. Manufacturing Contractor Members receive transmission or publication of reference

data according to the Rules of Operation.

Chapter 4
Wholesaling Contractor Members
Article 21 (Scope)

This Chapter applies to Wholesaling Contractor Members only.

Article 22 (Transactions with Wholesaling Contractor Members)

1. Wholesaling Contractor Members conduct the following transactions through the
System:

(1) Sales transactions for products with Manufacturing Contractor Members

(2) Sales transactions for products with Retail Contractor Members

(3) Transportation transactions with Transportation Contractor Members

(4) Storage transactions with Warehousing Contractor Members

2. The methods of the above transactions are conducted according to the Rules of
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Operation.

Article 23 (Reference Data)

1. Wholesaling Contractor Members transmit or publish reference data according to
the Rules of Operation.

2. Wholesaling Contractor Members receive transmission or publication of reference

data according to the Rules of Operation.

Chapter 5
Retail Contractor Members
Article 24 (Scope)

This Chapter applies to Retail Contractor Members only.

Article 25 (Transactions with Retail Contractor Members)

1. Retail Contractor Members conduct the following transactions through the System:
(1) Sales transactions for products with Manufacturing Contractor Members

(2) Transportation transactions with Transportation Contractor Members

(3) Storage transactions with Warehousing Contractor Members

2. The methods of the above transactions are conducted according to the Rules of

Operation.

Article 26 (Reference Data)

1. Retail Contractor Members transmit or publish reference data according to the Rules
of Operation.

2. Retail Contractor Members receive transmission or publication of reference data

according to the Rules of Operation.
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Chapter 6
Transportation Contractor Members
Article 27 (Scope)

This Chapter applies to Transportation Contractor Members only.

Article 28 (Transactions with Transportation Contractor Members)

1. Transportation Contractor Members conduct the following transactions through the
System:

(1) Transportation transactions with Parts Contractor Members

(2) Transportation transactions with Manufacturing Contractor Members

(3) Transportation transactions with Retail Contractor Members

2. The methods of the above transactions are conducted according to the Rules of

Operation.

Article 29 (Reference Data)

1. Transportation Contractor Members transmit or publish reference data according to
the Rules of Operation.

2. Transportation Contractor Members receive transmission or publication of reference

data according to the Rules of Operation.

Chapter 7
Warehousing Contractor Members
Article 30 (Scope)

This Chapter applies to Warehousing Contractor Members only.

Article 31 (Transactions with Warehousing Contractor Members)

1. Warehousing Contractor Members conduct the following transactions through the
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System:

(1) Storage transactions with Parts Contractor Members

(2) Storage transactions with Manufacturing Contractor Members

(3) Storage transactions with Retail Contractor Members

2. The methods of the above transactions are conducted according to the Rules of

Operation.

Article 32 (Reference Data)

1. Warehousing Contractor Members transmit or publish reference data according to
the Rules of Operation.

2. Storage Contractor Members receive transmission or publication of reference data

according to the Rules of Operation.

Chapter 8
Miscellaneous Rules
Article 33 (Changes in Details of Registration)
1. If any changes occur in the details registered with the Company at the time of the
Member’s registration, the Member notifies the Company of said changes as soon as
possible, according to the procedures stipulated by the Company.
2. The Company shall not be responsible for any damage or inconvenience to the

Member due to the Member’s failure to notify the Company as described in 1 above.

Article 34 (Expiry)

1. Membership expires XX years after the Member’s registration.

2. Unless the Member or Company submits a written statement of refusal within XX
months of the expiry date, the Membership will be extended a further XX years upon

the expiry date. The same applies to subsequent expiry dates as well.
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3. When the Membership expires as described in 2 above, the Company cancels the

Membership and terminates provision of the Service to the Member.

Article 35 (Termination)
If the Member so notifies the Company within XX months of expiry of the Membership,
the Member may cancel the Service. In this case, the Company cancels the

Membership and terminates provision of the Service to the Member.

Article 36 (Expulsion)

1. If a Member violates the Agreement, the Company notifies said Member with
sufficient advance notice that the Member is in danger of expulsion. If said Member
fails to take corrective action within this period of advance notice, the Company deletes
the Member’s name from Member registration and terminates provision of the Service.

2. If any of the sub-items below applies to the Member, the Company may without
notice delete the Member's name from Member registration and terminate provision of
the Service.

(* List of reasons for expulsion omitted)

Article 37 (Handling of Termination of Service)

1. If a Member is deleted from registration at the expiry date, whether due to
cancellation of the Membership or due to expulsion, said Member immediately
disconnects from the System and settles any outstanding accounts with the Company

as instructed by the Company.

2. When a Member is deleted from registration and provision of the Service is cancelled,
any transactions agreed before deletion from registration are not affected and may

proceed as agreed.

3. The provisions in Article 10 continue to apply to operators even after deletion from
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registration.

Article 38 (Resolution of Other Issues)
In the event of any items not covered in this Agreement or whose
interpretation is in doubt, the Company and the Member shall discuss the issue in good

faith to find a resolution.

Article 39 (Proper Law and Jurisdiction)

1. The proper law governing the Agreement is the laws of Japan.

2. In the event of any legal dispute between the Company and the Member with respect
to the Agreement, the Tokyo Regional Court shall have first exclusive jurisdiction over

such dispute.
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Notes on the SCM Platform Services Model Member’'s Agreement
I. Assumptions and Overall Orientation
1. Parties to the Model Agreement

In this model agreement, system vendors and others form a system to provide
supply-chain management (SCM) in the production and distribution phases. The
purpose for which the agreement was prepared is to provide the features of the SCM
system as a service to the parties covered by the SCM agreement (called “Members” in
the model agreement).

The parties to this model agreement (or more precisely, in the contract
concluded on the basis of this model agreement) consist of the system provider and the
parties to the SCM transactions (hereinafter referred to simply as “the parties”) for
whom the service is provided. Contracts between individual parties are covered later in
this section.

2. Mode of Participation of the System Vendor and Parties

Given the relationship between the system vendor and parties as described
above, the scope of the specific services provided in such agreements can vary widely,
depending on the capability of the system provider and the needs of the parties. In the
case of this model agreement, the system vendor plays the role of an application service
provider (ASP).

“ASP” is generally defined by Nikkei BP in the 2000-2001 edition of Digital
Daijiten as “a service in which an IT operator that uses the Internet to rent out the use
of software applications in increments of time.” The following are defining
characteristics of ASP:

1) The provider does not sell applications to the user, but allows the user to use the
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applications under a lease contract.

2) The applications are not installed by the user but are resident on a server at the
ASP center.

3) Applications consist of package software delivered over the Internet or through
WANs such as VPN.

Originally, the term “ASP” referred only to the operator that provides the ASP
service. Recently, however, “ASP” has come to refer to both the provider and the
services provided. In these notes the term “ASP” is used to mean the ASP service; the
operator of those services is called the “ASP operator.

In the case of this model agreement as well, the system vendor establishes its
own SCM platform, providing the software necessary for the construction of and the
servers and other hardware on which it is installed. It is also assumed that the parties
access these resources through the Internet or other networks.

3. Legal Issues Regarding ASP

In the discussion above of the definition of “ASP,” the concepts of “rental” and
“lease” are used. In Japanese civil law, a lease contract is an agreement in which one of
the parties agrees to use an asset to earn revenues, paying a fee or rent to the other
party in return. ASP works in the same way: The ASP operator allows the customer to
use certain software continuously (here too, the customer uses the software in
revenue-generating activity), and the customer pays the ASP operator a fee for its use.

Where ASP differs from a conventional lease contract is that the software is
installed on a server on the ASP operator’'s premises and accessed by the customer
through a network. In a conventional lease contract, the lessor transfers the lease asset
(real or movable property) to the lessee according to the terms of the lease contract,
and the lessee gains exclusive control of the asset for the duration of the contract.
Software rental, a precursor of ASP, used to operate in the same fashion: The lessor

would transfer to the lessee a physical medium on which the software was stored, and
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the lessee would install the software on his or her own terminal and be responsible for
the management of the software. In conventional lease contracts, therefore, the lessee
was recognized to have certain exclusive and proprietary rights, but this interpretation
is not accepted in ASP. For this reason, terms such as “provision of services” and
“provision of functions” are preferred in describing the contract between the ASP
operator and the customer, and the customer is rarely referred to as the “lessee.”
Because ASP lacks the transfer of physical property into the hands of the customer,
which is the essential character of a lease contract, the contract between the ASP
operator and the customer is fundamentally different from that of a lease contract.
However, some requirements and interpretations that assume exclusive control of the
ASP assets (such as return of the lent assets) cannot be separated from the concept of
ASP.

When the ASP operator performs tasks such as managing user settings,
network security and operation, these details reinforce the ASP’s character as a service
contract. In cases such as these, the approach of civil law is to analyze the actual
details of each service and apply the conditions of the contract type that appears most
appropriate to the contract in question.

Normally, the details of each ASP contract are carefully defined, including the
scope and nature of the revenues garnered from the use of the software in question,
other specific details of the service, the management of the software, what measures
are taken in the event of system failure (notification, repair and the like), allocation of
responsibility, permission to transfer or sublet user rights, payment schedules, grounds
for termination of the contract and measures taken when the contract is terminated.
The rules pertaining to lease contracts and service contracts in civil law are therefore
of only supplementary value in assessing the obligations of each party. When drafting a
contract or agreement based on this model agreement, it is vital that all of these

matters be specified in detail.
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4. The Relationship between the Parties

While the types of business relationships for which SCM systems are
constructed are numerous, this model agreement features a typical flow of distribution
from parts producer to manufacturer and on to awholesaler and retailer, along with
storage of products by a warehouse operator and a transportation contractor. These
parties exchange a vast quantity of information through the SCM platform, aiming to
streamline and effectively target their business activities by conducting order
placement and acknowledgment through this system.

The model agreement above illustrated a relatively closed SCM framework,
limited to a specific set of operators. However, the range of parties for which an SCM
platform can be used can be extended to an open framework embracing any type of
operator, and many SCM systems fall somewhere in the middle. In view of the
versatility of SCM, this model agreement could in fact be applied to a wide range of
business transactions, since SCM is not restricted to specific types or numbers of
parties.

In some agreements among SCM parties, certain transactions among specific
parties are carried out according to pre-existing basic contracts and other commercial
agreements, and these agreements are incorporated into the SCM framework. In such
cases, transactions based on the SCM platform may be standardized, creating an
intermediate kind of framework. If the types of operators involved are left fairly open,
however, these pre-existing agreements tecome difficult to subsume into the SCM
system, and in many cases the operators are obliged to enforce a degree of
standardization (of course, such previously established basic contracts do not always
exist). This is a significant step in the evolution of the SCM framework, because when
the framework becomes open to all types of participants and a standard commercial

agreement is used, the character of the system becomes close to a B to B open
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marketplace (similarly, the ASP operator can more appropriately be called a market
operator). In the model agreement discussed here, existing commercial agreements
between parties are honored, but if no such agreements exist no clear stipulations are
needed, and either framework can be used.

5. Overall Orientation

As the foregoing discussion makes clear, the model agreement described here is a
model with a high degree of flexibility and generality, taking account of ongoing
changes in the SCM approach and the business models of its parties, and of the wide
range of services provided by the ASP operator. Because of its general applicability,
when the model is used to prepare specific agreements (contracts) for actual services, a
great number of supplementary items must be added to the model agreement. The
following notes describe some of the supplementary items likely to be added, but for
each SCM system appropriate stipulations will have to be made in accordance with the
approach and characteristics of the services offered.

In preparing this model agreement, the authors referred to an activity report
published by the Systems Working Group of the Japan EC/CALS Organization
(JECALS) in March 2000, entitled “Examination of Various Issues Concerning
SCM/EC Model Contracts” (hereinafter referred to as “the JECALS paper”), and in
particular a section of this paper entitled “Beta Version of an SC/EC Model Contract.”
This model contract is a contract among the parties, in which the parties themselves
establish the system by connecting with each other to conduct EDI without the
assistance of an ASP operator or other third party. As such it is quite different from the
model agreement outlined above, although it also covers such concepts as
declaration-of-intent data, reference data, data transfer and data publication. Moreover,
the rules for transactions between parties (see Article 7 of the model agreement) were
developed in reference to this model contract. Therefore, it is worthwhile to take a

closer look at this model contract. We will also examine the JECALS paper’s remarks
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on SCM as regards the Anti-Monopoly Law.

I1. Individual Items

1. Title, Preface, Article 1 (Definitions)

(1) This model agreement takes the form of an agreement, and assumes that all parties
consent to the use an SCM platform provided by an ASP operator.

If the ASP operator provides a uniform SCM platform service to all parties, it
naturally follows that the contracts with individual parties will not stipulate different
details for each, but must be identical for all parties. In this case, the ASP operator
determines uniform service provisions in the form of an agreement or understanding.
Those interested in joining the system must approve these uniform rules or they may
not apply.

(2) This model agreement uses the term “member agreement.” This is because the ASP
operator adopts a membership system, in which all users of the system are referred to
as members. Of course, there is no reason why other terms cannot be used, and such
users are indeed variously referred to as “users,” “participants” and so forth. In such
cases, the agreement is accordingly called a ‘user agreement,” “participant agreement,”
etc. as appropriate.

(3) Generally each ASP operator assigns a name of its own devising to the services here
described as the “SCM platform services.”

In the model agreement, the “SCM platform services” are simply referred to as
“the Service,” but this convention is not required. The law judges the contract between
the ASP operator and the parties by its character and not by the name given to it, so
the legal treatment of the SCM platform services is unaffected by the choice of the term
“service.”

(4) Article 1 defines the types of member. Naturally, however, if different types of users

join the SCM platform, the definitions simply have to be changed.
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2. Article 2 (Details of Service)

(1) This article defines the basic duties of the ASP operator. In the model agreement,
only a sample of the services provided is given, rather than an exhaustive listing (item
1). All details are deferred to the Rules of Operation (item 2). In the drafting of an
actual agreement, such service details can be fully listed at this point.

(2) Item three contains notes and stipulations in view of the Anti-Monopoly Law. This
item is not strictly required, since the parties are of course free to take part in business
activities outside the service.

3. Article 3 (Member Registration)

(1) This article describes the procedures for registering members. Each prospective
member applies for membership according to the procedure specified by the ASP
operator (item 2). When the ASP operator registers the applicant as a member, the
member is accorded the rights and obligations of a member.

(2) In this model agreement, the ASP operator has the right to decide whether or not to
register an applicant as a member (Iltems 3, 4). However, it is assumed that this
decision is based on previously established criteria and is not a subjective
determination. Reasons for which an applicant may be refused registration include a
prior history of misconduct that resulted in expulsion in the past.

Such arrangements are common in fairly open SCM platforms, which are
operated under the guidance of the ASP operator. It is uncommon in cases where the
parties guide the construction of the SCM platform and assign an ASP operator to
operate the system and provide the services. In the latter framework, the service tends
to be closed, with a predetermined membership.

(3) In cases where the ASP operator enables the SCM platform to authenticate the
identities and member rights of parties to a transaction, some authentication process
must be required when a prospective member applies for membership (this may be

necessary not only to verify identity and rights of the member as the ASP operator’s
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counterpart in the service contract, but also for stricter screening processes, such as
verification of a prospective member’'s commercial registration, in SCM platforms that
provide verification of the services delivered to each member). Where the SCM
platform is operated under the guidance of the parties, however, such verification may
depend on submissions from the parties.

4. Article 4 (Connecting to the System)

(1) To receive the service from the ASP operator, the member must possess an
environment for operating a terminal to access the ASP server through a network. The
required environment must be set forth in the agreement. In this model agreement, the
member is responsible for the installation of this environment and for related expenses
(Items 2, 3). This is of course the usual situation, but in cases where the ASP operator
requires a standard environment it is not unknown for the ASP operator to bear the
cost for this installation.

(2) In some cases the member is required to install software provided by the ASP
operator in said member’s terminal. If so, a separate software operating license is
usually also concluded in addition to the service agreement.

5. Article 5 (IDs and Passwords)

(1) For members to use the ASP operator's system through a network, the ASP
operator must have a means of confirming that the messages the operator receives are
really sent by the member who is claimed to be the sender. The ASP operator must
therefore possess a number of methods for verifying member ID.

In the model agreement, the commonly used example of the user ID and
password is cited, in addition to such technologies as IC cards and electronic
signatures.

(2) Whichever method is used, it is the member’s responsibility to maintain the codes
or physical tools used to establish identity as a member. If it is the ASP operator’s

responsibility to verify that agreement and manage member ID, the ASP operator is
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normally exempted from the same requirement (although the ASP operator is
prohibited from divulging this information to third parties, which is a separate issue).
6. Article 6 (Methods of Transmission and Disclosure of Data)

(1) In the model agreement, data can be disclosed in one of two ways: Transfer and
publication. “Transfer” refers to the sending of data to the terminal or system of a
member. “Publication” means the storage of the data on a specified domain in the SCM
platform so that all members can access it. In the Rules of Operation, the methods of
transferring and publishing data must be stipulated.

(2) Some services only support one or the other of these methods, and in other cases the
distinction between “transfer” and “publication” is irrelevant. In these cases the model
agreement must be amended as appropriate.

7. Article 7 (Transactions between Members)

(1) The information exchanged through the SCM platform in the model agreement
includes not only reference data for use in transactions but declaration-of-intent data
as well. This information is used to establish transactions between members by
electronic means (providing the same function that was previously supplied by EDI).
The rules for the use of such information are stipulated in Items 1 and 2. In cases
where the SCM platform only serves as a means of sharing the reference data, separate
procedures are used to establish transactions and this article is not necessary.

(2) As in the case of EDI, it is impractical to establish agreement anew on all of the
detailed points of a transaction each time a transaction is made, so
declaration-of-intent data are exchanged, limiting the items under discussion to a fairly
restricted pattern of information such as the goods in question, quantity, price, delivery
destination and method of transport. Normally more complicated issues such as
responsibility for product defects, compensation for damages and cancellation are
handled in a separate basic contract. In Item 3, the rules for basic transaction

agreements are explained under this assumption.
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When agreements are separated in this way, they are applied in the sequence
(order of precedence) of 1) individual agreements established each time
declaration-of-intent data is exchanged between members, 2) the terms of a basic
contract established between two members, and 3) the basic understanding determined
separately by the ASP operator. In 1) and 2), agreements between the members take
first priority; 3) was added to cover cases in which two members have no prior history
of conducting commerce.

In rule 3), which assumes no prior history of transactions between the parties,
the SCM framework among the parties is presumably a fairly open one. The reason
why the “basic understanding” is prepared by the ASP operator in advance is that this
SCM platform is presumably operated under the guidance of the ASP operator, as a B
to B marketplace as described above. When constructing SCM platforms of a different
format, this rule must be radically rewritten.

Given a stipulation such as 3) in this article, the ASP is obliged to draft
separate basic agreements for each category of transaction. For example, one basic
agreement of sale would have to be drafted for transactions between parts contractors
and manufacturing contractors for the sale of parts, another for transactions between
manufacturing contractors and wholesaling contractors for the sale of products, and so
on. In this case common items are determined for all transactions of that category, and
individual conditions that vary with each transaction, such as quantity, price and
delivery, are exchanged in the declaration-of-intent data.

Clearly, the application of item 3) of this article will differ widely from one
SCM platform to the next. When the actual rules are drafted, therefore, it is essential
to assess the system’s needs carefully before proceeding.

(3) Item 3) describes a “basic understanding determined separately by the ASP
operator,” yet this model agreement represents a contract between the ASP operator

and the member. This raises a logical problem of whether a commercial agreement can
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be established between the members, as it could be claimed that the “members” and
the “parties” are not one and the same. The easiest way to solve this puzzle is to form a
league of all members, which approves this rule on behalf of all members.
Unfortunately this solution requires an extremely closed SCM framework. With a large
number of unspecified members, or where members are frequently added or replaced,
such an approach is impractical.

Fortunately, even without such an arrangement it is possible for all members
to approve the agreement with the ASP operator and use the SCM platform on that
basis. It is then possible to recognize an agreement of intention between members, in
which the members follow a basic understanding (where no individual expression of
intent or existing commercial agreement exists). This can be viewed simply as a
recognition of reality or a type of commercial practice that exists in the context of the
SCM platform. Although more work is required in examining the theoretical
underpinnings of this solution, here seems to be no reason to refuse establishment of
agreements on this basis, except in exceptional cases where unusual circumstances
arise with regard to the basic understanding.

Moving on to Item 4 of this article, this item delineates the role of the ASP
operator with respect to transactions between members. The role of the ASP operator is
strictly to provide a venue for transactions; the ASP operator is assumed not to
intervene in those transactions between members. Since the ASP operator is neither
the addressee of the declaration-of-intent data exchanged between members nor a
party to the agreements, the ASP operator naturally accepts no responsibility with
respect to transactions. This rule is added as a note to prevent any misinterpretation or
misconception (as is the stipulation that the ASP operator does not serve as an agent or
intermediary).

In some cases, the ASP operator serves as a party in the manner of a trading

company or as an intermediary. In such cases this rule must of course be changed (and
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indeed this party ceases to be an ASP operator, properly speaking).

8. Article 8 (Accuracy of Reference Data)

(1) This article consists of rules regarding the accuracy of reference data. Readers are
advised to refer to the model agreement in the JECALS report with respect to assuring
the accuracy of reference data. The JECALS report deals strictly with the duties of the
member in providing accurate reference data to the ASP operator; for a discussion of
problems arising between members due to transfer or publication of erroneous data,
please refer to the similar problem in 7 (3) above. Bear in mind, however, that such
problems are less serious than those discussed in 7 (3), in which liability for damages
may arise due to damages from transfer or publication of erroneous data.

(2) Provided that the ASP operator supports the functions of the SCM platform in good
order, the details of the information exchanged and the accuracy thereof is generally
the responsibility of the members (Item 2).

9. Article 9 (Service Fees)

This article describes the service fes payable to the ASP operator. A wide
range of variations are possible in preparing the actual rules, regarding details such as
the fee schedule, methods of payment and responsibility for costs.

10. Article 10 (Handling of Data)

This article describes screcy requirements and appropriate use of the data
exchanged through the SCM platform. The discussion of 8 (1) above applies also to
Items 1, 2 and 4 of this article.

11. Article 11 (Storing and Transfer of Data)

The ASP operator does not necessarily have to provide the service of storing
and transferring data. These are simply extra services in addition to providing an SCM
platform, given the ASP operator’s provision of a form of electronic authentication. If
the SCM platform handles large volumes of EC data between members, however, it is

useful for the ASP operator to store data as proof of transactions, so that this proof can

48



be issued to the appropriate member if the need arises. These rules were included in
the model agreement with these exigencies in mind; they are not an inherent
requirement of the SCM platform.

In the model agreement, only the storage and transfer of data transferred or
published by members is considered. In some cases, however, special kinds of data such

as access logs may also be included.

12. Article 12 (Security) to Article 14 (Limitations on Permission and Responsibilities)
(1) These items must be determined on the sound management judgment of the ASP
operator in consideration of a wide range of issues, including the security of the system,
management of enterprise risk and setting of appropriate fees.

(2) The reader is advised to refer to the model agreement in the JECALS report
regarding the allocation of responsibility if a member fails to implement security
measures and duties of cooperation in the event of damage to the system.

(3) Reasons frequently given for permission include:

1) Acts of God and other events beyond one’s control

2) Damage to communication circuits other than the System’s

3) Deliberate or accidental damage caused by a member or third party

4) System damage that occurs despite scrupulous maintenance and management

5) Software bugs

6) lllegal access or impersonation despite the achievement of stipulated security levels
7) Minor losses caused by the ASP operator

In addition, in many cases system operation assurance periods are set for a specified
period of time (such as one month). Provided the ASP operator satisfies the conditions
of the assurance period, said ASP operator is exempt from claims for losses or
reduction in revenue arising from system stoppage.

(4) Frequently seen restrictions on responsibilities include:
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1) Exemption from claims for loss of income
2) Exemption from claims for damage caused by extraordinary circumstances
3) Exemption from claims for indirect damage

4) Ceilings on compensation for damages

13. Chapters 2to 7

(1) These chapters contain conditions applied individually to each type of member. In
the model agreement, each chapter describes:

1) The transactions conducted by the member using the SCM platform for the type of
business in question

2) Reference data required of the member and reference data that the member is
entitled to receive through the SCM platform

Because these conditions are core elements of each member’s participation in the SCM
platform, normally they must be clearly stipulated. In this case, the details are
stipulated in the Rules of Operation.

(2) In addition to the above, the conditions stipulated uniquely for each type of member
are listed in chapters 2 to 7. When the ASP operator provides these services, such

detailed stipulations for each type of member are often required.

14. Chapter 8 (Miscellaneous)

This chapter contains a number of general items.

15. Other

(1) In many cases it is advisable to determine the handling of intellectual property
rights that involve the SCM platform, such as patents, new application proposals and
software copyrights.

(2) The Rules of Operation must include an index of the sections of the model
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agreement to which they refer, clarifying which parts of the Rules of Operation apply to

which parts of the model agreement.
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