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Part 1: Components for Interchange Structure






Foreword

The CII Syntax Rules proposed by the Center for the Informatization of Industry of the Japan
Information Processing Development Center in July 1992 has been widely adopted by various indus-
tries including manufactaring industries as the EDI standard. These syntax rules are now being used in
Japan as actual EDI standards. In order to meet the demand for stabilization and wider adoption of the

rules, it was decided to accept the standards as a JIS standard in 1998.

CII Syntax Rule version 3.00 consists of the following four parts.
Part-1: Components
Part-2: Structure of message group
Part-3: Structure of short form message

Part-4: Security functions

1. Scope

This standard applies to components of electronic data interchange between industries, between

government agencies and industries, and within government agencies and industries.

2. Normative references

The following standards are referred to in these rules. The latest version of each standard is used.
JIS X 0201: Code for information interchange
JIS X 0208: Code of the Japanese graphic character set for information interchange

JIS X 0221: Universal multiple-octet coded character set (UCS)



3.
3.1

3.2

Notation

Description of data

a) Data lengths are given in bits or bytes (1 byte = 8 bits).

b) Data values are described as a 1-byte character string or 2-byte kanji string or in numeric char-
acters.

c) 1-byte character strings are graphic characters described in (JIS-X0201) or hexadecimal.

d) 2-byte character strings are kanji characters described in (JIS-X0208) or hexadecimal.

&) Numeric values are described in decimal/hexadecimal.

f) Decimal values are strings consisting of the numeric characters from 0 to 9, and are described as
character strings.

g) Hexadecimal values are consist of numeric characters from 0 to 9 and an alphabetic character
(A, B, C, D, E or F). One byte is written, for example, as X'43".

h) Binary data are strings of bits, unless otherwise indicated.

i) Unsigned binary values are given in hexadecimal, If the length (number of bits) of an unsigned

binary is not a multiple of 8, zeroes should be added to the left of the value.

Data element symbols

In order to identify each data element, a data element name and a symbol composed of numeric

characters or a three-character string are assigned to it,




4. Definitions

4.1 Interchange structure
4.1.1 Operation message groups

One or more message groups consist of special messages.

4.1.2 Storage structure

Storage structure refers to the method used to store message groups in a file. When stored in a
structured file, logical records are mapped to physical records. When stored in a non-structured file,
the file is regarded as a structured record composed of 251-byte fixed length records, and logical

records are mapped to physical records.

4.1.3 Storage mode

An identifier to show the method used to store message groups in a file.

4.1.4 Variable length physical record

A physical record which is variable in length.

4.1.5 Variable length dividing mode

Mode uvsed to store message groups in a variable length record file.

4.1-.6 Variable length record file

A file composed of one or more variable length physical records.

4 1.7 Structured file

A file composed of one or more physical records. Two file types are provided, a variable length

record file and a fixed length record file.

4.1.8 Fixed length physical record

A physical record which is fixed in length,

4.1.9 Fixed length dividing mode

Mode used to store message groups in a fixed length record file or a non-structured file.




4.1.10 Fixed length record file

A file composed of one or more fixed length physical records.

4.1.11 Application message groups

One or more message groups composed of messages (of one or more types) and/or binary data.

4.1.12 Interchange unit

A transfer unit composed of one or more message groups on the telecommunications system. All
message groups in one interchange unit are transferred from one and the same sending point to one

and the same destination point.

4.1.13 Short form message group

A message group whose message group trailer is omitted under a special condition.

4.1.14 Broadcast message

* One message group to which a broadcast header is added before the message group header. This
message indicates that the message group with the broadcast header is transferred to the multiple

destination points specified in the header.

4.1.15 Translator

The translator is an EDI tool that generates message groups according to the standard format from

data groups in the EDI users system and carries out reverse processing.

4.1.16 Non-structured file

A file composed of one variable length record.

41.17 File

A file is a logical management unit of an auxiliary storage unit in a computer system. Two file types

are provided, a structured file and a non-structured file.

4.1.18 Physical records

A physical record is an access unit divided optionally in a structured file. Two record types are

provided, a fixed length record and a variable length record.




4.1.19 Message group

A message group is composed of messages (of one or more types) and/or binary data. A message
group header is placed at the beginning of the message group and a message group trailer is placed at
the end. A message group composed of only a message group header and a message group trailer with

no message nor binary data also exists.

4.1.20 Logical record

The basic component of a message group. A logical record is a set of data elements and the byte

string length is fixed (251 bytes) or variable. Twelve record types are provided as shown in Annex 1.

4.2 Logical record
4.2.1 Security trailer

A special logical record used in a pair with a security header to protect the whole message group.

4.2.2 Security header

A special logical record used to protect the whole message group. A security header cannot be used

for a short form message group.

4.2.3 Error information messages

A special logical record for error information message groups. An error information message is a

251-byte fixed length logical record composed of fixed length data elements.

4.2.4 Transaction messages

A logical record for business data interchange. Usually, it is a variable length logical record com-

posed variable length data elements. It is a component of application messages.

4.2.5 Receiving acknowledge message

A special logical record for receiving acknowledge message groups. A receiving acknowledge

message is a 251-byte fixed length logical record composed of fixed length data elements.



4.2.6 Broadcast header |

A special logical record placed before a message group header to indicate that the message group
or short form message group is a broadcast message. A broadcast header is a 251-byte fixed length

logical record composed of fixed length data elements.

4.2.7 Special message

A logical record in which information necessary to operate the EDI system is stored. This message
is a 251-byte fixed length byte string. Two message types are provided, receiving acknowledge mes-

sages and error information messages.

4.2.8 Binary unit

A logical record in which the EDI user's bit string data is stored in bytes.

4.2.9 Binary data

A logical record group in which huge bit strings of the EDI user are stored. Binary data is formed

of three types of logical records, a binary data header, a binary unit, and a binary data trailer.

4.2.10 Binary data trailer

A logical record that ends one binary data item. A binary data trailer is a 251-byte fixed length

logical record composed of fixed length data elements. .

4.2.11 Binary data header

A logical record placed at the beginning of one binary data for identification. A binary data header

is a 251-byte fixed-length logical record composed of fixed length data elements.

4.2.12 Sub security header message

A special logical record used to protect part of a message group or a short form message group.

4.2.13 Message

An identified, named and structured set of functionally related data elements, as described in a

message specification. This set is stored in a logical record.




4.2.14 Message group trailer

A logical record placed at the end of one message group. A message group trailer is a 251-byte

fixed length logical record composed of fixed length data elements.

4.2.15 Message group header

A logical record placed at the beginning of one message group for identification. A message group

header is a 251-byte fixed length logical record composed of fixed length data elements.

4.3 Structure of logical record
4.3.1 Implicit repeating of user TFD set

A set of multiple user TFDs which have the same data tag number.

4.3.2 Variable length data element

A data element whose length is variable. Its maximum length is described in a data element speci-
fication. A data element name and/or a code name is used to identify a variable length data element. A
data tag number is used as the code name and described in six decimal digits or five hexadecimal

digits.

4.3.3 Repeat element

A set of repeat elements is a unit of multi detail and composed of single details and/or multi details.

4.3.4 Fixed length data element

A data element whose length is always fixed. A data element name or a code name is used to
identify a fixed length data element. The code name is described as a character string containing one

alphabetic character from A to Z and two numeric characters.

4.3.5 Control TFD

Placed in the TFD area to control the area.

4.3.6 Transfer form data element (TFD)

A form to handle variable length data elements. TFD data is composed of a data tag, a length tag

and variable length data elements. Two TFD types are provided, control TFD and user TFD.



4.3.7 Transfer form data element area (TFD area)

A special area within a message where TFDs are placed. A message is composed of a message

header and a TFD area.

4.3.8 Datatag

A binary number to identify the type and meaning of the variable length data element composing

the TFD. A data tag is a bit string (1 to 3 bytes).

4.3.9 Length tag

A binary number that represents the length of the variable data element composing the TFD. A

length tag is a 1-byte or 3-byte bit string.

4.3.10 Dividing identifier

A dividing identifier is a 1-byte fixed length data element. It is always placed at the left end of
logical records and used to identify the logical record type. The logical record type is identified by the
combination of a dividing identifier and a record identifier. Annex 1 shows the relationship between

logical record types and dividing identifier values/record identifier values.

4.3.11 Multi detail

A multi detail is a set of repeat elements (each with a different value) which is a single repeat unit.
There is a empty multi detail with no repeat elements. A multi detail is composed of a multi detail
header, one or more repeat elements (or a blank if there is no repeat element), a return mark and a multi

detail trailer.

4.3.12 Message header

A special area placed at the beginning of a message that identifies it uniquely. A message contains

a message header and a TFD area.

4313 UserTFD

A TFD where an EDI user's data is stored within the TFD area.
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4.3.14 Record identifier

Placed at the right of a dividing identifier in a logical record (except a binary unit). A record iden-
tifier is a 1-byte fixed length data element to identify the logical record type. The logical record type is
identified by the combination of a dividing identifier and a record identifier. Annex 1 shows the rela-

tionship between logical record types and dividing identifier values/record identifier values.

4.4 Character set and character encoding rules
4.4.1 1-byte standard character set

Character set and encoding specified by JIS-X020t.

4.4.2 1-byte standard characters

1-byte characters included in the 1-byte standard character set.

4.4.3 2-byte standard charécter set

Character set and encoding specified by JIS-X0208 or JIS-X0221. It is prohibited to use both JIS-
X0208 and JIS-X0221 within one message group.

4.4.4 2-byte standard characters

2-byte characters included in the 2-byte standard character set.

4.4.5 Limited standard character

Characters included in the limited standard character set. Message group header, message group

trailer and broadcast header are formed of limited standard characters.

4.4.6 Limited standard character set

The limited standard character set consists of 38 characters inctuding the numeric characters from -
0 to 9 included in the 1-byte standard character set, the @ mark, the alphanumeric characters from A

to Z, and a space character.

4 4.7 Standard numeric characters

Characters included in the standard numeric character set.

11




4.4.8 Standard numeric character set

The standard numeric character set consists of 1-byte numeric characters from 0 to 9. Encoding

should be according to JIS-X0201.

4.4.9 Character set

The character set consists of characters which can be used by the EDI user. Two sets are provided,

the |-byte character set and the 2-byte character set.

12




5. Types of data elements and description of data types and |
data lengths

There are nine types of data elements according to data length (fixed or variable) and data type. The
features and a description of each data element are given here. Annex 2 shows a data element in a

standard message.

5.1 Types of fixed Iéngth data elements

a) Fixed length 1-byte data string
A fixed .length byte string containing 1-byte data. The data type and length are described with
"X[n]" (n: length in bytes). A fixed length I-byte character string is also handled as a fixed
length 1-byte data string.
b) Fixed length numeric data string
A fixed length (number of digits) byte string containing 1-byte numeric characters from 0 to 9.
Data type and length are described with "9[n]" (n: number of digits).
¢} Binary bit string
A fixed length byte string containing unsigned binary numbers. The data length is described
in bytes. Binary bit string data elements are described as follows.
1-byte unsigned binary: "Bin8"
2-byte unsigned binary: "Bin16"
3-byte unsigned binary: "Bin24"
4-byte unsigned binary: "Bin32"

5.2 Types of variable length data elements

a) Variable length 1-byte data string

A variable length byte string containing I-byte data (maximum length: 32767 bytes). The
data type and length are described with "X(n)" (n: maximum length in bytes). A variable length
I-byte character string is also handled as a variable length 1-byte data string.

When a character string is included in a variable length 1-byte data string, encoding is done
according to the data clement, "Encoding mode for 1-byte characters,” in the message group
header.

If a character string formed of Shift JIS codes includes 2-byte character codes, the character

string is handled as a variable 1-byte data string.



b) Variable length bit string in units of 1 byte
A variable length byte string composed of bit strings in units of 1 byte (1 byte = 8 bits,
maximum length: 32767 bytes). The data type and length are described with "B(n)" (n: maxi-
mum length in bytes).
c) Variable length 2-byte data string
A variable length byte string containing 2-byte data (maximum length: 32767 bytes). The
maximum number of 2-byte characters is 16,383. The data type and length are described with
"K(n)" (n: maximum length in bytes). The maximum length should always be an even number.
When a 2-byte character string is included in a variable length 2-byte data string, encoding
should be done according to the data element, "Encoding mode for 2-byte characters," in the
message group header.
This byte string should be formed of only 2-byte characters. 1-byte characters cannot be
included in this byte string. .
d) Unsigned variable length numeric data string with implicit decimal point
A numeric data string whose number of digits is variable. The byte string is formed of 1-byte
characters from 0 to 9 and the maximum length is thirty digits. While the nomber of integer part
digits is variable, the number of fractionat part digits is fixed. Therefore, a specified number of
digits from the right of the numeric data string is regarded as the fractional part and the remain-
ing digits to the left of the decimal part are regarded-as the integer part. The data type, the
maximum number of integer part digits, and the fixed number of fractional part digits are indi-
cated as "9(n)V(m)" (n: maximum number of integer part digits, m: fixed number of fractional
part digits). When the value of m is 0, the description of V(m) can be suppressed.
The characters forming this data string are encoded according to the data element, "Encoding
mode for 1-byte characters,” in the 'message group header. |
e) Signed variable length numeric data string with explicit decimal point
- A numeric data string whose number of digits is variable. This string contains 1-byte charac-
ters from O to 9, a positive/negative sign (+/-), and a decimal point (.) and the maximum length
is thirty digits. The part to the left of the decimal point is regarded as the integer part and the part
to the right of the decimal point is regarded as the fractional part. The data type and the maxi-
mum numbers of digits in the integer part and the fractional part are indicated as "N(n)V(m)" (n:
maximum number of integer part digits, m: maximum number of fractional part digits). The
sign and the decimal point are not counted in the maximum number of digits. When the value of

m is 0, the description of V{m) can be suppressed.
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f)

Both a positive sign and a negative sign cannot be used in one numeric data string. A sign
should be always placed at the beginning (left side) of a numeric data string. When the sign (+ or
-} is suppressed, the numeric data string is assumed. to be a positive number, and when the
decimal point is suppressed, it is assumed to be an integer number. |

The characters forming this numeric data string are encoded according to the dlata element,
"Encoding mode for 1-byte characters,” in the Iﬁessagc group header.

Variable length date data o _ ‘

A variable length numeric data string to represent year, month and day (the Chris'tiah Era) in
1-byte characters. Two description types are provided, a 6-digit description (YYMMDD’ type)
and an 8-digit description (YYYYMMDD type). The data type and number of digits are de-

-seribed with "Y(n)" (n: 6 or 8).

For the 6-digit description, the first two digits represent the year as follows.
1} 51to 99: 1951 to 1999
2) 00 to'50:.2000 to 2050
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6. Transfer form data elements

A transfer form data element (TFD) is a form to handle a variable length data element. A TFD
contains a data tag, a data length tag, and a variable length data element, which are arranged consecu-
tively from left to right. Annex 3 shows the structure of a TED.

A TFD should be placed within the TFD area.

6.1 Structure of data tags
6.1.1 Length of data tag

A data tag contains bit string data with a length of 1 byte, 2 bytes or 3 bytes. The length is fixed
according to the value of the first 1 byte (the leftmost 1 byte). Table 1 shows the relationship between

the value of the first | byte of a data tag and the data tag length.

Table 1 Value of the first 1 byte of data tag and the data tag length

Value of the first 1 byte of data tag Data tag length
X 00 to X 'EF 2 bytes
X 'R 1 byte
X 'Fl'to X'F? 3 bytes
X 'F8', X F9' 1 byte (for extension to features)
X 'FA' 2 bytes
X 'FB', X 'FC' | byte
X FD' 3 bytes
X 'FE' 1 byte
X 'FF 1 byte (for extension to features)

A data tag with a first 1 byte whose value is X'F8', X'F9', or X'FF', has a length of 1 byte but the
function is undefined and is available for feature extensions. At that time, the length may be

changed.
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6.1.2 Types of data tags

Two types are provided, a user data tag and a control data tag, The data tag type is fixed by the value

of the first 1 byte in the data tag. Table 2 shows the relationship between the value of the first | byte in

the data tag and the data tag type.

Table 2 Value of the first 1 byte in the data tag and the data tag type

Value of the first 1 byte in the data tag Data tag type
X '00'to X 'EF User data tag
X 'FO’ Control data tag
X 'F1'"to X 'F7' User data tag
X'F8 to X 'FF Control data tag

6.1.3 Function of user data tags

A user data tag identifies a variable length data element and its meaning. A user data tag value is

called a data tag number and has the following meanings.
a) When the length of the user data tag is 2 bytes, the value is a 16-bit unsigned binary and repre-
sents a data tag number from 0 to 61439 (X'0000' to X'EFFF").
b) When the length of the user data tag is 3 bytes, the value is an unsigned binary (lower 19 bits)
and represents a data tag number from 65536 to 524287 (X'F10000" to X'F7FFFF': upper five

bits are ignored).

6.1.4 Function of control data tags

A control data tag controls the status within the TFD area in a message.
a) Value of the first 1 byte in the control data tag: X'FO'
The control data tag is placed at the beginning of the TFD area and works as a marker for the
start of the TFD area.
b) Value of the first 1 byte in the control data tag: X'FA'

The control data tag is placed at the beginning of a multi detail and works as an A-type multi
detail header. The length of an A-type multi detail header is 2 bytes and the value in the second

byte indicates the detail number as a 1-byte unsigned binary. Values from X'31' to X'7E' can be

used as detail numbers.
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¢} Value of the first 1 byte in the control data tag: X'FB'
The control data tag is placed between segments of a multi detail and works as a return mark
to prompt for repeating a repeat element.
d) Value of the first 1 byte in the control data tag: X'FC'
The control data tag is placed at the end of a multi detail and works as a multi detail trailer.
e) Value of the first 1 byte in the control data tag: X'FD'

The control data tag is placed at the beginning of a multi detail and works as a D-type multi
detail header. The length of a D-type multi detail header is 3 bytes and fhe values in the second
and third bytes indicate the detail number as a 2-byte unsigned binary. Values from X'000A' to
X'EFFF' can be used as detail numbers. ' .

f} Value of the first 1 byte in the control data tag: X'FE'
The control data tag is placed at the end of the TFD area and works as a TFD trailer,

6.2 Structure of data length tags

A data length tag is used with a user data tag to specify the length of a variable length data element.
A data length tag is descﬁbed as a 1-byte or 2-byte unsigned binary number and represeﬁts the actual
length of a variable length data element. The length of a data length tag is fixed to 1 byte or 3 bytes
according to the value of the first 1 byte (the leftmost 1 byte) of the data length tag.

a) When the value of the first 1 byte of a data tag is any value from X'00' to X'FE', the length is 1

byte.

b) When the value of the first 1-byte of a data tag is X'T2', the length is 3 bytes.

A data length tag with a length of 1 byte is described as a 1-byte unsigned binary number and
represents the actual length of the variable length data element 1mmedlately after the tag in bytes. The
length ranges from 0 to 239 bytes (X'00' to X'EF").

A data length tag with a length of 3 bytes is described as a 2-byte unsigned binary number (the
second and third bytes) and represents the actual length of the variable length data element immedi-
ately after the tag in bytes. The length ranges from 0 to 32767 bytes (X'OOOO' to X'7FFF").

In the case of a signed variable length numeric data string with explicit decimal point, the data
length tag represents the length of the numeric data string including the sign (+/-) and the decimal

point.
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6.3 Structure of TFD

A TFD is a data string containing a data tag, a data length tag and a variable length data element,
consecutively. The data length tag and/or the variable length data element may be suppressed. Two
TFD types are provided, user TFDs and control TFDs.

“a) A TFD which starts with a user data tag is called a usef TFD. When the value of the data length
tag is O (the length of a variable length data element = 0), the variable length data element is
suppressed (the data length tag cannot be suppressed).

b) A TFD which starts with a control data tag is called a control TFD. A control data tag has no

length tag nor variable length data element and is only used with a control data tag.

6.4 Compression and extension of length of variable length data elements

The length of a variable length data element in the TFD can be comprcsscd or extended if the condition
determined according to the data type is satisfied. The value of the data length tag in the TFD indicates the
actual length of the variable length data element which was compresscd or extended.

a) Variable length 1-byte data string

When the 1 byte placed at the rightmost of a data string is a space character, compressing the
length by 1 byte by omitting the character will not change the"valuc (or meaning) of the data
element. This normative can also be applied to compressed data smnés. When a variable length

| 1-byte data string contains only spacé characters, all characters are omitted and the data be-
comes a data string with a length of 0. ‘

" On the other hand the length of a data smng can be extended by adding a space character at
the end of the data strmg

b) Variable length bit string in units of 1 byte -

" Whenthe 1 byte placed at the rightmost of a bit string in units of 1 byte is X'00!, compressing
the length by I byte by omitting the X'00" will not change the value {or meaning) of the data
element. This normative can be also applied to compressed bit strings. When a 1.,.fariablc: length
bit string in units of 1 byte contains only X'00", all bytes are omitted and the bit string becomes
a bit string with a length of 0. ' |

On the other hand, the length of the Bit string can be cxiendéd by adding X'00's to the end of it
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c) Variable length 2-byte data string

When the 2 bytes placed at the rightmost of a data string is a space character, compression of
the length by 2 bytes by omitting the character will not change the value (or meaning) of the data
element. This normative can be also applied to compressed data strings. When a variable length
2-byte data string contains only space characters, all characters are omitted and the data string
becomes a data string with a length of 0.

On the other hand, the data string can be extended in units of 2 bytes by adding a space

character to the end of it.

d) Unsigned variable length numeric data string with implicit decimal point

When the leftmost digit of a numeric data string is 0, compression by omitting the digit will
not change the value of the data element, This normative can be also applied to compressed
numeric data strings. When all the digits of an unsigned variable length numeric data string with
implicit decimal point contain 0's, they are omitted and the numeric data string becomes a nu-
meric data string with a length of 0. | |

On the other hand, the number of digits can be increased by adding 0's to the beginning of the

numeric data string.

e) Signed variable length numeric data string with explicit decimal point

When the leftmost digit of a numeric data string or the digit on the right of a sign (+/-) is 0,
compression by omitting the digit will not change the value of the data element. This normative
can be also applied to compressed numeric data strings.

On the other hand, the number of digits can be incréased by adding 0's to the right of the sign
(+/-) of a numeric data string or to the beginning of an unsigned numeric data string.

When a numeric data string includes a decimal point and the rightmost digit is 0, compres-
sion by omitting the digit will not change the value of the data element. This normative can be
also applied to compressed numeric data strings.

On the other hand, the nurﬁber of digits of a numeric data string which includes a decimal
point can be increased by adding O to the end of the string. |

When an unsigned variable length numeric data string with explicit decimal point contains
only a sign (+/-), a decimal point and/or 0's, they are omitted and the numeric data string be-
comes a numeric data string with a len'gth of 0.

Variable length date data

When the leftmost digit of a numeric data string is 0, compression by omitting the digit will

not change the value of the data element. This normative can be also applied to compressed

numeric data elements.
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On the other hand, the number of digits can be increased by adding 0's to the beginning of a

numeric data string.
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7. Structure of transfer form data element area

7.1 Transfer form data element area

A transfer form data element area (TFD area) is an area used to store the user TFD and control TFD

within a message. Annex 4 shows the structure of the TFD area.

7.1.1 Basic structure of TFD area

A TFD area is a variable length byte string which begins with a TFD area header, user TFDs and/or
multi details consecutively according to the standard message, and terminates in a TFD area trailer. It
is a dummy control TFD (inoperative TFD) that a TFD area header within a TFD area except the left
most TFD area header and does not affect the state of the TFD area.

A TFD area which has no user TFD or multi detail is also permitted and the smallest TFD area

contains 4 TFD area header and a TFD area trailer.

7.1.2 The restriction for standard message design -

The standard message should be designed within the permitted TFD area structure. Because a TFD
area is composed of user TFDs and multi details, the standard message must be designed by combin-
ing variable length data element and multi details. In designing the standard message, control TFDs

cannot be used.

7.2 Multi detail

A multi detail envelops multiple pairs of repeat elements and return marks, with an A-type or D-
type multi detail header and a multi detail trailer. A multi detail is used to construct a repeat structure

which a repeat element is the unit of repeating.

7.2.1 Multi detail header

A multi detail header is a control TFD that starts and identifies a multi detail. Two types are pro-
vided, an A-type multi detail header and a D-type multi detail header, and both of them have the same
function.

An A-type multi detail header has a 1-byte multi detail number and a D-type multi detail header has
a 2-byte multi detail number. Multi details in one message are identified by the combination of a multi
detail header type and a multi detail number. For example, although the multi detaii number X'31" of
an A-type multi detail header and the multi detail number X'0031" of a D-type multi detail header have

the same numeric value (decimal 49), they are identified as different multi details.
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7.2.2 Repeating element

A repeating element is a byte string containing one or more user TFDs and/or multi details con-

secutively. This is the unit of repeating.

7.2.3 Return mark

A return mark is a control TFD placed at the end of a repeating element and indicates explicitly that
the repeating element is to be repeated. A return mark can be placed at the end of an empty repeating
element whose TFDs and/or multi details are omitted. In this case, two or more return marks are

placed consecutively.

7.2.4 Multi detail trailer

A multi detail trailer is a control TFD placed at the end of a repeating element (or a multi detail) and
terminates the multi detail.

When a return mark is placed at the left of a multi detail trailer, it is possible to omit the return mark
and shift the multi detail trailer to the left by one byte. This normative can also be applied to a new
multi detail that has been generated by shifting the multi detail trailer. If all repeating elements in a

multi detail are empty, the multi detail contains only a multi detail header and a multi detai! trailer.

7.2.5 Structure of multi detail and hierarchy

A multi detail contains an A-type or D-type multi detail header, pairs of repeating elements and
return marks (the return mark for the last repeating element is omitted), and a multi detail trailer.

Multi details can be structured in a hierarchy by including multi details in repeating elements. In
this case, a lower-level multi detail must be wholly included in the upper-level multi detail. When
there are multiple lower-level mutti details, each of them must be independent.

A lower-level multi detail can include multiple even lower-level multi details. A hierarchy can have

any number of levels.

7.3 ldentification of user TFD in TFD area

Each user TFD in a TFD area is uniquely identified by the data tag number of a user TFD or by the

combination of a detail number of a multi detail and the data tag number of a user TFD.
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7.3.1 Scope of unique identification

The scope within which a user TFD can be uniquely identified by the data tag number of a user TFD.
A TFD area contains multiple scopes of unigue identification. A user TFD in a TFD area can be identified

uniquely by combining the detail number of a multi detail and the data tag number of a user TFD.

7.3.2 Basic scope of unique identification

A scope within a TFD area. Multi details are not included in this scope. In this scope, a user TFD is

uniquely identified by the data tag number of the user TFD.

7.3.3 Scope of unique identification in multi detail

A scope within a repeating element composing a multi detail. Lower-level multi details are not
included in this scope. In this scope, a user TFD is uniquely identified by the combination of the detail
number of the multi detail and the data tag number of the user TFD.

Because a multi detail includes multiple repeat elements, there actually exist multiple scopes with
the same detail number. Therefore, it is necessary to implicitly identify each repeat element in the
same order as the order in which the data elements are arranged. The order in which the data elements

are arranged must be carefully managed. If the order is changed, the meaning may also be changed.

7.4 Implicit repeating of a single user TFD

A set of multiple user TFDs that have the same data tag number within a unique identification
scope. If there exist multiple user TFDs each having the same data tag number within one unique
identification scope, it is regarded as a number of single user TFDs each having different variable

length data element values and placed repeatedly. This is implicit repeating of a single user TFD.

7.5 Data tag numbers of user TFDs and detail numbers of multi details
within the TFD area

In order to identify user TFDs and multi details in a TFD area uniquely, data tag numbers of user
TFDs and detail numbers of multi details must satisfy the following rules.
a) Each data tag number within one unique identification scope should be a unique number.
b) When multiple user TFDs each having the same data tag number are placed within one unique
identification scope, they are regarded as user TFDs of the same type (implicit repeating of a

single user TFD).
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c) If data tag numbers of user TFDs in all unique identification scopes within a TFD area are
unique numbers, each user TFD can be uniquely identified through the TFD area only by the
data tag number. | '

d) When multiple multi details exist in a TFD area, a detail number of every multi detail should be
a unique number within the scope that includes multi details with A-type multi detail headers or
D-type multi detail headers.

e) User TFDs and multi details can be placed in an arbitrary order within one unique identification

scope. However, multi details should never overlap each other.
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8. Structure of message group header

A message group header contains multiple fixed length data elements arranged consecutively from
left (beginning of transfer) to right. Data elements and meanings are described below in the order in
which the data elements are arranged from left to right. Data element symbols are given in parenthe-

ses. Annex 5 shows the data element format.

8.1 Dividing identifier (CO1)

A data element, which length is 1 byte fixed, that identifies a message group header or trailer. The

value is set at X'30",

8.2 Record identifier (C02)

A data element, which length is 1 byte fixed, that identifies a message group header when the

dividing identifier value is set at X'30". The value is set at X'43".

8.3 Operation mode (CO3)

A data element, which length is 1 byte fixed, that identifies the mode of operation as test mode or
normal mode. A value of X'31' identifies the test mode, and a value of X'20' or X'30' identifies normal

operation mode.

8.4 Sending EDI service provider (C04)

A data element, which length is 12 bytes fixed, that indicates the coded name of the EDI service
provider relaying the message group on the sending side. Described in twelve limited standard charac-

ters.

8.5 Sending center code (C05)

A data element, which length is 12 bytes fixed, that indicates the coded name of the computer

center sending the message group. Described in twelve limited standard characters.

8.6 Sender code (CO6)

A data element, which length is 12 bytes fixed, that indicates the coded name of the company or

division sending the message group. Described in twelve limited standard characters.
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8.7 Receiving EDI service provider (C07)

A data element, which length is 12 bytes fixed, that indicates the coded name of the EDI service
provider relaying the message group on the receiving side. Described in twelve limited standard char- '

acters,

8.8 Receiving center code (C08)

A data element, which length is 12 bytes fixed, that indicates the coded name of the computer

center receiving the message group. Described in twelve limited standard characters.

8.9 Receiver code (C09)}

A data element, which length is 12 bytes fixed, that indicates the coded name of the company or

division receiving the message group. Described in twelve limited standard characters.

8.10 BPID agency (C10)

A data element, which length is 4 bytes fixed, that indicates the coded name of the agency manag-

ing the standard message. Described in four limited standard characters.

8.11 BPID sub agency (C11)

A data element, which length is 2 bytes fixed, that indicates the internal identification code of the

agency managing the standard message. Described in two limited standard characters.

8.12 BPID version number (C12)

A data element, which length is 2 bytes fixed, that indicates the version number of the standard

message. Described in two limited standard characters.

8.13 Reservedarea1 (F11)

An area, which length is 12 bytes fixed, reserved for future extensions. Filled with the value X'20".

8.14 Information type code (C14)

A data element, which length is 4 bytes fixed, that indicates the type of the standard message.

Described in four limited standard characters.
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8.15 Reserved area 2 (C15)

An area, which length is 3 bytes fixed, reserved for future extensions. Filled with the value X"20' or

X'30°.

8.16 Reserved area 3 (C16)

An area, which length is 3 bytes fixed, reserved for future extensions, Filled with the value X'20' or

X'30".

8.17 Format identifier (C17)

A data element, which length is 2 bytes fixed, for identification. The meanings are as follows.

a) X3130" . Message group in the dividing variable length mode
by X'3131" s Message group in the dividing fixed length mode
c) X3230 .ot Receiving acknowledge message or error message

8.18 interchange reference number (C18)

A data element, which length is 10 bytes fixed, that stores the symbol identifying the message
group. Described in ten limited standard characters. When this data element is not used, it is filled with

the value X'20".

8.19 Date and time of creation (C19)

A data element, which length is 12 bytes fixed, to indicate the date and time of creation of the
message group. Described in the YYMMDDHHMMSS format with twelve standard numetic charac-
ters. The first two digits represent the year as follows.

51 to 99: 1951 to 1999
00 to 50: 2000 to 2050

8.20 Reserved area 4 (F12)

An area, which length is 12 bytes fixed, reserved for future extensions. Filled with the value X'20".

8.21 Syntax rule ID version number (C21)

A data element, which length is 6 bytes fixed, that indicates the agency managing the syntax rules

and the version number. Described in six limited standard characters.
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8.22 Reserved area 5 (C22)

An area, which length is 1 byte fixed, reserved for future extensions. The value is always set to

X'45'.

8.23 Storage mode (C23)

A data element, which length is 1 byte fixed, that indicates the method of storing the logical record
in the physical record. The mode is indicated as follows.

a) X'20'or X'4D' .. dividing fixed length mode

b) X853 dividing variable length mode

8.24 1-byte character set (C24)

A data element, which length is 1 byte fixed, that indicates the encoding type of the 1-byte charac-

ter set. The coding type is indicated as follows.

a) X20'or X'53' .......... 1-byte standard character set
by X4D shift JIS (2-byte characters are acceptable.)
Q) X5 s other character codes

8.25 2-byte character set (C25)

A data element, which length is 1 byte fixed, that indicates the encoding type of the 2-byte charac-

ter set. The coding type is indicated as follows.

a) X20or X'53" ... 2-byte standard character set (JIS-X0208)

b) X'55 e, 2-byte standard character set (JIS-X0221)

c} X'4D' e, shift JIS (half-width characters are prohibited.)
d) X'50" e, other character codes '

8.26 Reserved area 6 (026)'

An area, which length is 1 byte fixed, reserved for future extensions. The value is set to X'20' or

X'53".

8.27 Reserved area 7 (C27)

An area, which length is 5 bytes fixed, reserved for future extensions. Filled with the value X'20" or

X'30.
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8.28 Reserved area 8 (C28)

An area, which length is 5 bytes fixed, reserved for future extensions. Filled with the value X'20' or

X'30',

8.29 Short form message group identifier (C29)

A data element, which length is | byte fixed, that indicates whether the message group is the short-
form type or not. When the message is the short-form type, the value must be set to X'49', and when it

is not the short-form type, the value must be set to X'20' or X'53".

8.30 Controlling agency code for the sending EDI service provider (C30)

A data element, which length is 3 bytes fixed, that indicates the agency controlling the code repre-
senting the name of the sending EDI service provider relaying the message group on the sending side.

Described in alphanumeric code with three limited standard characters.

8.31 Controlling agency code for the sending center code (C31)

A data element, which length is 3 bytes fixed, that indicates the agency controlling the code repre-
senting the computer center sending the message group. Described in alphanumeric code with three

limited standard characters.

8.32 Controlling agency code for the sender code (C13)

A data element, which length is 3 bytes fixed, that indicates the agency controlling the code repre-
senting the company or division sending the message group. Described in alphanumeric code with

three limited standard characters.

8.33 Controlling agency code for the receiving EDI service provider (C33)

A data element, which length is 3 bytes fixed, that indicates the 'ageﬁcy controlling the code repre-
senting the name of the EDI service provider relaying the message group on the receiving side. De-

scribed in alphanumeric code with three limited standard characters.

8.34 Controlling agency code for the receiving center code (C34)

A data element, which length is 3 bytes fixed, that indicates the agency controliing the computer
center receiving the message group. Described in alphanumeric code with three limited standard char-

acters.
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8.35 Controlling agency code for the receiver code (C35)

A data element, which length is 3 bytes fixed, that indicates the agency controlling the code repre-
senting the company or division receiving the message group. Described in alphanumeric code with

three limited standard characters.

8.36 Reserved area 9 (F29)

An area, which length is 70 bytes ﬁxéd, reserved for future extensions. Filled with the value X'20"
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9. Message structure

A message contains a message header and a TFD area. Data elements and meanings are described
as below in the order in which data elements are arranged from left (beginning of transfer) to right.

Data element symbols are given in parentheses. Annex 5 shows the data element format.

9.1 Basic structure of message

Two message types are provided, A-type messages and B-type messages. An A-type message con-
tains an A-type message header and a TFD area, and a B-type message contains a B-type message

header and a TFD area.

9.2 Structure of A-type message header

This type of message header is used for a message whose length is less than or equal 32,768 bytes.

9.2.1 Dividing identifier (CO1)

A data element which length is 1 byte fixed that identifies the message. Although the value is

usually set to X'39', the value may change according to the file storage mode. (See Section 8, Part 2.)

9.2.2 Record identifier (C02)

A data element, which length is 1 byte fixed, that identifies the message category. The message

type is indicated as follows.

a) X44' e transaction message

by X'53" e security header message

C) X447 i sub security header message
d) X'56 i security trailer message

9.2.3 Sequence number (DO3)

A data element, which length is 5 bytes fixed, that indicates the sequence in which messages are
placed in one message group. Described in five standard numeric characters. The first number G0001
is assigned to the message immediately after the message group header and the following messages

are numbered in ascending order.
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9.2.4 Message length (D04)

A data element, which length is 2 bytes fixed, that indicates the message length. Described as a 16-
bit unsigned binary number representing the value (message length - 1). The value ranges from X'000A’

(00010) to X'7FFF' (32767). The actual message length ranges from 11 bytes to 32,768 bytes.

9.3 Structure of B-type message header

A message header used for a transaction message whose length falls in the range from 32,769 bytes
to 10,000,000 bytes. This message header can be also used for messages whose length are less than or

equal 32,768.

9.3.1 Dividing identifier (CO1)

See 9.2.1.

9.3.2 Record identifier (C02)

A data element, which length is 1 byte fixed, that identifies the message category. The value is set

at X'44' and a B-type message header can be used only for a transaction message.

9.3.3 Sequence number {D03)

See 9.2.3,

9.3.4 Message length (D04)

A data element, which length is 2 bytes fixed, that indicates the message length. The value is set at

X'8080" because an extended message length is used for a B-type message header.

9.3.5 Identifier (D05)

An area, which length is 1 byte fixed, reserved for future extensions. The value is set to X'F7".

9.3.6 Extended message length (D05)

A data element, which length is 7 bytes fixed, that indicates the message length. Described as a
decimal number containing seven standard numeric characters representing the value (message length

- 1). The value ranges from 18 to 9999999. The actual maximum length is 10,000,000 bytes.

9.4 Structure of TFD area

See Section 7, Part 1.
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10. Binary data structure

Binary data takes the form of a logical data string which stores EDI user data in bytes as large bit
strings and is used to interchange large bit string data such as CAD/CAM data and graphic data. The
structure of a logical record string and fixed length data elements within each logical record arranged
from left (beginning of transfer) to right are described below. Data element symbols are given in

parentheses. Annex 6 shows the data structure and data element format.

10.1 Basic structure of binary data

Binary data is composed of a binary data header, one or more binary units and a binary trailer.

A binary data header marks the beginning of the binary data and identifies specific binary data
among multiple blocks of binary data. '

One or more binary units store EDI user data as large bit strings.

A binary data trailer terminates the binary data and marks the end of it.

10.2 Structure of binary data header

A binary data header is a logical record, which length is 251 bytes fixed, that indicates the begin-

ning of the binary data. It contains the following fixed length data elements.

10.2.1 Dividing identifier (C01)

A data element which length is 1 byte fixed. When the value is set at X'40', it identifies the binary

data header or the binary data trailer.

10.2.2 Record identifier (C02)

A data element which length is 1 byte fixed. When the value of the dividing identifier is set at X'40',

the record identifier identifies the binary data header. The value should be set to X'48".

10.2.3 Sequence number {D03)

A data element, which length is 5 bytes fixed, whose meaning is the same as the-sequence number
in the message header. Binary data is regarded to be equivalent to a message and given a number

described in five standard numeric characters. For the numbering method, see Section 9.2.3, Part 1.
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10.2.4 Relating number (HO4)

A data element, which length is 4 bytes fixed, that indicates the logical relationship between the
binary data and the message within one message group. It indicates that the binary data and the mes-
sage bearing the same number are related logically. Character encoding follows the specifications set
for the 1-byte character set (C24) in the message group header of the message group which includes
this header.

In a message, a relating number is stored iﬂ the user TFD whose data tag number is XEF00' (61184).
The value of a relating number is determined by the operation but should be unique within the normal

range.

10.2.5 File identifier (HO5)

A data element, which length is 80 bytes fixed, used by the EDI user to identify binary data. Char-
acter encoding follows the specification set for the 1-byte character set (C24) in the message group
header of the message group which includes this header. The identifier is determined by the operation

but should be unique within a certain range.

10.2.6 Format identifier (HO6) .

A data element, which length is 32 bytes fixed, used by the EDI user to identify the format of large
bit strings stored as binary data. Character encoding follows the specifications set for the 1-byte char-
acter set (C24) in the message group header of the message group which includes this header. The

. identifier is determined by the operation but should be unique within a certain range.

10.2.7 Compression identifier (H07)

A data element, which length is 32 bytes fixed, used by the EDI user to identify the compression

- method used on the large bit strings stored as binary data. Character encoding follows the specification
set for the 1-byte character set (C24) in the message group header of the.message group which in-
cludes this header. The identifier is determined by the operation but should be unique within a certain

range.

10.2.8 Reserved area (F31)

" An area, which length is 96 bytes fixed, reserved for future extensions. Filled with the value X'20'.
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10.3 Binary unit

A logical record that stores EDI user data in bytes as large bit strings. Structure of the binary unit is

described below. Any bit string whose size is not a multiple of 8 (ex. 185 bytes) is not acceptable.

10.3.1 Structure of binary unit

A binary unit is formed of a dividing identifier (1-byte fixed length data element) and an area that

stores EDI user data in bytes as large bit strings.

10.3.2 Binary unit length

The binary unit length is fixed according to the value of the storage mode (C23) of the message
group header.

When the storage mode value is X'53' (dividing variable iength mode), each binary unit excluding
the binary unit immediately before the binary data trailer is a fixed length logical record with a length
of 32001 bytes. The binary unit immediately before the binary data trailer is a fixed length logical
record with a length of 32001 bytes or a variable length logical record whose maximum length is
32001 bytes.

When the dividing mode value is X'20' or X'4D' (dividing fixed length mode), each binary unit is a
fixed length logical record with a length of 251 bytes.

10.3.3 Dividing identifier (C01) and its values

A data element, which length is 1 byte fixed, that identifies both the binary units in the message

group and the sequence. The value ranges from X'41' to X'49', according to the following rules:

a) The value X'49' is always assigned to the dividing identifier of the binary unit immediately
before the binary data trailer.

b) The value X'41'is assigned to the dividing identifier of the binary unit immediately after the
binary data header and X'42' is assigned to the dividing identifier of the next binary unit, Values
X'43’, X'44', X'45', X'46', X'47" and X'48' are assigned one by one to dividing identifiers of the
following binary units sequentially. The value X'41" is assigned to the dividing identifier again
next to that with the value X'48' and the sequence of X'41' to X'48' is repeated.

¢) When binary data is composed of one binary unit, the above normative a}) is applied. The value
X'49' is assigned to the dividing identifier of the binary unit immediately after the binary data

header.




10.3.4 Bit string storage area

A fixed length area with a length of 32000 bytes or 250 bytes that stores EDI user data in bytes as
large bit strings. In the dividing variable length mode, only the area of the binary unit immediately
before the binary data trailer is a variable length area whose maximum length is 32000 bytes.

When the large bit string holding EDI user data is longer than the bit string storage area, the bit
string data is divided into multiple binary units.

Conversion should be never done when sforing the bit string data in the bit string storage area.

This syntax normative does nat apply to the format of bit string data (i.e., CAD/CAM data and

graphic data).

10.3.5 Last binary unit and remainder

When EDI user data held as large bit strings is divided and stored in the bit string storage area, a
remainder is left in the bit string storage area of the last binary unit because the length of the area is
fixed. Therefore, the bit string data is left-justified with a trailing margin in the area. The length of the
bit string data stored in the left part (effective length) is stored in the data element to indicate the
effective length of the last bit string storage area (T05) of the binary data trailer. Values for the margin
left in the right part of the area are not specified especially, but the margin is usually filled with the
value X'20'.

In the dividing variable length mode, the last binary unit can be a variable length logical record of
a required length that does not leave a margin in the bit string storage area of the binary unit. The
length of the large bit strings of EDI user data (effective length) should be stored in the data element to

indicate the effective length of the last bit string storage area (T05) of the binary data trailer.

10.4 Binary data trailer

A logical record, which length is 251 bytes fixed, that indicates the end of the binary data. A binary

data trailer contains the following fixed length data elements.

10.4.1 Dividing identifier (C01)

See 10.2.1.

10.4.2 Record identifier (C02)

A data element which length is 1 byte fixed. When the value of the dividing identifier is set at X'40',

the record identifier identifies the binary data trailer. The value should be set to X'54".
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10.4.3 Sequence number (C02)

See 10.2.3.

10.4.4 Relating number (H04)

See 10.2.4.

10.4.5 Effective length of the last bit string storage area (T05)

A data eleﬁent, which length is 4 bytes fixed, that indicates the effective data length in the last bit
string storage area. The large bit strings used to hold EDI user data are divided and stored into multiple
bit string storage areas of fixed length according to the storage structure. Therefore, effective data is
stored in the left part of the last bit string storage area, leaving a margin in the right part of the area. The
number of bytes of the effective data is represented as a 32-bit unsigned binary number. Value 1

corresponds to one byte, value 2 to two bytes, and n to n bytes.

10.4.6 Total number of logical records (T06)

A data element, which length is 4 bytes fixed, indicating the sum of the total number of binary units
existing between the binai‘y data header and the binary data trailer and the added 2. The total number
of logical records is represented as a 32-bit unsigned binary number. The total number includes logical

records in the binary data header and the binary data trailer.

10.4.7 Reserved area (F41)

An area which length is 232 bytes fixed reserved for future extensions. Filled with the value X'20".

10.5 Data tag number for EDI for design graphics

Sixteen TFDs' each having a different data tag number (X'EF00’ (61184) to X'EFOF (61199)) are
reserved as special TFDs for EDI used for design graphics. These special TFDs are used as user TFDs
for design graphics within the TFD area. Contents of eight TFDs are specified as shown in Table 3 and

the remaining eight TFDs are reserved for future extensions.
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Table 3 Data tag number for EDI for design graphics

n
e T PV o

(1) | X’ EFO0 61184 | Sequence number 9 (5)

(2) | X EF01" | 61185 | File identifier X (80}

3y | X'EF02' | 61186 | Format identifier X (32)

(4 | X' EF03' | 61187 | Compression identifier X (32

(5) | X EFOC' | 61196 | File name memo X (250)

(6) | X' EFOD' | 61197 | File name memo K (250)

() | X EFOE' | 61198 | Free message X (250)

(8) | X' EFOF' | 61199 | Free message K (250)

a) The sequence number has the same meaning as the sequence number of the binary data header.
b) The file identifier has the same meaning as the file identifier of the binary data header.
¢) The format identifier has the same meaning as the format identifier of the binary data header.

d) The compression identifier has the same meaning as the compression identifier of the binary

data header.

~e) The file name memo stores free memo used by the EDI user. This data element does not exist in

the binary data header related to it.

" f) The free message stores EDI user messages. This data element does not exist in the binary data

header related to it.

11. Structure of special messages and broadcast header

A special message is a logical record, which length is 251 bytes fixed, containing fixed length data
elements and used for EDI system operation. Although a special message is a kind of message (trans-

action message) and has the same logical characteristics, the internal structure of a special message are

different from messages (transaction messages).

A broadcast header is used to notify EDI services that a message group is a broadcast message and
the broadcast destinations. A broadcast header is a logical record, which length is 251 ‘bytes fixed,
containing fixed length data elements. _ _

Fixed length data elements and fixed length areas in special fnessagcs and broadcast headeré are

" described below in the order in which they are arranged from left (beginning of transfer) to right.

Coded data element names are given in parentheses. Annex 7 (special messages) and Annex 8 (broad-

cast header) show data element formats.
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11.1 Types of special messages

Special messages are classified into the following two types.
a) Receive acknowledge message

Used to notify the sender that the receiver has received an interpretable transaction message.
b} Error information message

Used by the EDI service provider to notify the sender of the occurrence of an error during the

interchange service.

11.2 Structure of receive acknowledge message
11.2.1 Dividing identifier (C01)
A data element, which length is 1 byte fixed, that identifies a message. This area should be set value

X'39".

11.2.2 Record identifier (C02)

A data element, which length is | byte fixed, that identifies a transaction message. This area should

be set value X'44',

11.2.3 Sequence number (D03}

A data element, which length is 5 bytes fixed, that indicates the sequence in which messages are
arranged within one message group. Described in five standard numeric characters. The first number
00001 is assigned to the message immediately after the message group header and the following

messages are numbered in ascending order.

11.2.4 Contents of the first half of the receive message group header (E51)

An area, which length is 129 bytes fixed, that stores 129 bytes from the dividing identifier (CO1) to

the creation time (C19) in the header of a successfully received message group.

11.2.5 Contents of the first half of receiving message group trailer (E52)

An area, which length is 37 bytes fixed, that stores 37 bytes from the dividing identifier (CO1) to the

reserved area 2 (EO05) of the trailer of a successfully received message group.
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11.2.6 Error flag area (E55 to E59)

An area, which length is 10 bytes fixed, that stores an error code that indicates the type of error
detected while processing a message group with a receiving translator. This area can stores five fixed
length 2-byte error codes described in standard numeric characters. Annex 7 gives details, including

error codes.

| 11.2.7 Creation date and time (E60)

A data element, which length is 12 bytes fixed, to indicate the creation date and time of the receive
acknowledge message. This data element is described in the Y YMMDDHHMMSS format in twelve

standard numeric characters. The first two digits represent the year as follows.
51 to 99: 1951 to 1999
00 to 50: 2000 to 2050

11.2.8 Reserved area 1 (F61)

An area, which length is 56 bytes fixed, reserved for future extensions. Filled with the value X'20',

11.3 Structure of error messages
11.3.1 Dividing identifier (C01)

See 11.2.1.

11.3.2 Record identifier (C02)

See 11.2.2,

11.3.3 Sequence number (D03)

See 11.2.3.

11.3.4 Contents of the first half of the receiving message group header (E71)

An area, which length is 162 bytes fixed, that stores 162 bytes from the dividing identifier (CO1) to

the reserved area 8 (C28) of the header of the message group containing the error.

11.3.5 Contents of the first half of the receiving message group trailer (E72)

An area, which length is 37 bytes fixed, that stores 37 bytes from the dividing identifier (CO1) to the

reserved area 2 (EOS) of the trailer of the message group containing the error.
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11.3.6 Error flag area (E75 to E79)

An area, which length is 10 bytes fixed, that stores an error code indicating the cause of the error.

This area can store five fixed length 2-byte error codes. Annex 7 gives details, including error codes.

11.3.7 Creation date and time (E80)

A data element, which length is 12 bytes fixed, that indicates the creation date and time for an error
message. This data element is described in the Y YMMDDHHMMSS format in twelve standard nu-
meric characters. The first two digits represent the year as follows.

51 0 99: 1951 to 1999
00 to 50: 2000 to 2050

11.3.8 Reserved area 1 (F81)

An area, which length is 23 bytes fixed, reserved for future extensions. Filled with the value X'20'.

11.4 Structure of broadcast header
11.4.1 Dividing identifier (CO1)

A data element, which length is 1 byte fixed, that identifies a broadcast header in combination with

a record identifier. The value is set at X'30'".

11.4.2 Record identifier (C02)

A data element, which length is 1 byte fixed, that identifies a broadcast he-ader.in combination with

a dividing identifier. The value is set at X'42'.

11.4.3 Operation mode (C03)

A data element, which length is 1 byte fixed, that identifies the operation mode: test mode or
.normal operation mode. When the value is set to X'31", this data element identifies test mode, and

when the value is set to X'20' or X'30', it identifies normal operation mode.

11.4.4 Continuation identifier (BO3)

A data element, which length is 1 byte fixed, that indicates whether another broadcast header exists
or not. When the value is set to X'43', this data element indicates that another broadcast header exists,

“and when the value is set to X'45’, it indicates that no broadcast header follows.
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11.4.5 Number of broadcast destinations (B04)

A data element, which length is 1 byte fixed, that indicates the number of broadcast destinations

within the header, The number is described in one standard numeric character.

11.4.6 Broadcast destinations 1 to 5 (B11 to E56)

Areas to indicate broadcast destinations. One broadcast header can indicate five destinations maxi-

mum. Limited standard characters must be used. Annex 8 gives details of the data element format.

11.4.7 Reserved area 1 (F23)

An area, which length is 21 bytes fixed, reserved for future extensions. Filled with the value X'20'.
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12. Structure of message group trailer

A message group trailer contains multiple fixed length data elements arranged side by side from
left (beginning of transfer) to right. Data elements and meanings are described below in the order in
which they are arranged from left to right. Data element symbols are given in parentheses. Annex 5

shows the data element format.

12.1 Dividing identifier (C01)

A data element, which length is | byte fixed, that indicates a message group header or trailer. The

value is set at X'30'.

12.2 Record identifier (C02)

A data element which length is 1 byte fixed . When the dividing identifier value is set to X'30' and

the record identifier value is set to X'45', this data element identifies a message group trailer.

12.3 Last sequence number (E03)

A data element, which length is 5 bytes fixed, that indicates the sequence number of the message or
binary data immediately before the message group trailer. The value represented in five standard nu-
meric characters should be identical to the value of the sequence number in the message header of the

message or the binary data trailer of the binary data immediately before the message group trailer.

12.4 Reserved area 1 (E04)

An area, which length is 15 bytes fixed, reserved for future extensions. Filled with the value X'20'
or X'30'".

12.5 Reserved area 2 (E05)

An area, which length is 15 bytes fixed, reserved for future extensions. Filled with the value X'20'

or X'30',

12.6 Reserved area 3 (F51)

An area, which length is 213 bytes fixed, reserved for future extensions. Filled with the value X'20'.




- Annex 1 (Normative):
Types and dividing/record identifier for logical records

Table 1-1 Types and dividing/record identifier for logical records

Dividing

Record

Logical record

Type Symbol identifier value | identifier value length Notes
Broadcast header BCH X'30 X'42 251-byte fixed length
Message group MGH X'30' X'43' 251-byte fixed length
header
. X'39' e .
Transaction message | TRM (Note 1) X'44 Variable length
Receive acknowledge AKM X'39' X'44' 251-byte fixed length Type of transaction
message ‘ message (Note 2)
Error message ERM X3y X'44' 251-byte fixed length | Same as above.
Security header SHM X'39 X'53 Variable length
message (Note 1)
Sub security header | gqyy X39 X'47 Variable length
message (Note 1)
Security trailer STM X139 X'56' 251-byte fixed length
message (Note 1)
Binary data header BDH XAy X'48' Variable length
Binary unit BU X'41 1o X'49' — 251 or 32001 bytes See Note 3.
Binary data trailer BDT xX'40 X'54' 251-byte fixed length | Fixed length format
f‘gf:fge group MGT X130 X'45' 251-byte fixed length | Same as above.

Note 1) In the dividing fixed length mode, the value ranges from X'31" to X'39".

Note 2) The transaction message type is determined by the information type in the header of the message group
which includes the message or by the information type in the transaction message. When the transaction
message type is specified by both, the information type shown by message group header is given priority.

Note 3)

binary unit can be handled as a variable length logical record with a maximum length of 32001 bytes in

the dividing variable mode.
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Annex 2 (Normative):
Description of data elements in standard messages

Description of data type and length

Ex.) When Y(B),
19930331 in
YYYYMMDD

type

Table 2-1 Description of data type and length
Data type Description Example of Notes
p description and data
Variable Icngth 1-byte | X attribute | X(n) Ex.} When X(8), Length in bytes
o data string n: Maximum byte ABCDEFGH
E length
s Variable length bit B attribute | B{n) Ex.) When B(3), Length in bytes.
+ | string in units of | " | n: Maximum byte X'F256AB' X'00" is prohibited.
g byte length
S Variable length 2-byte | K attribute | K(n) Ex.) When K(10), Length in bytes,
data string n: Maximum byte industry and Twice of the number
length . information of kanji characters.
Unsigned variable 9 attribute | 9(n), 9{n) V(m) Ex.) When 9(5), 9(5¥V(0) is the same
length numeric data n: Number of 23456 as 9(5).
string with implicit integer digits Ex.) When 2(3)V(2),
decimal point m: Number of 3456 (decimal
decimal digits point between 4
and 5)
« | Signed variable length | N attribute | N(n), N(n) V(m) Ex.) When N(5), N(5)V(0) is the
§ numeric data string ~n: Number of -23456 same as N(5).
o | with explicit decimal integer digits Ex.) When N(4)V(2),
@ | point m: Number of 223456
: § decimal digits
=
- | Variable length data Y auribute | Y (n) Ex.) When Y(6), Julian calendar
of Date n: 6or& 930331 in {Note)
YYMMDD type

Note) When n is 6, the year is represented as follows.
51 to 99: 1951 to 1999
00 to 50: 2000 to 2050

Description of data element in standard message (informative)

Data tag number

Data element name

Meaning of data element

Data type and’length

(000001

Data processing No.

Processing sequence number
of receive data on the

receiving side

9(5)
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Annex 3 (Normative):

Types and structures of data tags, length tags
and transfer form data elements

1. Type and structure of data tag
Table 3-1 Type and structure of data tag
Value of the first 1 | Datatag Structure Tag name Meanings
byte of the datatag | length (hex.)
*1 X' 00 to X' EF 2 bytes [% % % x 2-byte user data tag | XXXX represents a data tag
100~ (00~ i number from 0 to 61439 (X'0000'
LEF: FE: to X'EFFF"). (Numbers from
61440 to 65535 are prehibited.)
*2 X F0' 1 byte ' Start of TFD area Start of TFD area
o X' Fl'to X' FT' 3 bytes 3-byte user data tag | The right-hand 19-bit number
el : represents a data tag number from
2 65536 to 524287 (X'F10000' to
X'F7FFFF").

X' Fg Undefined Reserved Reserved for future extensions

X'F9' _ Undefined Reserved ' o

X' FA' 2 bytes A-type multi detail | XX represents a detail number
header (1-byte from 49 to 126 (X'31" to X'TE").
detail number) :

oo X' FB' 1 byte Return mark Separation of repeat details
‘8 1 L} . . - - -
E X'FC 1 byte -F C Multi detail trailer End of multi detail
U .

X'FD 3 bytes D-type multi detail | XXXX represents a detzil number
header (2-byte from 10 to 61439 (X'000A' to
detail number) X'EFFF).

X'FE 1 byte End of TFD area End of TFD area

X'FF Undefined Reserved Reserved for future extensions

Note) *1: User tag, *2: Control tag

2. Type and structure of length tag

Table 3-2 Type and structure of length tag

Values of the first 1 Length Structure Length Length Notes
byte of the length tag | tag length {hex.) in hax. in dec.
X' 0010 X' EF 1 byte X' 00y 000 8-bit binary (XX)
to to representing the following
X'EF 239 variable length data element
X' F2' 3 bytes X' 0000’ 00000 16-bit binary (XXXX)
to to representing the length of
X' 7FFF 32767 the following variable
length data element




3. Type and structure of TFD

a) User TFD
1) Combination of 2-byte data tag
and 1-byte length tag
nln2: X' 00'~X'EF, 1112: X' 00'~X' EF

n1|n2|n3in4

Variable length data element™*-.__

Data tag
. 0to 16373 bytes

b
y
'
'
'
(
'
|
|

Length tag ™~

2) Combination of 2-byte data tag
and 3-byte length tag
nln2: X'00'~-X'EF, 1112; X' F2'

nt n2ln3|n4

-

3) Combination of 3-byte data tag
and 1-byte length tag
nln2: X' FU'~X'F7,1112: '’X 00~X' EF'

nl |n2|n3 |n4|n5 |n6‘

1
' i
! '
' ]
' '
M '
! ]
! '
1

j 1

4) Combination of 3-byte datatag [0 T3 nalos ne|11 2131415 161
and 3-byte length tag =
nln2: X' F1'-X'F7, 1112; X' F2 n3nd : X' 00' ~ X' FF, n5n6 : X' 00 ~ X' FF

13141516 : X' 0000 ~ X' TFFF'

N

SRS

b) Control TFD
’ Data tag
1) Start of TFD area nlinz
In2: X'FO .
win ) Detail number (n3n4: X' 31' ~ X' 7E')
2) A-type multi detail header
{(nln2: X' FAY

3) Return mark
(nln2: X' FB"

4) Multi detail trailer _
(nln2: X' FC") : . :

: <. Detail number (n3n4n5n6: X' 000A’ -~ X' EFFF)

: <

5) D-type multi detail header
(n1n2: X' FD"

6) End of TFD area
(n1n2; X' FE")
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2.

Annex 4 (Normative):
Structure of transfer form data element area and multi detail

Structure of transfer form data element (TFD) area

TFD area
— Start of TED area Multi detail lrailcr—l . End of TFD area
l Multi 1
4 TFDO TFDE | --oeee e detail | TFDA1|---- [ [TFDI2 |-+ TFDm | rorrrrmreee TFDn |
: header T
' Return mark 1
Multi detail

Fig. 4-1 Normal structure of TFD area

Structure of multi detail
Repeat element- | [ | — Repeat element-2 —---—»  f=---———- - Repeat element-3
TFDI-1 TED2-1 TFD3-1 TFD1-2 TFD?-2 TFD3-2 TFD1-3 TFD2-3 TFD3-3
) L Multi detail header 1— Return mark (X' FB'} 1— Retumn mark {X' FB"} 4]
[ A-type multi detail header: X' FA' Multi detail trailer

D-type multi detail header: X' FD'

Fig. 4-2 Normal structure of multi detail

Repeat element | - Repeat element 3
TFD -1 TFD2-1 TFD3-1 TFDI-3 | TFD2-3 TFDI-3
L Multi detail header tt Return mark (Repeat element-2 is
C A-type multi detail header: X' FA' _suppressed and compressed.)
D-type mulli detail header: X' FD' Multi detail trailer

Fig. 4-3 Structure when TFD1-2, TFD2-2 and TFD3-2 in Fig. 4-2 are suppressed and compressed

' A-type multi detail

Repeat Repeat Repeal Repeat Repeat
element 1 element 2 “— element 3 element 4 element 5
Fa31| TED! | TFD2 | TED3 [ TFDI | TFD2| TRD3 g TFD1 [TFD2 | TRDdjpg) TFDI | TFD2 {pg TFD2 | TFD3
-1 -1 -1 -2 -2 -2 -3 -3 -3 -4 -4 -5‘ -5

-type multi detail header (in hex.), X'31": detail number
A 2-byte detail number is assigned for a D-type multi detail (X'FD...".

L L Returm mark Muli detail trailer —T
A
*

Fig. 4-4 Example of A-type multi detail
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3.

Meaning of multi detail

A multi detail corresponds to a REPEAT in structured COBOL.

Structure
Structure component 1 | Structure component 2 | Structure component 3
= | 1st, TFDI-1 TFD2-1 TFD3-1
% 2nd. TFDI1-2 TFD2-2 TFD3-2
S | 3rd. TFDI1-3 TFD2-3 . TFD3-3
S [ ath, TED1-4 TFD2-4 — (Note)
& | Sth, — (Note) ~ TFD2-5 TFD3-5

Note) Space character (for X type and K type), 0 (for 9 type and N type) or X'00".
Fig. 4-5 Structure meant by the multi detail in Fig. 4-4

Multiplication of multi details

Hex.

TFD area 15t multi detail ; - 3rd multi detail

Multi detail trailer -4
A-type multi detail header (X' FA33')
Suppressed and compressed 2nd multi detail

Multi detail trailer J
A-type multi detail header (X' FA3!'}

Fig. 4-6 Example of multiplication of multi details
(The second multi detail is suppressed and compressed.)

Nesting multi details

“Level 1 multi detai] ————

A;l?iirflf sEia;ngrt;l Quantity . -—— Level 2 multi defail —

: Level |

/
TEDI-1 /
X' FA3]

i Level 2

TFD2-21 | TFD3-21 /X‘FA32‘

- 4@.; et
TEDI-2 | TFD222 | TFD3-2 D

TED2:23 | TAD3-23

I Multi detail header IRetum mark Multi detail trailer

Fig. 47 Example of a multi detail which includes a lower-level muiti detail




6.

Unique identification of user TFDs in multi details

—--— Different TFDs

TFD afea‘

Muli detail trailer |
— Multi detail header
Multi detail

- ———— Different TFDs ————

L Multidetail trailer _
A-type multi detail header (X' FA33')
=——--——— Multi detail

L A-type multi detail header (X' FA31)
=————— Multi detail

Fig. 4-8 Example of different TFDs with the same data tag number (n)
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Annex 5 (Normative):

Data elements and format of basic logical records

1.

Data elements and format of message group header

Record identifier
00 { 03

15 27 k2 50
Sending side center code Receiving side center code
— - - - Sender code — - -
Sending EDI service provider Sending center code Receiving EDI service provider
111 12 12 12 12
o Operation mode
Dividing identifier
— Veision number
5l 63 75 83 95 99
Receiving side center cade {continued) BPID Tnf ,
= Receiver code Reserved area | nformation
Receiving center code Agency code type code
12 12 4 2|2 12 4
b Sub agency code Reserved area 2 t
Reserved area 3
Format identifier Reserved area 3
100 105 ¢ 107 117 129 14] 147 150
. . Syntax rule [D
Interchange reference number Creation date and time Reserved area 4 version number
3 3 2 10 12 12 & 11
t Reserved area 2 (continued) Storage mode J
1-byte character set
150 152 157 162 163 181 251
Contralling agency code
Reserved Reserved
areal arca & <F <C S RE RC R Reserved area 9
] s TN ENE B EE 70 \\

b Reserved area 6
2-byte character set

Exampte:

Y Shant form identifier

=

[

__— Position when the leftmost value is 0 (dec.)

Note) SE:
SC:
S:
RE:
RC:
R:

Data element name

\

\

Data length (dec.}

—..8

Controlling agency code for sending EDI service provider
Controlling agency code for sending center code
Controlling agency code for sender code

Controlling agency code for receiving EDE service provider
Controlling agency code for receiving center code
Controlling agency code for receiver code

Fig. 5-1 Data element format of message group header
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Table 5-1 Data elements of message group header

Symbol D([Egigﬁ)e Data slement Notes {value to set)
C01 X1} Dividing identifier Set 10 X'30"
co02 X[1] Record identifier Set to X'43"
C03 X[1] Operation mode X'20' or X'30" normal message, X'31" test message
| coa | X[121_ | Sending EDI service provider | Code described in twelve limited standard characters |
" Cos | X[12] | Sending centercode | Code described in twelve limited standard characters
Co6 X[12] Sender code Code described in twelve limited standard characters
Co7 X[121 Receiving EDI service provider Code described in twelve limited standard characters |
" Co8 T X[12) | Receiving cenier code | Code described in twelve limited stondard characters
I 606 T _X_[l_Z]— T lzegei_vc_r (:oae __________ éoae_dgsgri“be;i i“an::l;e_]i;niIe;i s_lar—ld;ra c_h;r.';cl;rs i
C10 | X[4] | BPID agency code Code described in four limited standard characters ]
i cll X2 | EFID-SJb_ag_CEC)_/ code : : C:oge:désgri:bezi i__PEWZJ limited standard characters
i c12 T X[2] BPID version number Code described in two l_in;it;d_st_ar;da_:d_cﬂa;a(_:te_rs ___________
Fll X[12]) Reserved area | Filled with X'20".
Ci4 X[41] Information type code Code described in four limited standard characters
Cls 9131 | Reserved area2 Filled with X20'orX30. ]
i (_ZIE) T 5[3—] T Reserved area3 | F_ilﬂed_ \Jﬂﬂ ;{'50‘_0; )23_0_ __________
C17 X[2] Format identifier X'3130": dividing variable length message, X"3131": dividing fixed length
message, X'3230" receive acknowledge message or an error message
Cl8 X[1m Interchange reference number Identifier described in ten limited standard characters
C19 X[12} Creation date and time Described in the YYMMDDHHMMSS format in standard numeric characters.
F12 X[12f Reserved area 4 Filled with X'20".
C21 X[6] Syntax normative [D version number | Code described in six limited standard characters that indicates the
agency controlling the syntax normative and version number.
Cc22 X[13 Reserved area 5 Set to X'45".
C23 X[11 Storage mode X'53" dividing variable length mode, X'20" or X'4I¥: dividing fixed
length mode
C24 X[1} 1-byte character set X'20" or X'53". 1-byte standard character set, X'4D" shift JIS, X'50"
. other characterset -~ |
[ c25 | O X(1] | 2-bytecharacterset | X'20' or X'53'; JIS-X0208, X'S5": JIS-X0221, X'4D)' shift JIS (except
half-width characters), X'50": other kanji character set
C26 X[1] Reserved area 6 Set to X"20" or X'53".
C27 i 9[5] Reserved area 7 | Filled with )}'%0‘_05 )5’3_0’._ __________
28 | 951 |Reservedarca8 | Filled with X'20'or X300
C29 X[11] Short form message group identifier | X'20" or X'53": not short-form type, X'49": short-form type
C30 X13] SE Described in three limited standard characters to indicate the agency
I O D conrollingthecode. . _ _ _ _ _ _ ___ ____________.
C3i1 X[3] sC Described in three limited standard characters to indicate the agency
I R T controlling thecode. -~ _____ . __]
cR2 Xp3) | s B Described in three limited standard characters to indicate the agency
A R A § controlling the code. - ___ |
C33 X{31 RE Described in three limited standard characters to indicate the agency
______________ controlling the code. ~ _____________]
[ ca | )213] RC Described in three limited standard characters to indicate the agency
controlling the code.
fcs | oxm (RO T T Described in three limited standard characters to indicate the agency |
controlling the code.
Fl3 X[70] Reserved arca 9 Filled with X'20".
Note) SE: Controlling agency code for the sending EDI service provider
SC: Controlling agency code for the sending center code
8:  Controlling apency code for the sender code
RE: Controlling agency code for the receiving EDI service provider
RC: Controlling agency code for the receiving center code
R: Controlling agency code for the receiver code
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2. Data elements and formats of A-type and B-type messages

A-type message {(actual message length; 11 to 32768 bytes)

-— Actual message length

00 [~ Sequence number g

Message header . TFD area \\
\ TFDI TFD2 oo s e e e \\ s TFDn
111 5 2 | Variable length L 1
t Record identifier L b Start of TED area End of TFD area —!
ividing identifier Message length {value: actual message length - 1)
B-type message (actual message length: 19 to 10000300 bytes)
Actual message length
(value: aclual message length - 1) -
00 [~ Sequence number g9 / 17 n
Extended message header / TFD area A\ '
A Exterded message length TEDI TED2 |- - \\ .. .| TFDn L
11 5 2 11 7 1 Variable length R 1
L tRecord identifier L b Reserved area 17 t Start of TFD area ' End of TFD area _t
Dividing identifier Message lenpth
Example: Position when the leftmost value is 0 (dec.)
el 08
Data element name \
Data length (dec.) l— 8 \

Fig. 5-2 Data clement formats of A-type and B-type messages
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Table 5-2 Data elements of A-type message header

Symbol Data type Data element Notes (value to set)
(length)

C0O1 X[1] Dividing identifier | Set to X'39".

Co02 X{1] Record identifier X'44'; transaction message, X'53": security header
message, X'47": sub security header message, X'56":
security trailer '

D03 915] Sequence number | Indicates the sequence in which messages are arranged in
one message group. The first sequence number 1 is
assigned to the message immediately after the message
group header and the following messages are numbered in
ascending order. Described in five standard numeric
characters.

D04 Binl6 Message length Described as a binary number representing the value
"actual message length-1". Values from 10 to 32767 are
permitted. When the actual message length is above
32768 bytes, a B-type message must be used.

Table 5-3 Data elements of extended message header for B-type messages
Symbol Data type Data element Notes (value to set)
(length) ‘ :

L 1) X[1] Dividing identifier | Set to X'39'",

C02 X[1] Record identifier Set to X'44'", Identifies a transaction message.

DO3 9[5}] Sequence number | Indicates the sequence in which messages are arranged in

g one message group. The first sequence number 1 is
assigned to the message immediately after the message
group header and the following messages are numbered in
ascending order. Described in five standard numeric
characters.

D04 Binl16 Message length Set to X'8080'. Indicates that extended message length is
used.

D05 X[1] Reserved area 1 Set to X'F7'.

D06 9[7] Extended message | Described as a decimal number in seven standard numeric

length

characters representing the value "actual message length-
1". Values from 18 to 9999999 are permitted.
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3. Data elements and format of message group trailer
Actyal message length
] 07 22 17 251
S:E:fbﬁc Reserved area | Reserved area 2 \\Reserved area 3
N 15 15 a3 \\
T_ ILRecord identifier
Dividing identifier
Example: Position when the leftmost value is 0 (dec.)
ample © / o8
Data element name \
Dara length (dec.) e g \
Fig. 5-3 Data element format of message group trailer
Table 5-4 Data elements of message group trailer
D
Symbol ata type Data element Notes (value to set)
(length)
01 X[1] Dividing identifier | Set to X'30".
C02 X[1] Record identifier Set to X'45",
E03 9[5] Last sequence Set to the same value as that of the sequence number of
number the message immediately before the message group
trailer. Described in five standard numeric characters.

Eo04 9[15] Reserved area 1 Filled with X'20' or X'30'.
EO05 9[15] Reserved area 2 Filled with X'20' or X'30',
F51 X[213] Reserved area 3 Filled with X'"20'".
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Annex 6 (Normative):
Structure, data elements and format of binary data

1. Structure of binary data

Dividing variable lergth mode (Note 1)

Binary |1 . . i _ ‘ :  Binary unita ! Binary

! data header | ! Binary unit 1 ' Binaryunit2 | ... Lol : (last bmary umt) ! data trailer
i (251 bytes) . (32001 bytes) (32001 bytes) : ! (251 bytes)
t X a0 o ar LX' 47 L X' 49 Lx 4
e (Note 3)
Dividing identifier value (Note 2) 32001 bytes or a maximum of 32001 bytes (Note 4)

Dividing fixed length made (Note 1)

. ; : i : Bmaryumtn : .
Binary . Binary |: Binary . Binary . Binary ! (lastbinary |{ Binary
idatabeader |} ynitl  |i  unitd Poumit3 oumitd | ; nit) i data trailer
i (251 bytes) |} (251 bytes) | ! (251 bytes) | ; (251 bytes) | ; (251 byles) D (251 bytes) | (251 bytes)
A
LX' 40 —X'41 LX‘ 42 L)(‘ 4% LX‘ 44' LX' 49 LX' 4
(Note 3)

™ Dividing identifier value (Note 2)

Note 1) The mode {(dividing variable lengtih mode or dividing fixed length mode) is determined by the storage
mode value in the header of the message group in which the binary data is included.

Note 2) Dividing identifier values of a binary data header and a trailer are set to X'40'. Values X'41' to X'48' are
assigned to binary unit dividing identifiers repeatedly (the value next to X'48' is X'41").

Note 3) The dividing identifier value of the Tast binary unit is X'49".

Note 4) A fixed length logical record with a length of 32001 bytes or a variable length logical record whose
maximum length is 32001 bytes can be selected as the last binary unit in the dividing variable mode.

Fig. 6-1 Structure of binary data
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2. Data elements and format of binary data header

00 02 07 1 50
Sequence | Relating . .
nutnber | number File identifier
11 3 4 80
LL Record identifier
Dividing identifier
91 100
File identifier {continued) Format identifier
32
123 150

Format identifier {continued)

Compression identifier

32

55

Reserved area 1 \\

96

\\

*— Compression identifier (continued)

Example:

o Position when the leftmost value is 0 (dec.)

00 03

Data element name \

Data length (dec.)

L .y L

Fig. 6-2 Data element format of binary data header

Table 6-1 Data elements of binary data header

Data type
Symbol (Iengr% Data element MNotes (value to set)

Ccol - X[1] Dividing identifier | Identifies binary data header or binary data trailer. Set to X'40'.

co2 X[1] Record identifier Identifies binary data header when the dividing identifier value is set
to X'400. Set to X'48'".

D03 9[5] Sequence number | A number described in five standard numeric characters having the
same meaning as the sequence number of the message header. For the
numbering method, see Section 9.2.3, Part 1.

HO4 9{4] Relating number Indicates the logical relationship between the message and binary data
within one message group.

HOS X[80] File identifier Identifies binary data used by the EDI user. When the identifier length
falls short of 80 bytes, the identifier should be left-justified and the
margin is filled with space characters.

HO06 X[32) Format identifier Identifies format of binary data used by the EDI uscr. When the
identifier length falls short of 32 bytes, the identifier should be left-
justified and the margin is filled with space characters.

HO7 X[32] Compression Identifies the compression method used for binary data used by the

identifier EDI user, When the identificr length falls short of 32 bytes, the
identifier should be left-justified and the margin is filled with space
characters.

F31 X[96] Reserved area 1 Filled with X"20',
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3. Data elements and format of binary unit

00

Binary units except the last one

3200t (Note 1)
aor 251

Bit string storage atea /

Il

32000 o1 250

i
L Dividing identifier

Dividing identifier

Note 1)

Note 2)

Example:

Data length (dec.)

00

Last binary unit 32001 (Nate 2)
or 251
Bit string storage area
T Macgin is flled with arbitrary data //[ """"""
32000-n or 250-n - //

L Positian when the leftmost value i 0 (dec.)

08

Dala element name

\

| E—

\

In the dividing variable length mode, the binary unit length is 32001 bytes, and in the dividing fixed
length mode, it is 251 bytes.
In the dividing variable length mode, the last binary unit can be a variable length logical record whose
maximum length is 32001 bytes.

Fig. 6-3 Data element format of binary unit

Table 6-2 Data elements of binary unit

Symbot D(Ia‘;;lg:)e Data element Notes (value to set)

Co1 X[1] Dividing identifier | Indicates a binary unit. The value X'41' is assigned to the
dividing identifier of the binary unit immediately after the
binary data header. Values X'41' to X'48' are repeatedly
assigned to dividing identifiers of the following binary
units except for the last one. ) '

The value assigned to the dividing identifier of the last
binary unit is X'49".

D10 X(32000) | Bit string storage | Area that stores EDI user data as large bit strings. The

or area length of this area is fixed according to the value of the
X[250] storage mode (C23) of the message group header (the

dividing variable length mode: 32000 bytes, the dividing
fixed length mode: 250 bytes).

Regarding the last binary unit, the length of this area can
be variable (maximum length: 32000 bytes) only in the
dividing variable length mode. In the last binary unit,
large bit strings holding EDI user data are stored left-
justified and the length (effective length) is stored in the
effective length of the last bit string storage area in the
binary data trailer.
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4,

Data elements and format of binary data trailer

23l

Sequence number
Relating number
00 r !—Ef{cctivc length of the last bil string storage area
1

1

Reserved arca |

\
ff s Jafe]a 232 {/
[_ Record identifier \ )
Bividing identifier Total number of logical records
E le: ' Position when the leftmost value is 0 (dec.)
xample w0 — ”
Data element name \
Data length (dec.) - g \
Fig. 6-4 Data element format of binary data trailer
Table 6-3 Data elements of binary data trailer
Data type
Symbol yp Data element Notes (value to set)
(length)

ol X[1] Dividing identifier | Identifies a binary data header or a binary data trailer. Set

to X'40'". '

co2 X[1] Record identifier Identifies a binary data trailer when the dividing identifier

: value is set to X'40", Set to X'54',
D03 9{5] Sequence number | Set to the same value as the value of the sequence number
of the corresponding binary data header. Described in five
) standard numeric characters.

HO4 9[4] Relating number Set to the same value as the value of the relating number

of the corresponding binary data header.

TO05 Bin32 Effective length of | Indicates the effective length of the large bit strings used
the last bit string to hold EDI user data and stored left-justified in the last
storage area binary unit.

TO6 Bin32 Total number of Indicates the total number of logical records forming
logical records binary data. The binary data header, all binary units and

the binary data trailer are counted in.

F41 X[232] Reserved area 1 Filled with X'20'.

5. Relating number functions

Message group

Meskage
Relate message to binary data by assigning the same relating number 1o them. -
(Message can be related 10 binary data in a different message group in the same way.)

N\

!

Binary data

Fig. 6-5 Relating number functions
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Annex 7 (Normative):
Data elements and format of special messages

1. Data elements and format of receive acknowledge message

Recard identifier Receiving EDI service provider —
00 i_ 07 2 k2! 46 50
Sequence Contents of the first half of receive message group header (129 bytes)
number Sending EDI service provider Sending center code Sender cade
][ 5 1111 12 12 12 12
t Dividing identifier
— Receiving ED) service provider
50 58 ° 70 ;] 50 100
Contents of the first half of receive message group header (129 bytes) (continued)
Receiving center code Receiver code Agency code| Reserved area |
12 12 s | 2]2 12
L L Version number
Sub agency code
— Information type code
100 102 106 112 114 124 136 143 150
Contents of the first half of receive message group header {129 bytes} {continued) First half of receive message group trailer
[nterchange reference number Creation date and time Reserved area 1
4 3 3 2 10 12 {1 5 15
Reserved area 2 4 t Format identifier \— Last sequence number
Reserved area 3
Reserved area 1

100 158 173 183 195 251

Contents of the firsi half of receive message group Lrailer (37 bytes) {continued) Error flag . .

Creation date and time
Reserved area 2 1213|415
15 2 ' ERE 12 56\
'— Reserved area 1 (continued)
Example; Position when the lefimost value is 0 {dcc.)
" 08

Data length (dec.)

Data element name

\

\

il

Fig. 7-1 Data element format of receive acknowledge message
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Table 7-1 Data elements of receive acknowledge message

[ Data type
Symbol (length) Data element Notes (value to set)
Co1 X[1] Dividing identifier | Set to X'39".
co2 X[1] Record identifier Set to X'44",
Indicates the sequence in which messages are arranged in one
message group. The first sequence number 1 is assigned to the
D03 9[5] Sequence number | message immediately after the message group header and the
following messages are numbered in ascending order. Described in
five standard numeric characters.
| Co1 | X[1] | Dividing id_e:lti_figr ________
Co2 X[1] | Record identifier
| €03 X[1] | Operationmode
_CO4 X[12] | Sending EDI service pravider
C05 i X[12] Send'ln_g center cgdc i
C06 )_([_I 2_| _ _Sender code
o7 X{12] | Receiving EDI service provider
Contents of the first | “cgg [ x[12 Receiving center code
Esi 5 | half of receive il nlilieiulial it
129 bytes message group L €09 L )_([22_]_ | Receivercode ]
header (129 bytes) | CI0 | X[4] | BPIDagencycode |
C11_| XI2] | BPID subagency code -
ci2 X[ZJ _ _B_P!D_ \icrsion aumber
Fl1 n )_([_lli]k  Reservedareal
| Cl4 | X[4] | Information typecode
CI15 i _9[_3]_ - 7Rcscrved area 2 o
Cl6 93] Reserved area 3
Cl17 X[2] Format identifier
Cl18 X{10] | Interchange informative number
civ X[12] i Creation date and time
C0o1 X[ll _ _lzix:id_inmg denifier
Contents of the C02 | X[1] | Record identifier
first half of receive |- — — — =~ = = -1 — = = v o mm — e oo -1
E52 | 37bytes | mesagegroup | E03 | OIS] | Lastsequence number |
trailer (37 bytes) EO4 | 9115] | Reservedareal |
EOS 9115] | Reserved area 2
ESS 9[2] Error flag | An error detected by the translator on the receiving side. Described in
~ 1 two standard numeri(i c_hgre_tciczs. (I}I(ite_) o ]
E56 _9[2]A Err_or_ ﬂ_ag 2 L _S_alpe as above
E57 9[2] ] F__frl'_()[ ﬂAag R Same as above
E58 9[2] - Ein;or_ ﬂ_ag 4_ o 7Sa111e as above
E59 9[2] Error flag 5 Same as above
E60 9[12] Creation date and | The message creation date and time are described in the
time YYMMDDHHMMSS format using standard numeric characters,
F61 X[56] Reserved area 1 Filled with X'20'.

Note) Two space characters can be used instead of "00."
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2.

Data elements and format of error message

Receiving EDI service provider —-

Record identifier
oo r brl 22 34 46 50
Sequence Contents of the first half of error message group header (162 byles)
number Sending EDI service pravider Sending center code Sender code
1)1 S 1[1[1 12 12 12 12
1——Di'.riding identifier
— Receiving ED] service provider
50 58 70 32 90 100
Contents of the first half of error message group header (162 bytes) (continued)
Receiving center cade Receiver code Agency code 3 Reserved area |
12 12 4 212 12
L “ Version number
Sub agency code
— Information type code
100 102 106 t12 114 124 136 148 150
Contents of the first hall of error message group header (162 bytes) {continued)
Interchange reference number Creation date and time Reserved area 4
4 3 3 2 10 12 12
Reserved area 2 —1 L t Format identificr
Reserved area 3
Syntax rule ID version number
— Reserved area §
150 154 159 169 176 . 191 200
Contents of the first haif of emmor message group header (162 hytes) Contents of the first half of error message group trailer (37 bytes)
T Reserved area 7 |Reserved area 8 Reserved area 1 Reserved area 2
6 1S 1NANE 5 5 1{1 5 15 15
Storage mode _t LResen'ed area 6 L Last sequence number
1-byte character set 2-hyle character set
200 206 216 228 251
Eror flag
Creation date and time Reserved area |
1 203 |4 5
2221212 i2 23\

Example:

a0

Data lenpth (dec.)

Fig.7-2

" Pasition when the leftmost value is 0 (dec.)

03

Data element name

\

= %

\
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Table 7-2 Data elements of error message
Symbol D(?;ﬁ;#l))e Data element Notes (value to set)
ol X1 Dividing identifier | Set to X'39".
Co2 X[1] Record identifier Set o X'44',
Indicates the sequence in which messages are arranged in one
message group. The first sequence number 1 is assigned to the
D03 9[5] Sequence number | message immediately afier the message group header and the
following messages are numbered in ascending order. Described in
feve standard numeric characters.
Col X[1] Dividing identifier
'co2 | X(1] [ Recordidentifier 7]
'C03 | X[1] [ Operationmode ]
"cos | )_{[_12_] - —S_el;d}n—g Eﬁl—sén—'ic_e_pr_oci&e; ___________
K _-)_([_I 2_] - _S_cr;dfn_g centercode ]
co6 | X[12] [ Sendercode 7777
co7 | )_([_1 2_] - _R_eEeEvi_né EDI service inr_o';id_etT __________
"C08~ [ X[12] [ Receiving centercode |
[Co9 | X[12] | Receivercode 7]
Cclo | _Xfﬁ | BPID a_gf_:nzzy_c_od_e _________________
' CIt | X[2] | BPID subagency code |
Contentsof the first | €12 | X[2] | BPID version number |
E71 162 bytes half of error F11 | )_([_] 2_] | Reservedarea1 7777
header (162 bytes) | C14_ _ | X141 _[ Information typecode """ """ "]
Cl15 9[3] Reserved area 2
Cl6 | _9[_3]_ | Reservedarea3 7777
'C17° | X[21 | Formatidentifier |
| C18 | X[10] | Interchange informative number |
[ C19 | X(12) | Creationdateandume ]
'F12° | X[1] | Reserved aread °
e [ _Xid ) _Skyalf;x—nar;nali_vé ID version number |
"C2” [ XN [Reservedareas 7777
[ C23 _}(EIE - _S_to_ra_gg mode 7777
24 | X[{1] | 1-bytecharacterset |
€25 | X[1] |2-bytecharacterset |
C26 | _Xfﬁ | Reserved arca6 ]
'C27” | 9[5] |Reservedarea7 77
28 | _9[_5i " | Reserved area 7
C01 X[1} 1 Dividing identifier
Contentsofthe [ C02 | X[1] {Recordidentifier ]
E72 | 37bytes |frsthalfofemror  Fppa ™= %oy TG Sequence number ]
message group - - — - - - S ol oo oo o T e
trailer (37 bytes) | E04 | 9013 | Reservedareal ]
EO05 9[15} | Reserved area 2
L ETS 1 2] _ |Emorflagl | Detected error. Described in two standard numeric characters (Note).
| E76 | ¢ 9(2] _ |Emorflag2 | Semeasabove Lo o____.__]
| ET7 ] 92] _ | Emorflag3 = | Sameasabove _ _ __ _ _ __ ___________________|
| E78 | 921 _ {Emorflagd | Sameasabove  _  __ _ _ _ _ _ _ ________________]
E79 9[2] Error flag 5 Same as above
E80 9[12) Creation date and | The message creation date and time are described in the
time YYMMDDHHMMSS format using standard numeric characters,
F81 X[23] Reserved area 1 Filled with X'20'.

Note) Two space characters can be used instead of "00".
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3. Error flag values (informative)

Table 7-3 Error codes for receive acknowledge/error messages

Error code Error content
(Blank} | No error
00 No error _
01 Not designated information type code (Whether or not code is output depends on the
translator structure.)
02 Message group header not found.
03 Message group trailer not found.
04 illegal syntax ID
05 Dividing identifier sequence error
10 Detection of undefined control tag
11 Detection of illegal data tag
12 Maulti detail header not found in execution format conversion table.
13 Multi detail trailer not found in execution format conversion table.
14 Number of repeatings on local side (standard side) exceeds that on standard side (local side).
15 Data length exceeds maximum value.
16 Value of data for error detection not numeric.
17 Value for numerical conversion not numeric.
18 Data on standard side is longer than data on local side.
19 Record identifier not X'44' (no message found).
20 Message too long
21 No end of TFD area (X'FE").
22 Negative data exists (with 9 attribute, etc.).
30 Sequence numbers not in ascending order.
31 Error detected by error detection data
32 Execution format conversion table cannot be searched.
33 Tllegal character code detected.
36 Illegal Y attribute (date) data
81 Interchange error
82 Broadcast error
99 Other errors
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Record identifier

Continuation identifier
0l S

Annex 8 (Normative):
Data elements and format of broadcast header

50
Broadcast destination 1
CE1 | Broadcast EDI service provider 1 | CCI Broadcast center code | CR 1 Broadcast receiver 1
1{111|1]1 3 12 3 12 3 12
L b Number of broadcast destinations
Operation mode
Dividing identifier )
: Broadcast EDI service provider 3 —
50 95 100
Broadcast destination 2 )
CE2 | Broadcast EDI service provider 2 | CC2 Broadcast center code 2 CR2 Broadcast receiver 2 CE3
3 12 3 12 ) 3 12 3
Broadeast EDI service provider4 —
100 140 150
Broadcasl destination 3
Broadcast EDI service provider 3|  CC3 Broadcast center code 3 CR3 Broadcast receiver 3 CE4
12 3 12 3 12 3 12
150 r— Broadcast EDI service provider 4 185 200
Broadcast destination 4
CC3 Broadcast center cade 4 CR3 Broadcasl receiver 4 CES | Broadcast EDI service provider 5
3 12 3 12 37 12
200 230 . i : 251
Broadcast destination §
— Reserved area 1
CC3 Broadcast center code 5 CR3 Broadcast receiver 5
3 12 3 12 2\
Example: Position when the leftmost value 1s 0 {dec.}
0o -~ 08
Data elemen! name \
Dala length (dec.) —— & \
Note)  CEn: Controlling agency code for the receiving EDI service provider n
CCn: Controlling agency code for the receiving center code n
CRn: Controlling agency code for the receiver code n
n lws

Fig. 8-1 Data element format of broadcast header
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Table 8-1 Dataele

ments of broadcast header

Symbol D(T;tigr%e Data element Notes (value to set)

Co1 X[ Dividing identifier Setto X'30'.

C02 X[1] Record identifier Set to X'42',

C03 X[1] Operation mode X'20" or X'30": normal message, X'31": test message

BO3 X[1] Continuation identifier X'45" No continuation broadcast header follows., X'43"

Another broadcast header follows.

B04 X{1] Number of broadcast Indicates the number of broadcast destinations in the header.

destinations Described in standard numeric characters.

B11 X{3] CEl A code described in three limjtfid_st_andard chiirac[ers i
= I )T([_IZ-] 1 Iie::e_iv;n:g ]_E]Z_)I_s;r\_*ic_e_l o ——A—& c—ozle_d;s::r;b;dki; t_w;l;e_limiAtep _stén:da-i_-rd: c_hér;tgzer_s_ o §
i _B_13— I _X[_"i]_ B —_(EC—I ______________ Ac_o:ie_d;s—cr;b;d—il; tilr_ee_ li_m'ited standafd charac_tc;s: : : :
[ B4 | X[12] | Broadcastcentercode | | A code described in twelve limited standard characters |
Cwis [ x|kt A sode deseibed in threo lmited standard characters
i _B_l 6V . i{ii] - P:e::e_iv;r_c;d_c_l ________ /;L ;oae_d;s::rgb;d_ir; t_wg,l;e_li;nztcﬂ;:i standar(; c_h;r;cl_er_s_ S

B21 X[3] CE2 A code described in three limited standard characters_ L
- _BEZ— I 7_([_1 2_] 1 liege—iv;n_g ;?.Bl_s;r;ige_2_ B __f’_& goaevd;sucr;b;d_ir; l;vgl;e_li;ni_te_d _st;m::];rc; c_h;r;c;er_s j
[ xm e 1 A code descrbed in three tmited standard characters |
| B24 | X(12] | Broadcastcentercode2 | A code described in twelve limited standard characters
Cm2s | xm1 Jere T A code described in three limited standard characters |
i -Biﬁ )_([_12_] 1 lieze_iv_cr_cad;:i ———————— A ;ozie_d;s;:r;b;d in t:&';];c_li;ni—le—d_st;n-d;r(—i- c_h;r;c(_e;s ]

B3l X[3} CE3 A code described in three limited standard characters
[ B3%2 | X[12] | Receiving EDIscrvice 3 | A code described in twelve limited standard characters |
" B33 | x(3 |cz T A code described in three limited standard characters |
I _B347 I 5([] 2] i* lgr(u)a:ic_as_t ;e;ll;r‘c;d; :*S o __A_u Eozle_d;s::rzb_ed_ir: l;v;l;e_li;ni_tefdisl;n_d;r& c_hz_ir;ct_e% ]
i —B.—?S_ I _X[%]_ 1 (ER_B ______________ .«;. (:ozje_d;s_chb—ed—ir; t?lr;e_ Ii_m"it;d“st_ar;d;ra (;h;r;c_le;s _____
i _Baﬁ_ I )—([_1 2_] S lie;:e_iv;r*c;dzzé ———————— /; c:ozie_d_es::rIb;d_i; t:v;l;e—li&i_tc_d_st;n_d;r& c_h;r;ct_er_s S

B41 X[3] CE4 A code described in three limited standard characters
i _B;Qi : : IE([E 2j : 1 lie::e_iv;né EDI service 4 ﬂ_zi ;oae'd;s;rgb;d_i; t_w;l;e:li;ni_le_d_s[;n_d;r& characters : )
i [ CXB)[oor | Acoddontadin s mtedsandad chtrs

B44 X[12]} Broadcast center code 4 A code described in twelve limited standard characters ]
Cmas [ xim [ore 1 A code descibed in three limied siandard characters

leé_ I }_([_12_] ] liez:e_iv;r_c;d;::l ________ A_\ ;ozie-descrIb_ed_il; t:v;l\—rc_]imite_d_s[;n_d;ra C_hE_ll‘E:CEBI'_S_ o

B5 1_ 1 _X[3] CE5 A code described in three limited stande_lrgl characters
| 7Bg2 ~ }l([_] 2_] - Iiez:e_iv;n_g E]Eil_se—r\:i(:—e—S~ ) -_.ﬁ_t ;oae—d;s_crgb_ed-i; t:vgl;c]i;ll;tc;d_st;ndara c_h;r;c;cr_s_ o
[ Bs3 | xm1 [ccs | A code described in three limited standard characters |
[ BS54 | X[12] | Broadcastcentercode 5 | A code described in twelve limited standard characters |
i _BSS“ I _Xf?]_ i (ER—S ______________ Agoae_d;:s::r;h_ed_ir; t}lr::e_li_m-it;dus;al;dz_lra ;h:arz_ic_le;s _____
| BS6 | X[12] | Receivercodes | A code described in twelve limited standard characters |

F23 X[21] Reserved area 1 Filled with X220
Note) CEn: Controlling agency code for the receiving EDI service provider n

Receiving EDI service n: Receiving EDI service provider n

CCn: Controlling agency code for the receiving center code n
CRn: Controlling agency code for the receiver code n

n: lto$5
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Annex 9 (Normative):
- Implementation standards

In developing a translator based on this standard, implementation of the following specifications is
optional.
» Generation and analysis of implicit repeating of singte user TFDs
* Value setting and analysis of data elements of message group header, C30, C31, C32,C33,C34
and C35
* Generation of error messages

= (Generation and analysis of broadcast header
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Comments of Components for Interchange Structure

Foreword

This section explains the contents of this document and is annexs and related matters, and does not

form part of the specifications.

1. Background to the formulation

‘ The Electronic Industries Association of Japan, which started standardizing EDI in 1987, devel-
oped a new EDI standard in cooperation with the Center for the Informatization of Industry {CH) in
1988. This EDI standard adopted a variable length format already employed in the USA, taking into
account the characteristic message structure used in the electronics industry that uses more data ele-
ments than the distribution industry. As a result of various studies, the conclusion was that a rational
format should consist of syntax rules, a standard message and standard data items. This proposed
format was the same as the ANSI X.12 or EDIFACT (ISO9735 ver.1) standard under discussion at the
time.

It was therefore decided to develop new syntax rules. According to EIAJ's proposed revisions, the
data tag type syntax rules proposed by the CII evolved in the process of changing the data elements
delimitation from a delimiter to a length tag. Although these syntax rules were expected to allow the |
use of kanji data and able to be applied to other industries, they were to be applied to a single industry
(electronics equipment industry) for the moment. Therefore, the expanded functions were not imple-
mented and use of the rules was limited to within the electronics industry. The rules were therefore
named the EIAJ syntax rules. EIAJ also developed standard messages and standard data elerhents
based on the EIAJ syntax rules, which were known as EIAJ standard messages and EIAJ standard data
elements.

Since trials in the fall of 1988 to confirm practicability give favorable results, the EIAJ syntax
normative, EIAJ standard messages and EIAJ standard data elements were unified in April 1989 as the
EDI standard for the electronics industry and known as the "EIAJ-EDI Standard 1A". This then be-
came the EIAJ standard.

Subsequently, with the success of the EIAJ standard in the electronics indusiry, other industries
began taking n‘otc, and those seeking to introduce the EIAJ standard grew in number. However, as
already mentioned, the EIAJ syntax rules that form the basis of the EIAJ standard allowed for a part of
the functions to be suspended on the assumption that for the time being the rules would be used only

within the electronics equipment industry. This gave rise to the problem that the rules were not appli-
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cable to other industries, More specifically, the suspension of one particular function, extension of the
number of available data elements to 240 or more (the EIAJ standard can accommodate up to 239 data
elements) was what prevented the normative from being applied to other industries.

Use of the standard only within the electronics industry enables messages to be designed even for
239 data elements; however, 239 element types is insufficient to allow use of the standard in the
manufacturing industries, for example. Therefore, based on the findings of the studies conducted be-
tween 1989 and 1990, adoption of the EIAJ syntax rules as a JIS standard was suspended.

For this reason, the CII decided to implement the extensions to functions that had been suspended.
Taking into account the unexpected wider applicétion of the EIAJ standard, the CII decided to im-
prove the EIAJ syntax normative to rectify the failings that had already appeared.

* Studies were started in'1990 by the CII, the original proposer of the EIAT syntax rules. Adjustments
to the EIAJ were made at the beginning of 1991. The new improved EIAJ syntax rules were to be
called the "CII Syntax Rules" as distinct from the EIAJ syntax rules, and special care was given to
assure compatibility between the new standard and the conventional EIAJ standard (upward compat-
ible). Furthermore, serious consideration was given to compatibility with the international standard

+ EDIFACT (1S0O9735.version 3). However, another measure to ensure compatibility was to be consid-
ered, since complete compatibility including the internal message structure would be difficult to achieve.
. Thus the "CII Syntax Rules (tentative} Specification 1.00" were established on April 1, 1991. In addi-
tion to this, requests from the construction industry and other industries, who had resolved to adopt the
CII Syntax Normative, were added to the specifications, and a translator was developed between 1991
and 1992, The "CH Syntax Rules 1.10" were published in August 1992. At this point, the petrochemi-
" cal industry started to employ the CII Syntax Rules.

As of the end of 1997, the CII Syntax Rules were widely adopted as the industry standard by twenty
industries including the manufacturing industry. Meanwhile, new versions were repeatedly introduced
to satisfy new needs and version 3.00 is to be released by March 1998. Furthermore, in order to meet
the demand for stabilization and wider use of the rules, it was decided to adopt the rules as a JIS

- standard. Thus the JIS standard is equal to the CII Syntax Rules version 3.00. As part of the standard-
ization, the name of the rules was changed to the "Syntax Rules for Cross-Industry Information Inter-

change" but abbreviated to "CII Syntax Rules" as before.
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2. Planning for Part 4

The draft of Part 4 (Security Functions) is now being prepared so that it may be incorporated in the

HS standard by the year 2000.

3. Compatibility with EDIFACT (ISO 9735)

Compat.ibility of these rules with EDIFACT is achieved by using a converter. Trials have been
conducted with the converter and no problems have been found. '

Using the file interchange system based on a combination of Part 1 and Part 2 of these rules allows
cross conversion with a combination of Part 1, Part 2 and Part 8 of ISO 9735. Using an interactive
transfer system- based on a combination of Part 1 and Part 2 or Part 1 and Part 3 allows cross conver-

sion with a combination of Part I, Part 3 and Part 8 of ISO 9735.
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Part 2: The Structure of Message Groups






1.

Scope

This standard apply to the structure of message groups of electronic data interchanged between

government agencies, between industries, and between government agencies and industries.

2.

3.2

Normative references

The following standards are referred to in these rules. The latest version of each standard 1s used.
JIS X 0201: Code for information interchange
JIS X 0208: Code of the Japanese graphic character set for information interchange

JIS X 0221: Universal multiple-octet coded character set (UCS)

Notation

Description of data

a) Data lengths are given in bits or bytes (1 byte = 8 bits).

b) Data values are described in 1-byte character strings or 2-byte kanji strings or in numeric char-
acters.

¢) 1-byte character strings are graphic characters described in (JIS-X0201} or hexadecimal.

d) 2-byte character strings are kanji characters described in (JIS-X0208) or hexadecimal.

¢} Numeric values are described in decima!/hexadecimal.

f) Decimal values are strings consisting of the numeric characters 0 to 9, and are described as
character strings. '

2) Hexadecimal values are consist of numeric characters from 0 to 9 and an alphabetic character
(A, B, C, D, E or F). One byte is written, for example, as X'43".

h) Binary data are strings of bits, unless otherwise indicated.

i) Unsigned binary values are given in hexadecimal. If the length (number of bits) of an unsigned

binary is not a multiple of 8, zeroes should be added to the left of the value.

Data element symbols

In order to identify each data element, a data element name and a symbol name composed of

numeric characters or a three-character siring are assigned to it
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4. Structure of message group

This standard specifics to the structure of normal message groups. For the structure of short form
message groups, see Part 3.
A message group contains message group components arranged according to the following rules.
a) Start of message group (leftmost position)
A message group header must be placed at the start of the message group.
b} End of message group (rightmost position) |
A message group trailer must be piaced at the end of the message group.
c) Internal message group structure
The following components can be placed between a message group header and a message
group trailer.
1) Security header message
This message must be placed immediately after the message group header. Only one
security header message can be included in one message group. A security trailer message
must be placed in the message group'that contains a security header message.
2} Transaction message
Multiple transaction messages can be placed in one message group.
3) Réc;eive acknowledge message
Multiple receive acknowledge messages can be placed in one message group.
4) Error message | |
- Multiple errérrmeésages can be placed ir; one message group.
5) Sub security header message
Multiple sub seéurity header messages can be placed in one message group. Transac-
tion messages, receive acknowledge messages, error messages or binary data must be
placed immediately after this message.
8) Security traiier méssage
This message must be placed immediately before a message group trailer. Only one
security trailer message can be included in one message group. A security header must be
placed in the message group containing a security trailer message.
7} Binary data
Multiple binary data can be placed in one message group.
d) Prohibited structures

The following structures are prohibited.
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1) Both a receive acknowledge message and a transaction message are contained in the same
message grodp.

2) Both a receive acknowledge message and an error message are contained in the same
message group.

3) Both a receive acknowledge message and binary data are contained in the same message

group.
4) Both an error message and a transaction message are contained in the same message

group.
5) Both an error message and binary data are contained in the same message group.
e) Zero message
This message is composed of a message group header and a message group trailer.
f) Broadcast header

A broadcast header must be placed immediately before a message group header.

Structure of application message

An application message contains seven message group components: a message header, a security
header message, a sub security header message, a transaction message, binary data, a security trailer
message and a message group trailer.
a) A security header message is paired with a secﬁrity irailer rﬁessage to secure the whole message
group. S

b) A sub security header message is used to secure one transaction message or one string binary
data placed immediately after it. When no transaction message or binary data follows the sub
security header message, the message is invalid.

¢) A message group not containing a transaction message or binary data is a zero operation mes-

sage (see Section 6).
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Interchange  ----------; R

L. or i Connect File | File2 | ..o, Filen i Disconnect
file interchange .. _______ ; el :

File Message group | Message group2 | L. ... ... Message group n

Message M h . ;
group cssage group header Message L orbinarydatal | ... ... ... ..... Message group trailer
Message Binary data Message
Message
Lor MH | TS | TFD1 v TFDn | TE BDH Binary unit BDT Spectal message
binary data ! 1 1
Data Data Control Binary I
TFD tag length Data fag unit Bit string data
t Dividing identifier
Note) MH: Message header TS: Start of TFD area
TE: End of TFD area

BDH: Binary data header BDT: Binary data trailer

Fig. 1 Basic structure of message group (Using file transfer system)

Table 1 Message processing components

c Broadcast Message Security SUb. Transaction| Binary Security Message
omponent group securty - - group
header header message data trailer .
header header trailer
Required/optional 0 ® s o ot it ®
Note) @ : Required . Optional (can be omitied)

£+ @ Optional. Security header and security trailer must be paired.
~'": Transaction message or binary data must follow directly after the header.
"1 A message with both transaction message and binary data omitted from a processing message is an

operation message.

Message group header’ ISecurity header| ITransaction messagTe' ...... ’Security trai!eri I Message group trailer

Fig. 2 Sample message processing structure
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6. Structure of operation message

An operation message contains seven message group components: a message group header, a secu-

rity header message, a sub security header message, a receive acknowledge message, an error mes-

sage, a security trailer message and a message group trailer.

a) A security header message is paired with a security trailer message to secure the whole message
group.

b) A sub security header message is used to secure one receive acknowledge message or error
message placed immediately after it. This message is invalid if no receive acknowledge message
or error message follows the sub security header message.

¢) A receive acknowledge message and an error message cannot both be included in the same
message group.

d) A message group that does not contain a receive acknowledge message or an error message is a
Zero operation message.

€) An error message is used by the EDI service provider to inform the customer (user) of an error

that occurs during EDI service processing.

Table 2 Components of operation message

Note) @

C Broadcast Message Security Sub Transaction| Binary | Security Message
omponent group security . group
header header message data trailer .
header header trailer
Required/optional O o FaY " © O N L
: Required .7z Optional {can be omitted)

1 Optional. Security header and security trailer must be paired.

71 Receive acknowledge message or error message must follow directly after the header.

©': A receive acknowledge message and an error message cannot both be included in the same message
group. An operation message that does nol contain a receive acknowledge message or an error mes-
sage is an zero message.

Message group
(Multiple receive acknowledge messages are acceptable.}

Message group header Receive acknowledge message Message group trailer

251 bytes 251 bytes 251 bytes
(1) Information type code of message group header ...................... 9001 (X'39303031")
(2) Format type of message group header.........ooooviiiiecinciieene 20 (X'32307)
(3) Scquence number of receive acknowledge message ..., normally 00001 (X'3030303031")
(4) Last sequence number of message group trailer ... normally 00001 (X'3030303031"

Fig. 3 Sample receive acknowledge message structure
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Message group
{Multiple error messages are acceptable.)

Message group header Error message » Message group trailer
251 bytes 251 bytes 251 hytes
(1) Information type code of message group header ....................... 8201 (X'39323031"
(2) Format type of message group header............... e 20 (X'3230)
(3) Sequence number of €ITOr MESSAZE ...veveerueuirrireeeeerireeeres v normally 00001 (X'3030303031")
(4) Last sequence number in message group trailer.........co.coovieeenn. normally 00001 (X'3030303031")

Fig. 4 Sample error message structure

Message group

Message group header Message group trailer
251 bytes 251 bytes
(1) Information type code of message group header ....................... 9101 (X39313031)
(2) Format type of message group header........coivciiniiiicninnn, 20 (X'3230Y
(3) Last sequence number of message group trailer ..........cceevvvvenenns normally 000071 (X'3030303031")

Fig. 5 Sample zero operation message structure

Structure of broadcast message

A broadcast message contains a broadcast header and a message group.

a) A broadcast header indicates that the .message group..immediately after the header is a broadcast
message. If a broadcast header is not followed by a message group, it is invalid.

b) One broadcast header designates five destinations maximum. Multipie broadcast headers can be
used to designate six or more destinations. A continuation identifier (B0O3) in the broadcast
header is used to indicate the existence of another broadcast header, When the value of the
continuation identifier (B0O3) in a broadcast header is set to X'43'. the identifier indicates that
another broadcast header exists, and when the value is set to X'45". it indicates that no broadcast
header follows.

1) Continuation identifier (B03) value = X'43'.............. header(s) continue
2) Continuation identifier (BO3) value = X'45".............. no header

c) A broadcast header is used by the original sender to inform the EDI service provider for broad-
cast processing that the message following the header is a broadcast méssage. The broadcast
header is deleted during the broadcast processing by the EDI service provider. Then the broad-

cast message is converted into a normal message group and sent to the final sender.
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8.1

-

~—— The message group immediately after the
broadcast header is a broadcast message.

Broadcast header=1| } -2 E F =31 Message group

~—— 251 byles —

T— Multiple broadcast headers are acceptable.

Fig. 6 Sample broadcast message structure

Storage structure

Two modes are provided: dividing variable length mode and dividing fixed length rﬁo_de.

Basic rules

a) The same storage structure must be used for one message group (including related broadcast

headers). ‘
b) Va]_ues for the format identifier (C17) and the storage mode (C23)in the message group header
must be set as follows to identify the storage structure.

1) Format identifier (C17)

* X'3130' .......... Processing message in dividing variable length mode
« X3131 ... Processing message in dividing fixed length mode
« X'3230" ... Receive acknowledge message and error message (except for zero

operation message) in the dividing variable length mode and the
dividing fixed length mode.
2) Storage mode (C23)
o X'53 Dividing variable length mode
| « X4D'or X200 .......... Dividing fixed length mode
¢) The dividing variable length mode is used to store a message group (including related broadcast
header) in a variable length record file. The dividing fixed length mode is used to store a mes-
sage group (including related broadczist header) in a fixed length record file or a non-structured
file (undefined length file).
d) In the dividing variable length mode, a variable length physical record with a maximum record
length of 32001 bytes or below is used, and in the dividing fixed length mode, a 251-byte fixed

length physical record is used.
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8.2 Dividing variable length mode

In the dividing variable length mode, a message group (including related broadcast header) is stored

into a physical record according to the following rules.

a) As for all message group components (including broadcast header) except for transaction mes-
sages, one component with a length of 251 bytes must be stored in one variable length physical
record.

For binary units of binary data, the dividing variable length mode must be selected. They must
be stored in a variable length physical record whose maximum length is 32001 bytes (including
the dividing identifier).

b) A transaction message must be divided into arbitrary—lbength segments and each segment (in-
cluding the dividing identifier) must be stored in a variable length physical record whose maxi-
mum length is 32001 bytes. The following rules must be observed.
| 1) Dividing must Be performed from the beginning (left end) of the transaction message to

the end.

2) The segments into which a transaction message is divided must be stored in variable
length physical records in the same sequence as when dividing.

¢) The length of the first segment must be 32001 bytes or below,

The value of the dividing identifier (CO1) placed at the beginning (left end) of the first segment
must be set to X'31'. When a transaction message is not divided, the value must be set to X'39',

d) The length of each segment except for the first one must be 32000 bytes or below (32001 bytes
including the length of the dividing identifier). |
Place a dividing identifier at the beginning of each segment except for the first one and the value
of the added dividing identifier must be set as follows. '

1) The value of the dividing identifier for the second segment must be set to X'32'. and the
value of the dividing identifier for the third segment must be set to X'33". For the 4th to 8th
segments, values must be set to X34, X'35', X'36', X'37" and X'38' in ascending order.

2) The value of the dividing identifier added to the ninth segment must be set to X'31'. The
sequence X'31' to X'38' is repeated. '

3) The value of the dividing identifier added to the last (rightmost) segment must be set to

X'39' to identify the last segment.
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96100 bytes

u
] 1
'

Hex. 39 ' Transaction message:: (variable length) 1
| : : :
Addad at the time /| Added atthe time
Changed of dividing 9
’ 7] o | Last
31 1st record 32 2nd record 33 3rd record 39 cootd
4 )
l——232000 bytes 32000 bytes 32000 bytes
L " " 32001 b d 99 bytes
Changed dividing | Added dividing ytes Hex
identitier identifier .

Fig. 6 Dividing variable length mode (Example of dividing into four segments)

Remaining part is filled
with arbitrary data

251 -bytes 32001-b 251 'bthS
Message | binary data 32001-bytes ERRRERRRENS CO1-PYIES | pinary data
header binary unit : binary unit trailer
One binary data

Fig. 7 Storage structure for binary data in dividing variable length mode

8.3 Dividing fixed length mode

In the dividing fixed length mode, a message group (including related broadcast header) is stored in
a physical record according to the following rules.

a) For all message group components (including broadcast header) except for a transaction mes-
sage, one component with a length of 251 bytes is stored into one 251-byte fixed length physical
record.

For binary units of binary data, the dividing fixed length mode must be selected and each binary
unit is stored in a 251-byte fixed length ﬁhysical record.

b) A transaction message is divided into fixed length segments, each having a length of 251 bytes -
(including the length of the dividing identifier). Each segment is stored in a fixed length logical
record.

A transaction message must be divided and stored according to the following rules.

1) Dividing must be performed from the beginning (left end) of the transaction message to
the end.

2) Each segment must be stored in a fixed length physical record in the same order as when

dividing.
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c) The length of the first segment must be 251 bytes, When the length of the first segment falls
short of the fixed length (251 bytes), the right margin must be filled with X'20",
The value of the dividiﬁg identifier (CO1) placed at the beginning (left end) of the first segment
must be set to X'31". When the transaction message is not divided, the value must be set to X'39".
d) The length of each segment except for the first one must be 250 bytes (251 bytes including the
length of the dividing identifier). Because a variable length transaction message is divided into
fixed length segments, the length of the last segment usually falls short of the fixed length (250
bytes). Therefore, the right margin must be filled with X'20'.
Place a dividing identifier at the beginning of each segment except for the first one and the value
of the added dividing identifier must be set as foilows.

1) The value of the dividing identifier added to the second segment must be set to X'32'. and
that of the dividing identifier added to the third segment must be set to X'33". For the 4th
to 8th segments, values must be set to X'34', X'35', X'36", X'37" and X'38' in ascending
order.

2) The value of the dividing identifier added to the ninth segment must be set to X'31". In this
way, the sequence from X'31' to X'38' is repeated.

3) The value of the dividing identifier added to the last (rightmost) segment is always set (o

X'39' to identify the last segment.

Table 3 Dividing a message in the dividing fixed length mode

Message length (D04) or extended message length (DO6) Number of records
1 to 250 ' 1 record
251 to 500 2 records
501 to 750 3 records
250%(n-1)+1 to 250%n n records
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B51 bytes

Hex. 39 iTransaction message'i (variable length) ‘
| : : !
Added at the time /| Added at the lime
Changed of dividing or dividing
4 K > | Final
31 1st record 32 2nd record 33 3rd record 39 re'ggrd
4 ) 4
\;— 250 bytes L 250 bytes 250 bytes 100 byton 150 bytes |
Changed dividing Added dividing 251 bytes Hex

identitier identifier

Fig. 8 Dividing fixed length mode (Example of dividing into four segments)

Remaining part is filled
with arhitrary data

N 251-bytes
251-bytes binary data
trailer

251-bytes

: 251-bytes | 251-bytes

Message binary data | o 7 binary unit binary unit
header ry

One binary data item

Fig. 9 Storage structure for binary data in dividing fixed length mode
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Annex 1 (Normative):
Information type code value of message group header

1.  Application message

The value of the information type code (C14) in the message group header of a application message

is fixed by the operation.

2. Operation message

The value of the information type code (C14) in the message group header of an operation message

1s set as follows.

* Receive acknowledge message ............. 9001 (X'39303031"
* Error message.............. S 9201 (X'39323031)
¢ ZET0 MESSALE c.corverrcrerirrenranimrerenrenseenanes 3101 (X'39313031)

Annex 2 (Normative):
Implementation standards

1. Packaging method

In order to develop a translator based on this standard, the standard must be combined with Part 1.

2. Optional functions
In developing a translator based on these rules, implementation of the following functions is op-

tional.
a) Generation and interpretation of the security function and the related message group compo-

nents
* Generation and interpretation of security header
* Generation and interpretation of sub security header
* Generation and interpretation of security trailer
b) Generation and interpretation of the broadcast function and related message group components

* Generation and interpretation of broadcast header
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3. Recommended functions

In developing a translator based on this standard, it is recommended to implement the following
functions related to operation messages.

» Generation and interpretation of receive acknowledge messages

» Generation and interpretation of error messages

* Generation and interpretation of zero messages

Annex 3 (Informative):
Relationship with telecommunications system

1.  File transfer system

When this standard is applied to a file transfer system, interchange must be performed in units of a

file where one or more message groups are stored.

2. Message transfer system

When this standard is applied to a message transfer system, interchange must be performed in units

of one message group.
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Part 3: The Structure for Short Form Message Groups






1.

Scope

This standard applies to the structure of short form message groups of electronic data interchanged

between government agencies, between industries, and between government agencies and industries.

3.2

Normative references

The following standards are referred to in these rules. The latest version of each standard is used.
JIS X 0201: Code for information interchange
JIS X 0208: Code of the Japanese graphic character set for information interchange

JIS X 0221: Universal multiple-octet coded character set (UCS)

Notation

Description of data

a) Data lengths are given in bits or bytes (1 byte = 8 bits). _

b) Data values are described as a 1-byte character string or 2-byte kanji string or in numeric char-
acters. - |

c) l-byte character strings are graphic ch‘aractcrs described in (JIS-X0201) or hexadecimal.

d) 2-byte character strings are kanji characters described in (JIS-X0208) or hexadecimal.

e) Numeric values are described in decimalthexadecimal. | A _

f) Decimal values are strings consisting of the numeric characters 0 to 9, and are described as
character strings. .

g) Hexadecimal values are consist of numeric characters from 0 to 9 and an zﬂphabctic character
(A, B, C, D, E or F). One byte is written, for example, as X'43".

h) Binary data are strings of bits, unless otherwise indicated.

i) Unsigned binary values are given in hexadecimal. If the length (number of bits) of an unsigned

binary is not a multiple of 8, zeroes should be added to the left of the value.

Data element symbols

In order to identify each data element, a data element name and a symbol name composed of

numeric characters or a three-character string are assigned to it.
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4. Structure of short form message groups

In case the value of short form message group identifier (C29) in a message group header is X'49',
it means that the message group is short formed. The value of short form message group identifier
(C29) is X'20' or X'53', the message group is normal. (See part 2)

A short form message group contains message group components arraﬁged according to the fol-
lowing rules.

a) Start of message group (leftmost position)

A message group header must be placed at the start (leftmost position) of the message group.

b) Immediately after message group header

One of the following components must be placed immediately after the message group header.
* Sub security header message
+ Transaction message
+ Binary data
* Receive acknowledge message
+ Error message
¢) Immediately after sub security header message
One of the following components must be placed immediately after the sub security header
message.
= Transaction message
+ Binary data
* Receive acknowledge message

+ Error message

5. Structure of short form application messages

A short form processing message contains five message group components: a message group header,
a sub security header message, a transaction message and binary data.

a) When a short form processing message includes no sub security header message, it contains two
message group components. When it includes a sub security header message, it contains three
message group components.

b) A sub security header message is used to secure one transaction message or one string of binary

data placed immediately after it.
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(r,fgéifgé' g?fup) i Connect | Messhae%%grroup Message 1 or binary data 1 | Disconnect
Message Binary data Message
Message Special
or MH [ TS | TFD1 | eeresss TFDn | TE BDH Binary unit BDT
binary data L rly ) message
Data Data Control Binary N
TFD | fag tength Data tag unit Bit string data

Note)

MH: Message header

TE: End of TFD area

BDH: Binary data header

L Dividing identifier

TS: Start of TFD area

BDT: Binary data trailer

Fig. 1 Basic structure of short form message group (When a sub security message is not used.)

Table 1 Components of short form processing message

Components Broadcast | Message group | Sub security Transaction Binary
header header header message data
Required/optional o o im Sk

Notes) @

: Required

: Optional (can be omitted)
7™ Transaction message or binary data must follow directly after the header.

message or a binary data 1s a short form zero operation message.

2. Both transaction message and binary data cannot be included in the same short form process-
ing message. The short form processing message which does not contain cither a transaction

Message group header

Sub security header

Transaction message

Fig. 2 Structure example of short form processing message

93



6. Structure of short form operation message

A short form operation message contains five message group components: a message group header,

a sub security header message, a receive acknowledge message, and an error message.
a) When a short form operation message does not include a sub security header message, it con-
tains two message group components. When it includes a sub security header message, it con-

tains three message group components.

b) A sub security header message is used to secure one receive acknowledge message or one error

message placed immediately after it.

¢} A message group containing only one message group header is a zero operation message.

d) An error message is used by the EDI service provider to inform the customer (user) of an error

that occurs during EDI service processing.

Table 2 Components of short form operation message

Broadcast | Message group | Sub security Recellve Error
Components header header header acknowledge message
message
Required/optional O _ o c O O

Notes) @ : Required _
~71: Receive acknowledge message or error message must follow directly after the header.
© A receive acknowledge message and an error message cannot both be included in the same
short form operation message. A short form operation message that does not contain either a
receive acknowledge message or an error message is a short form zero operation message.

. Optional (can be omitted)

Message group

Message group header Receive acknowledge message

251 bytes

251 bytes
(1) Information type code of message group header ...................... 9001 (X'39303031%
(2) Format type of message group header.........coomiiiinnninn, 20 (X'32307
{3) Sequence number of receive acknowledge message ... normally 00001 {X'3030303031")

Fig. 3 Sample short form receive acknowledge message structure
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Message group

Message group header Error message
251 bytes 251 bytes -
{1) Information type code of message group header ...................... 9201 (X'39323031)
(2) Format type of message group header......ocoooiiiiininin 20 (X3230h
(3) Sequence number Of eITOr MESSAZE ..ovvecviciiiiiece e e normally 00001 (X'3030303031")

Fig. 4 Sample short form error message structure

Message group

Message group header

251 bytes

(1) Information type code of message group header ..._............... 9101 (X'39313031%

(2) Format type of message group header..........ooiiiniman, 20 (X'3230h

Fig. 5 Sample short form zero message structure

Structure of broadcast header

A broadcast message contains a broadcast header and a short form message group.

a)

A broadcast header indicates that the message group immediately after the header is a broadcast

message. If a broadcast header is not followed by a message group, it is invalid.

b) One broadcast header designates five destinations maximum. Multiple breadcast headers can be

used to designate six or more destinations. A continuation identifier (BO3) in the broadcast
header is used to indicate the existence of another broadcast header. When the value of the
continuation identifier (B03) for a broadcast header is set to X'43'. the identifier indicates that
another broadcast header exists, and when the value is set to X'45'. it indicates that no broadcast
header follows.

1} Continuation identifier (B03) value = X'43'.............. header(s) continue

2) Continuaticn identifier (B0O3) value = X'45' ......... no header
A broadcast header is used by the original sender to inform the EDI service provider for broad-
cast processing that the message following the header is a broadcast message. The broadcast
header is deleted during the broadcast processing by the EDI service provider. The broadcast

message is then converted into a normal message group and sent to the final sender.
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-——  Broadcast header |-— The message group immediately after the —
(acceptable number: n) } broadcast header is a broadcast message.

Broadcast header—1 -2 -3 Shert form message group

[p—— [Rpp——

-— 251 bytes ——+ ———

L Multiple broadcast headers are acceptable.

Fig. 6 Sample broadcast message structure

8. Storage structure

The storage structure is the same as for a normal message group as specified in Section g, Part 2.
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Annex 1 (Normative):
Information type code value of message group headers

Specified in Annex | of Part 2.

Annex 2 (Normative):
Implementation standards

1. Packaging method

In order to develop a translator based on these rules, the rules must be applied in combination with

the rules described in Part 1.

2. Optional functions

In developing a translator based on the rules described in Part 1 and Part 2, implementation of the

functions relating to this normative (functions relating to short form message groups) is optional.

Annex 3 (Informative):
Relationship with telecommunications system

1. File transfer system

When this standard is applied to a file transfer system, interchange must be performed in units of a
file where one or more short form message groups are stored. Both a normal message group and a

short form message can be stored in one file.

2. Message transfer system

When this standard is applied to a message transfer system, interchange must be performed in units

of short form message groups.
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